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About This Guide 

This guide explains how to install the Apple Internet Router Basic Connectivity Package 
and how to use the Router Manager application program. It provides information about 
setting up the router, configuring ports to create local area and wide area internets, 
monitoring and troubleshooting router operation, and planning your internet. 

What this guide contains 

The chapters of this guide contain the following information: 

• Chapter 1, "The Apple Internet Router," provides a brief introduction to the family of 
products that constitute the Apple Internet Router, including the Basic Connectivity 
Package, the AppleTalk/IP Wide Area Extension, and the AppleTalklX.25 Wide Area 
Extension. 

• Chapter 2, "Installing the Basic Connectivity Package," provides information about the 
system requirements for the Apple Internet Router and explains how to install the 
router software included in the Basic Connectivity Package on a startup disk, and 
select a user port and a zone for the router. 

• Chapter 3, "Setting Up the Apple Internet Router," explains how to use Router Manager 
to create a setup document, configure the router for startup, specify an administrator's 
password, and start the router. 

• Chapter 4, "Configuring an AppleTalk Port," provides instructions for configuring the 
router as a seed router or as a nonseed router, configuring a LocalTalk port, configuring 
an EtherTalk or TokenTalk port, and hiding devices on an internet. 



• Chapter 5, "Half-Routing," defines half-routing; and explains how to set up a half
routing port to originate a connection, answer to establish a connection, or call back 
to establish a connection. 

• Chapter 6, "Tunneling Through Foreign etwork Systems," defines tunneling. 

• Chapter 7, "Configuring the Wide Area Routing Options," provides information about 
configuring options for a half-routing or tunneling port. 

• Chapter 8, "Modifying the Router's Setup," explains how to change the router's zone; 
enter, change, or remove the administrator 's password; activate and deactivate ports; 
stop the router; modify the port configurations in a setup document; use a different 
startup document; change the router 's other startup options; and customize your 
view of a setup window. 

• Chapter 9, "Monitoring the Router," explains how to use Router Manager to monitor 
network routing information, and router and port statistics-including routing activity, 
and network reliability and error rates- when the router is running. 

• Chapter 10, "Troubleshooting," provides a troubleshooting checklist; explains how to 
use the Router Log; describes some problems that you might encounter with a network, 
a local or wide area internet, or the Apple Internet Router-including their symptoms, 
causes, and solutions; and provides additional information about recovering from 
errors while using Router Manager. 

• Appendix A, "Planning Your AppleTalk Internet," provides guidelines for planning an 
internet-including evaluating your needs, planning the internet's physical layout, 
choosing a network-numbering scheme, specifying a network range, and dividing the 
internet into zones. 

• Appendix B, "The Router Manager Program," describes the menus and commands of 
Router Manager, and provides cross-references to the task sections that explain how 
to use the commands. 

• The glossary defines terms related to the AppleTalk network system, internet routing, 
and wide area networking. 

You can purchase two extensions to the Apple Internet Router separately from the Basic 
Connectivity Package-the AppleTalk/IP Wide Area Extension and the AppleTalk/X.25 
Wide Area Extension. The guides for these extensions include chapters on installation, 
port configuration, and troubleshooting. 
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What you need to know 

The Apple Internet Router Administrator's Guide assumes that you are familiar with 
Macintosh System 7, including file sharing, the Network control panel, and the Chooser. 
For information about using the Macintosh or System 7, refer to the manuals that came 
with your computer or with your System 7 upgrade kit. To use this guide successfully, you 
should also understand basic AppleTalk networking and routing concepts. Experience in 
network administration is helpful. 

Learning paths 

This guide supports the information requirements of both novice and experienced network 
administrators. The best learning path for you to follow depends on your experience. 

• If you are new to network administration, read Appendix A, "Planning Your AppleTalk 
Internet," and background information that precedes task instructions. Then, follow 
the task instructions. If you encounter a term with which you are unfamiliar, refer to 
the Glossary. 

• If you are an experienced network administrator, but are setting up an Apple Internet 
Router for the first time, read the background information about internet routing and 
wide area routing provided in this guide. Generally, you can simply follow the task 
instructions. 

• If you have previously installed version 2.0 of the AppleTalk Internet Router, be sure to 

read the section "Upgrading from the AppleTaik Internet Router Version 2.0" in Chapter 2 
before installing the Apple Internet Router. Much of what you learned about setting 
up and monitoring a router using the Router desk accessory (DA), included with 
version 2.0 of the AppleTalk Internet Router, applies to the Router Manager application 
program, included with the Apple Internet Router. Reading Appendix B, "The Router 
Manager Program," will help you to transfer your knowledge of the Router DA to 
Router Manager. Also, read the task instructions and the chapters about wide area 
routing, which is new to the Apple Internet Router. 
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Getting help 

Router Manager includes Balloon Help. Balloons provide on-screen descriptions of the 
items on the Macintosh screen. To turn on Balloon Help, choose Show Balloons from the 
Help (?) menu. Subsequently, when you point to an item on the screen, a balloon that 
explains the item's use appears beside the item. To turn off Balloon Help, choose Hide 
Balloons from the Help menu. 

For more information 

The following publications from Apple Computer provide additional information about 
AppleTalk networks: 

• The AppleTalk Network System Overview provides a technical introduction to the 
AppleTalk network system and its protocol architecture. Published by Addison-Wesley 
Publishing Company. 

• The AppleTalk Remote Access Modem Scripting Language GUide, which is included in 
the AppleTalk Remote Access Modem Toolkit, provides information about writing 
modem scripts. Available from APDA. 

• AppleTalk Update-Based Routing Protocol: Enhanced AppleTalk Routing is a technical 
reference that provides detailed information about the AppleTalk Update-based 
Routing Protocol (AURP) and wide area routing. Available from APDA. 

• Inside AppleTalk, second edition, is a technical reference that describes the AppleTalk 
protocols in detail. Published by Addison-Wesley Publishing Company. 

• Planning and Managing AppleTalk Networks provides in-depth information for 
network administrators about planning and managing AppleTalk networks-including 
AppleTalk terms and concepts, and information about network services, media, topologies, 
security, monitoring and optimizing network performance, and troubleshooting. 
Published by Addison-Wesley Publishing Company. 

• Understanding Computer Networks provides an overview of networking-including 
basic information about protocol architectures, network media, and topologies. 
Published by Addison-Wesley Publishing Company. 
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You can obtain books published by Addison-Wesley at your local bookstore. Contact APDA 
to order developer tools and technical references. APDA offers convenient worldwide 
access to over 300 Apple and third-party development tools, resources, and information 
for anyone interested in developing applications on Apple platforms. 

APDA 
Apple Computer, Inc. 
P.O. Box 319 
Buffalo, NY 14207-0319 
800-282-2732 (United States) 
800-637-0029 (Canada) 
716-871-6555 (International) 
716-871-6511 (FAX) 
AppleLink: APDA 
America Online: APDA 
Compuserve: 76666,2405 
Internet: APDA@applelink.apple.com 
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1 The Apple Internet Router 

The Apple Internet Router consists of a family of AppleTalk Phase 2-compatible routing 

products that support both local area and wide area networking. This chapter provides a 

brief introduction to the products that are components of the Apple Internet Router: the 

Basic Connectivity Package, the AppleTalk/lP Wide Area Extension, and the AppleTalk/X.25 

Wide Area Extension. You can purchase these products separately. 



The Basic Connectivity Package 

The Basic Connectivity Package provides router software that allows you to connect two 
or more AppleTalk networks to create an internet, in which connected networks retain 
their separate identities. 

The Basic Connectivity Package includes the Router Manager application program, 
which allows you to create setup documents, configure ports on the router, configure the 
router for startup, control and troubleshoot router operation, and monitor network 
performance. For detailed information about Router Manager, see Appendix B, "111e Router 
Manager Program." 

Using the Basic Connectivity Package, you can configure three types of Apple Talk ports
LocalTalk, EtherTalk, and TokenTalk-and halfroutingports, which provide connectivity to 
remote AppleTalk local area networks (LANs) over pOint-to-point links that consist of 
modems communicating over standard or leased telephone lines. 

The AppleTalk/IP Wide Area Extension 

With the AppleTalk/IP Wide Area Extension, you can extend the capabilities of the Apple 
Internet Router. The AppleTalk/IP Wide Area Extension allows two or more AppleTalk 
networks or internets to communicate through a tunnel built on a TCP/ IP network. This 
router extension provides an IP Tunnel access method for an Ethernet or Token Ring port 
on the router Macintosh. 

For general information about tunneling, see Chapter 6 of this guide, "Tunneling 
Through Foreign Network Systems." For information about configuring an IP tunneling 
port, see Using the AppleTalk/IP Wide Area Extension, included when you purchase the 
extension. 

The AppleTalk/IP Wide Area Extension is available from authorized Apple resellers. To 
order the AppleTalk/IP Wide Area Extension, request Apple order number M8112Z/A. 
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The AppleTalk/X.25 Wide Area Extension 
The AppleTalk/X.25 Wide Area Extension also extends the capabilities of the Apple Internet 
Router. The AppleTalk/X.25 Wide Area Extension allows two or more remote AppleTalk 
networks or internets to communicate over a point-to-point link using X.25 protocols. A 
point-la-point link is a type of half-routing link. This router extension provides an X.25 
access method for a physical port that corresponds to an Apple Serial NB Card installed in 
the router Macintosh. 

For general information about half-routing, see Chapter 5 of this guide, "Half-Routing." 
For information about configuring an X.25 port to establish a half-routing link between 
remote AppleTalk networks or internets, see Using the AppleTalk/X25 Wide Area Extension, 
included with the extension. 

The AppleTalk/X.25 Wide Area Extension is available from authorized Apple resellers. 
To order the AppleTalk/X.25 Wide Area Extension, request Apple order number M8111Z!A. 
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2 Installing the 
Basic Connectivity Package 

This chapter provides information about the system requirements for the Apple Internet 

Router. It also explains how to install the router software included in the Basic Connectivity 

Package on a startup disk, and how to select a user port and a zone for the router. 



System requirements 
You need the following system components to install the router software included in the 
Basic Connectivity Package and establish communication over an AppleTalk internet: 

• system software version 7.0 or later 

• an Apple Macintosh Plus or later model Macintosh computer with at least four megabytes 
(MB) of random-access memory (RAM) installed 

• a hard disk 

• an installed network cabling system 

• if the router Macintosh has an Ethernet port, EtherTalk version 2.5 or later, which you 
can install using the Installer disks 

• if the router Macintosh has a Token Ring port, TokenTalk version 2.5 or later, which 
you can install using the Installer disks 

6. Important You can use the Apple Internet Router only on internets in which all routers 
are compatible with AppleTalk Phase 2. 

Running the router software on a Macintosh Portable or on a Macintosh PowerBook ~. 

computer is not recommended. [::, 

To obtain the best possible router performance, install the router software on a Macintosh 
computer with a microprocessor that runs at a fast clock frequency. 

Depending on the level of performance required on your internet, you can use the 
Apple Internet Router as either a dedicated or nondedicated router. A dedicated router 
runs on a computer on which no other network services reside and no other application 
programs are running, and provides better performance. A nondedicated router runs on 
a computer that is providing other network services concurrently. If the router will typically 
handle high levels of internet traffic, you should configure the router Macintosh to 
function as a dedicated router. 
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Installing the router on a startup disk 
This section describes how to use the Installer to install the router software included in the 
Basic Connectivity Package on the current startup disk of a Macintosh. The current startup 
disk must be a hard disk on which you have already installed System 7 or a later version 
of system software. 

The Apple Internet Router Basic Connectivity Package includes three disks, the Apple 
Internet Router Basic Connectivity Installer I, 2, and 3. Before installing the router 
software, you should lock the Installer disks, then make backup copies of the disks. Lock 
your backup disks, then use them to install the router software. Set the original Installer 
disks aside for use in the event that your backup disks become damaged. 

To install the router software for the ports that are available on the router Macintosh, 
follow these steps: 

1 Inselt the Installer 1 disk into a floppy disk drive and double-click the Router Installer 1 
icon to open it. 

The Installer icon is in the window that appears. 

/f.'\ 
., .. ~/ 

Inst.~llE'r 

2 Double-click the Installer icon to open the Installer program. 

The Easy Install dialog box appears. The contents of the list of software that the Installer 
will place on the hard disk depends on the model of the Macintosh computer or the 
network interface cards installed in the Macintosh. 
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3.2 

Install 

Click I nstall to place 

• Apple Internet Router 
Basic Connectiuity Package 

• EtherTalk for EtherTalk NB Card 

on the hard disk named 

= Welcome Pabini 

Help 

f Install ) 

!: je, t Di sk 1 

( Switch Disk 1 

[ Customize 1 
Quit 

3 Make sure that the hard disk on which the Installer will place the router software is the 
startup disk. If another hard disk is currently selected, click the Switch Disk button 
until the name of the startup disk appears. 

4 Click Install to place the listed software on the startup disk. 

The Installer begins installing the router software on the startup disk. On-screen messages 
report the progress of the installation and ask you to insert the Installer 2 disk, then the 
Installer 3 disk, and finally, to reinsert the Installer 1 disk. 

You can cancel the installation at any time, leaving the startup disk unchanged. 

If other application programs are currently running on the Macintosh, a message informs 
you that the Installer cannot install the router software on the startup disk while other 
application programs are running. To quit other open programs automatically and install 
the router software, click Continue. If you do not want to quit other open programs and 
install the router software at this time, click Cancel. The startup disk will remain unchanged. 

5 When you see a message reporting that the installation was successful, click Restart. 
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I nstallation on the actiue startup disk 
"Welcome Pabini" was successful. You 
must now restart your Macintosh to use 
your new software. 

f Restart D 

As shown in Figure 2-1, installing the router software adds a status indicator to the 
Network control panel that indicates whether the router is currently on or off, and whether 
the router will start automatically when you next start up the router Macintosh. 

D Network 

Se-l~ ot Cin Apple T ~ lk conneotion : 

11 ~ 
Q 

.-,.. - LocalTalk 

~ 

~ 
ROlJto?t" currently: OFF 

Router at stadup . OFF 

Figure 2-1 The status indicator in the Network control panel 

Customizing your installation 

To customize your installation of the router software, follow these steps: 

1 Insert the Installer 1 disk into a floppy disk drive and double-click the Router Installer 1 
icon to open it. 

2 Double-click the Installer icon to open the Installer program. 

The Easy Install dialog box appears. 
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3 Make sure that the hard disk on which the Installer will place the router software is the 
startup disk. If another hard disk is currently selected, click the Switch Disk button 
until the name of the startup disk appears. 

4 Click Customize to select specific software options for installation. 

The Customize dialog box shown in the following figure appears. It lists all of the software 
options available for installation. 

Click the items you want to select; 
Shift-click to select multiple items. 

Rpple I nternet Router Basic ConnectiLJity m 
Network Management 

EtherTalk for EtherTalk NB Card 
EtherTalk for Ethernet NO Card 
EtherTalk for Macintosh LC 

App leo Inter-net Router- Bas ic Connectivlty 

Size: l lllK 
Date: r--1on , Se-p 2 1 ,1992 

Version : 3 .0 

This insta 115 the- App lEo Inte-rnet RouteI'" B.Elsie Connectivity 
P.ackagt? : Routet" Managt?r, thE' Routet' 3.0 file , LocalT.:slk 
connection filE'S J DialUp conneoction file, mod€'m scr-iph: J -3nd 
AppleTalk vo?t'"sion 58 . 

K Install :l 

= lIei 

( Switch Disk 1 

[Easy Install) 

Quit 

5 Select ''Apple Internet Router Basic Connectivity" from the list to install the Apple 
Internet Router, then Shift-click any additional items that you want to install. 

If the router Macintosh has an Ethernet port, you must also select EtherTalk. If it has a 
Token Ring port, you must also select TokenTalk. 

6 Click Install to place the selected software on the startup disk. 

The Installer begins installing the router software on the startup disk. On-screen messages 
report the progress of the installation and ask you to insert other disks as necessary. 

You can cancel the installation at any time, leaving the startup disk unchanged. 
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If other application programs are currently running on the Macintosh, a message appears, 
informing you that the Installer cannot install the router software on the startup disk 
while other application programs are running. To quit other open programs automatically 
and install the router software, click Continue. If you do not want to quit other open 
programs and install the router software at this time, click Cancel. The startup disk will 
remain unchanged. 

7 When you see a message reporting that the installation was successful, click Restart. 

Upgrading from the AppleTalk Internet 
Router version 2.0 

If version 2.0 of the AppleTalk Internet Router is already on the startup disk, follow these 
steps when installing the router software: 

1 To open the Router desk accessory, choose Router from the Apple (") menu. 

If the Router Setup window was open when you last closed the Router DA, the Router 
Setup window appears. 

2 If the Router Setup window does not appear, choose Router Setup from the Router 
menu to open it. 

3 If the router is running, click the Current Status Off button in the Router Setup window 
to stop the router. 

You must stop the router before installing the Apple Internet Router. 

4 If the Restati Status On button is currently selected, click the Restart Status Off button 
to prevent the router from starting when you start up the router Macintosh. 

5 Close the Router Setup window. 

An alett box appears, requesting you to save the changes that you made to the router setup. 

Upgrading from the AppleTalk Internet Router version 2.0 11 



6 Click Yes to save your changes to the router setup. 

7 Insert the Installer 1 disk into a floppy disk drive and double-click the Router Installer 1 
icon to open it. 

8 Double-click the Installer icon to open the Installer program. 

The Easy Install dialog box appears. 

9 Make sure that the hard disk on which the Installer will place the router software is the 
startup disk. If another hard disk is currently selected, click the Switch Disk button 
until the name of the startup disk appears. 

10 Click Install to place the listed software on the startup disk. 

The Installer begins installing the router software on the startup disk. On-screen messages 
report the progress of the installation and ask you to insert other disks as necessary. 

You can cancel the installation at any time, leaving the startup disk unchanged. 

If other application programs are currently running on the Macintosh, a message appears, 
informing you that the Installer cannot install the router software on the startup disk 
while other application programs are running. To quit other open programs automatically 
and install the router software, click Continue. If you do not want to quit other open 
programs and install the router software at this time, click Cancel. The startup disk will 
remain unchanged. 

11 When you see a message reporting that the installation was successful, click Restart. 

Installing the Apple Internet Router renames version 2.0 of the AppleTalk Internet Router 
as Router 2.0. To use the router setup that you created for version 2.0 of the router, open 
Router 2.0 as a setup document. 
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Connecting networks to the router 
Depending on the ports that are present on the router Macintosh, you may be able to 
connect LocalTalk, Ethernet, and Token Ring networks . 

.A. Warning Shut down the router Macintosh before connecting a network to any of its ports. 
If you connect any type of network other than a LocalTalk network to the router Macintosh 
while it is on, you may damage the computer or the network interface card to which you 
are connecting the network. If you connect a LocalTalk network to the router Macintosh 
while it is on, the router Macintosh assigns itself a node identifier (node ID) without verifying 
that no other device on the network is currently using that node ID. If more than one 
device on a network has the same node ID, other devices on the network cannot access 
either device until one of the devices is switched off, then on again . ... 

The model of Macintosh computer used as a router determines the number of AppleTalk 
networks that you can connect directly to the router. The modem and printer ports on 
the router Macintosh enable you to connect two LocalTalk networks. If the router Macintosh 
has a built-in Ethernet port-for example, a Macintosh Quadra-you can connect an 
Ethernet network to that port. The expansion slots in the router Macintosh and the network 
interface cards installed in them enable you to connect additional networks. The Apple 
Internet Router software allows you to connect a maximum of 32 networks directly to the 
router. See the manuals that came with the computer for information about the ports and 
the number of expansion slots available on the router Macintosh. 

If the router Macintosh does not have a built-in Ethernet port, you must install a network 
interface card-such as an Apple Ethernet NB Card or an Apple Ethernet LC Card-in the 
router Macintosh to connect an Ethernet network to the router. You must install an Apple 
Token Ring 4/16 NB Card in the router Macintosh to connect a Token Ring network to the 
router. For information about any of these network interface cards, refer to the manual 
that came with the card. 

Connecting a LocalTalk network to the router 

A router Macintosh has two serial ports-the printer port and the modem port. Generally, 
you should connect a LocalTalk network to the printer port on the router Macintosh. However, 
when connecting a second LocalTalk network to the router, you can use the modem port. 
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Designating an AppleTalk connection 
as the user port 

Several AppleTalk connections may be available in the Network control panel on the router 
Macintosh. You can either use the default LocalTalk Built-In connection as the user port 
for nonrouting services available on the Macintosh when the router is running or designate 
another AppleTalk connection as the user port. The user port determines the zone in 
which the router Macintosh and any network services provided by that Macintosh reside. 

Once you have installed the router software and restarted the Macintosh, select an 
AppleTalk connection to designate it as the user port for the router Macintosh. To select a 
user port, follow these steps: 

1 Choose Control Panels from the Apple menu. 

The Network icon is in the Control Panels window that appears. 

2 Double-click the Network icon to open the Network control panel. 

The Network control panel appears. 

D Network 

S>?leoct an AppleTalk conne-ct lon : 

11 ~ 
Q 

l1li Loc-illTalk 

to 

~ 
Router currently : OFF 

ROIJter at startup: OFF 
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The Network control panel displays whatever AppleTalk connections are available on the 
router Macintosh. The ports available on the router Macintosh determine the AppleTalk 
connections installed by the Installer. Each icon in the Network control panel corresponds to 

a network that is connected to a port on the router. The LocalTalk Built-In connection for 
the printer port is the default AppleTalk connection. Other AppleTalk connections that 
may appear in the Network control panel include an EtherTalk connection for an Ethernet 
port, a TokenTalk connection for a Token Ring port, and a LocalTalk connection for the 
modem port. The AppleTalk connection currently in use appears highlighted. 

3 In the Network control panel, select an AppleTalk connection to designate the 
corresponding port as the user port. 

If you selected a different AppleTalk connection as the user port, the following alert 
box appears: 

Changing your AppleTalk connection will interrupt current 
network semices and they will haue to be reestablished . 

Are you sure you want to change the AppleTalk connect ion? 

K Cancel B OK 

4 Click OK. 

If you selected a LocalTaik connection as the user port for the router Macintosh, skip step 5. 

If you selected an AppleTalk connection other than LocalTalk as the user port, one or 
more other routers are connected to that network, and you have not previously selected 
a zone for the router Macintosh, the following dialog box appears: 

Engineering, 3rd Floor m 
Marketing, 2nd Floor 
Publications, 4th Floor 

( OK D 

Please select 
this computer's 
AppleTalk zone. 

r Cancel 
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6. Important If this Apple Internet Router is the only router on the network, you must first 
start the router, then select a zone for the router. Follow the instructions in Chapter 3, 
"Setting Up the Apple Internet Router," then follow the instructions in the section "Changing 
the Router's Zone" in Chapter 8 to select a zone for the router Macintosh. 6. 

5 Select an AppleTalk zone from the list of available zones, then click OK. 

Whenever you select an AppleTalk connection other than LocalTalk as the user port and 

the connected network has more than one zone, you can select a zone in which the router 
Macintosh is to reside. The router Macintosh and any network services provided on that 
Macintosh appear in this zone in the Chooser. 

The zone currently selected is highlighted. The router Macintosh remains in this zone until 
you select a different AppleTalk connection or select a different zone. For information 
about selecting a different zone for the router, see the section "Changing the Router's Zone" 
in Chapter 8. 

If you don't select a zone for the router Macintosh, the zone specified as the default zone 
on a seed router on the network is selected automatically. For information about seed 
routers, see the section "Configuring the Router as a Seed Router or a onseed Router" 
in Chapter 4. 

6 Close the Network control panel. 

• Note If the Chooser is open when you change an AppleTalk connection, the network 
services shown in the Chooser are not updated. To display the services that are currently 
available, close the Chooser, then reopen it. • 
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3 Setting Up the Apple 
Internet Router 

Once you have installed the router software included in the Basic Connectivity Pa~kage , 

and selected a user port and a zone for the router, you can begin setting up the router. 

Before starting the router, you must create a setup document and designate it as the 

startup document. This chapter explains how to use Router Manager to create a setup 

document, configure the router's startup options, specify an administrator's password, 

and start the router. 



Creating a setup document 

Router Manager allows you to create and open multiple setup documents. A setup document 
identifies the router and the networks connected to the router 's ports. 

A router port consists of a physical port and an access method. A router Macintosh has 
at least two physical ports: the printer port and the modem port. A router may also have 
other physical ports, such as an Ethernet port or a Token Ring port. 

Each physical port has one or more access methods. Both the printer port and the 
modem port support two access methods: LocalTalk and DialUp. The DialUp access method 
provides half-routing through an asynchronous modem. Other types of ports support 
other access methods. For example, an Ethernet port supports EtherTalk Phase 2 and, if 
you have installed the AppleTalk/IP Wide Area Extension, the IP Tunnel access method. A 
Token Ring port supports the TokenTalk and IP Tunnel access methods. 

A setup document lists all of the physical ports available on the router and the access 
methods available for each physical port. In the setup window, you can select one or more 
ports and access methods for configuration. As shown in Figure 3-1, a setup document 
lists the following information for each port configured on the router Macintosh: 

• a port description 

• the port's current status-active or inactive 

• the port's current settings 

D RG'D Network Setup 

~ Router Name: I Grand Central Station 

Routeof" Ports Description Status Settings 

V' ~ Printer Port ~ 
~ DialUp 

~ LocalTalk Printer Port Activo? Not: 62446, Zono : Marketing 

l> I:!J;,'" t10derfl Pod 

V' 4+ Ethernet 

if#; EthorTalk Etheo t"net Active N.t : 45100-46500, Zone : En 

s: IP Tunnel 

Figure 3-1 A setup document with configured ports 
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To create a setup document, follow these steps: 

1 If Router Manager is not already open, double-click the Router Manager icon to open 
Router Manager. 

Rcoutet- ~1an.ager-

When Router Manager opens for the first time or if you have not yet selected a setup 
document for the router to use at startup, an untitled setup document appears on the 
desktop. The setup document that the router uses at startup is referred to as the startup 
document, and contains the port description, status, and settings for each port that has 
been configured. Once you have selected a startup document, it opens whenever you open 
Router Manager. For information about selecting a startup document, see the section 
"Selecting a Startup Document" later in this chapter. 

If a setup document appears, skip step 2. 

2 If necessary, choose New from the File menu to create a new setup document. 

An untitled setup document appears on the desktop. 

3 In the setup window, type a name in the Router Name text box if you want to assign a 
different name to the router Macintosh. 

The name of the Macintosh on which the router is installed appears in the Router Name 
text box by default. A router name must be 32 or fewer characters in length. A router name 
that consists only of the equal sign (=) character is not allowed. 

4 Double-click a physical port, or click the right-pointing triangle to the left of that port, 
to display the access methods that are available for that port. 

If the access methods for a port are currently displayed, click the downward-pointing 
triangle to the left of that port and the access methods will no longer be listed. The following 
figure shows a setup document with the access methods for a physical port displayed. 
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o Untitled I 

~ Router Name: IGrand Central Station 

Router Ports 

'V'" ~ Printer Pod 

~ DialUp 

iJl!!I1iIII 
[> '{f,' Modem Port 

[> i·~ Ethernet 

Description Status Settings 

6 Important When creating a setup document, you must configure the port designated as 
the user port. 6. 

5 Double-click an access method for the port that you want to configure. 

Alternatively, you can click an access method to select it, then choose Define Port Info 
from the Edit menu. 

A Port Info dialog box appears in which you can configure the port. If you selected a 
LocalTalk access method, the Port Info dialog box shown in the following figure appears. 

Untitled-l Port Info 

Phy s ica 1 Port : ~ Printer Port 

Access Method : ~ Loca IT a lk 

Port Description: 

Port Status : @ Active 0 Inactiv €' 

Port : 0 Seed @ Nonst?E'd 

Net york Number: 

Zone Name : 

n Define n 
I ( Cancel 1 

[ Hide... 1 

The Port Info dialog box displays the name of the setup document, and the physical port 
and access method being configured. 
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6 In the Port Info dialog box, type a port description in the Port Description text box. 

The name of the physical port appears in the Port Description text box by default. You can 
specify an optional port description to help you to identify the network connected to the 
port. A port description can be up to 31 characters in length and can contain any characters, 
including the space character. 

7 Configure the port. 

The procedure for configuring a port varies, depending on the type of port and the access 
method being configured. The Apple Internet Router supports three types of router ports: 

• AppleTalk ports-through which a LocalTalk, EtherTalk, or TokenTalk access method 
provides connectivity between local internets of the same type or different types 

• half-routing ports-through which the DialUp or another access method provides 
point-to-point connectivity 

• tunneling ports-through which an access method for a foreign network system 
provides multipoint connectivity 

The following road map directs you to the appropriate guides, chapters, and sections for 
detailed information about configuring a specific access method for a port. You need to 
read only those chapters and sections that pertain to the port and access method that you 
want to configure. Once you have configured all of the ports on the router Macintosh, 
you must finish creating your setup document. 

To configure ... 

~ A LocalTalk port 

':=~~$' An EtherTalk P011 
-#: 

or 

.~::" A TokenTalk port 
.. 3;) 

Do this .. . 

Follow the steps in the sections "Configuring a LocalTalk Port" and 
"Hiding Devices on an Internet" in Chapter 4 of this guide. 

Follow the steps in the sections "Configuring an EtherTalk or TokenTalk 
Pan" and "Hiding Devices on an Internet" in Chapter 4 of this gUide. 

(continued). 
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To configure ... 

~ A half-routing port 

;tj: An IP Tunnel port 

m. An X25 port 
~ 

Do this ... 

Follow the steps in Chapter 5 of this guide, "Half-Routing," and in 
Chapter 7 of this guide, "Configuring the Wide Area Routing Options." 

Follow the instructions in Using the AppleTalk/lP Wide Area E:'Ctension, 
and in Chapter 7 of this guide, "Configuring the Wide Area Routing Options." 

Follow the instructions in Using tbe X25 Wide Area Extension, and in 
Chapter 7 of this guide, "Configuring the Wide Area Routing Options." 

8 In the Port Info dialog box, click the Active button to activate the port, if it is not 
already active. 

When you first configure a port, its status is active by default. When the router is funning, 
it routes data packets through all active ports . You can change the status of the port being 
configured from active to inactive by clicking the Inactive button. 

9 When you have finished specifying your port configuration, click Define to close the 
Port Info dialog box. 

10 Repeat steps 4 through 9 for each port that you want to configure. 

11 Name and save your setup document. 

If Router Manager encounters an error in the setup information, it will cancel the save. 

Configuring the router for startup 
The following sections describe the various startup options that you can configure for 
the router. 
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Selecting a startup document 

Before you can start the router, you must select a setup document for the router to use at 
startup. This setup document is referred to as the startup document. To select a startup 
document, follow these steps: 

1 Choose Set Startup from the Control menu. 

The Set Startup dialog box appears. 

Set Startup ... 

o Actiuate router at Macintosh startup 

181 Cancel router startup if an error occurs 

Startup Document: 

[ Select... 1 
No document s€' l€'cted 

Routing Table Entries: In.tl-I 
Zone Table Entries: 1L....2_5_6_--, 

[ Cancel 1 t OK n 

2 Click Select. 

The following dialog box appears: 

161 Setup Docs .... 1 =Mac Too 

D Alan G' Jed's DialUp Q' 
D Cordell's Test Setup b 

~t~~;~;;{~::~:·'"I"· 1 
Desktop 

[ Cancel J 

n Open l) 

3 Select the setup document that you want to deSignate as the startup document in the 
list box, then click Open. 
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The name of the startup document that you selected appears beneath the document icon 
in the Set Startup dialog box. Router Manager will use this startup document when you 
start the router. 

4 Click OK to close the Set Startup dialog box. 

Starting the router at system startup 

To activate the router automatically when you start up the MaCintosh, follow these steps: 

1 Choose Set Startup from the Control menu. 

The Set Startup dialog box appears. 

Set Startup." 

D Actiuate router at Macintosh startup 

IZl Cancel router startup if an error occurs 

Startup Document : 

~ [ Select... ) 
R& D Nt?tVlork Setup 

Routing Table Entries: 10.*4-1 
Zone Table Entries: 1L,2_56_ --, 

[ Cancel 1 n OK l 

2 To activate the router when you start up the router Macintosh, click the ')\ctivate router 
at Macintosh startup" checkbox to select it, if it's not already selected. 

3 Click OK. 

• Note If ')\ctivate router at Macintosh startup" is selected when you start up the router 
Macintosh, you can prevent the router from starting by holding down the ~: key until a 
message informs you that router startup has been canceled. + 

24 Chapter 3 Setting Up the Apple Internet Router 



Canceling router startup if an error occurs 

If the router encounters an error at startup- such as a network-numbering conflict in a 
port configuration-it can either continue startup, activating only ports on which no 
errors occur, or cancel startup. 

By default, the router cancels startup if it encounters an error. If the "Cancel router 
startup if an error occurs" checkbox is not selected, the router starts up and records the 
status of its ports in the Router Log, indicating any errors that occur at startup. Any port 
on which an error occurred remains inactive until you correct the error, then activate the 
port in its Port Info dialog box. 

To cancel router startup if an error occurs, follow these steps: 

1 Choose Set Startup from the Control menu. 

The Set Startup dialog box appears. 

2 Select "Cancel router startup if an error occurs," if it's not already selected. 

3 Click OK. 

Specifying the routing table's maximum size 

The router maintains a routing table that contains the routing information for each 
destination network on an internet. For detailed information about the routing table, see 
the section "The Routing Table" in Chapter 9. If you need more memory for other programs 
running concurrently with the router, you can reduce the size of the routing table-that is, 
the maximum number of entries that the routing table can contain. Or, to support a greater 
number of networks on the internet, you can increase the size of the routing table. 

To specify the maximum number of entries that the routing table can contain, follow 
these steps: 

1 Choose Set Startup from the Control menu. 

The Set Startup dialog box appears. By default, the maximum number of entries that the 
routing table can contain is 1024. 
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2 Type a number in the Routing Table Entries text box. 

The amount of memory installed in the router Macintosh determines the maximum number 
of entries that the routing table can contain . 

3 Click OK. 

The new maximum number of routing table entries takes effect when you next restart the 
router Macintosh. 

Specifying the zone table's maximum size 

The router maintains a zone table that contains the zone information for each destination 
network on an internet. If you need more memory for other programs running concurrently 
with the router, you can reduce the size of the zone table- that is , the maximum number 
of entries that the zone table can contain. Or, to support a greater number of zones on 
the internet, you can increase the size of the zone table. 

To specify the maximum number of entries that the zone table can contain, follow these 
steps: 

1 Choose Set Startup from the Control menu. 

The Set Startup dialog box appears. By default , the maximum number of entries that the 
zone table can contain is 256. 

2 Type a number in the Zone Table Entries text box. 

The amount of memory installed in the router Macintosh determines the maximum number 
of entries that the zone table can contain. 

3 Click OK. 

The new maximum number of zone table entries takes effect when you next restart the 
router Macintosh. 
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Specifying an administrator's password 
To prevent others from opening Router Manager and changing your setup documents or 
the router's status, you can specify an administrator's password. 

1 Choose Set Password from the Control menu. 

The following dialog box appears: 

To preuent others from changing the 
router settings, enter a password. 

Password: I c....1 _ _ --' 

Reenter Password: I 
"-------' 

[ Cancel 1 [ OK ~ 

2 Type your password in the Password text box. 

A password can have a maximum of eight characters. You can use uppercase and lowercase 
letters to distinguish passwords. The characters that you type appear as bullets to prevent 
others from learning your password. 

3 Press Tab to move to the Reenter Password text box, then type your new password 
again, exactly as you did the first time. 

You must type your password exactly as you did before, including your use of uppercase 
and lowercase letters. Typing your password again confirms that you have entered it correctly. 

4 Click OK to turn on password protection. 

Once you have set an administrator's password, you must thereafter enter your password 
to open Router Manager to edit a setup document or change the router 's status. 

• Note To prevent others from making unauthorized changes in Router Manager, always 
quit Router Manager when you are not using it. 

Always keep a written record of your password. If you forget your password, you must 
remove the router software from the startup disk and reinstall the router software . • 
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Starting the router 

Once you have installed the router, created and saved a setup document, and selected a 
startup document, you can start the router at any time without restarting the router 
Macintosh. To start the router, follow these steps: 

1 Choose Start Router from the Control menu. 

Set Startup ... 
Bmw1 S1n1isiks". 
Set Password ... 
Remoue Password 

The following alert box appears: 

"RfrO Network Setup" is the startup document. 

Once you start the router, you cannot create or edit 
setup documents. Are you sure you want to start the 
router? 

[ Cancel 1 n Start l] 

2 Click Start to confirm that you want to start the router. 

Once the router starts, the Start Router command changes to Stop Router. The router status 
indicator in the Network control panel indicates that the router is currently on. 
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When the router is running: 

• Opening or quitting Router Manager does not affect router operation. The router runs 
in the background, independent of the Router Manager application program. 

• If you open Router Manager, it displays any windows that were open when Router 
Manager was last open. 

• You cannot edit setup documents. 

• You can activate and deactivate ports on the router, as described in the section '1\ctivating 
and Deactivating Ports" in Chapter 8. 

• You should not deactivate AppleTalk in the Chooser. 

• If you try shutting down the router Macintosh, the following alert box appears. To 
confirm that you want to shut down the router Macintosh, click OK. 

An AppleTal1< router is running on this Macintosh. 
Shutting down the Macintosh will also shut down 
the router. Are you sure you want to shut down 
the Macintosh? 

[ cancel» [ OK 1 

Quitting Router Manager 
The Apple Internet Router runs in the background. You can quit Router Manager after 
starting the router. 

Once you have finished creating setup documents and have configured the startup 
options for the router, quit Router Manager. To quit Router Manager, choose Quit from 
the File menu. 
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4 Configuring an AppleTalk Port 

This chapter describes port configuration for three types of AppleTalk ports-LocaITalk, 

EtherTalk, and TokenTalk-inciuding how to configure the router as a seed router or a 

nonseed router, and how to hide devices on an internet. 



Configuring the router as a seed router or 
a nonseed router 

A seed router sends an AppleTalk network's identifying information to all other routers 
connected directly to that network. You must configure at least one router on each AppleTalk 
network in an internet as a seed router. To configure the router as a seed router for a network, 
when configuring the port to which that network is connected, designate that port as a 
seed port and specify the network's identifying information. The sections "Configuring a 
LocalTalk Port" and "Configuring an EtherTalk or TokenTalk Port" later in this chapter 
describe how to configure seed and nonseed ports. 

If more than one router is connected to an AppleTalk network, it is necessary to specify 
this identifying information on only one of the connected routers. However, you can 
configure more than one router on a network as a seed router. 

6. Important If more than one router is a seed router for a network, you must specify exactly 
the same information for that network when configuring the seed port on each seed 
router connected to that network. 6. 

A router that obtains the network number or network range and the zone name or 
zone list for an AppleTalk network from a seed router connected to that network is a nonseed 
router. Once you have configured one seed router for a network connected to a port, you 
can configure any additional routers on the network as either seed or nonseed routers. 

A router can be both a seed router and a nonseed router for different networks. Because 
a router can function as a seed router for some networks and a nonseed router for others, 
the router's ports are designated as seed ports and nonseed ports. Figure 4-1 shows both 
seed routers and nonseed routers on an internet. 
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NetworkB 

Network A 

NetworkC 

Nonseed router for network A 
Seed router for network C 

Figure 4-1 Seed and nonseed routers on an internet 

Identifying networks on an internet 

etworks connected by the router retain separate identities. Each AppleTalk network in 
an internet must have a unique network number or network range. 

• A single network number identifies a LocalTalk network. 

1:11 A network range is a series of contiguous network numbers that identifies any other 
type of AppleTalk network, such as an EtherTalk or TokenTalk network. A network range 
can neither include a network number already assigned to another network nor 
overlap another network range. 

Each network in an internet can include a maximum of 253 devices. You can assign 
up to 253 devices to each network number in a network range. Thus, a network range 
determines the maximum number of devices on a network. For example, a network having 
the network range 1-10 could include up to 2530 devices (10 x 253). 
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When configuring a seed port on the router, you must assign a unique network number 
or network range to the network connected to that port. Router Manager prevents you 
from assigning network numbers or ranges that conflict with those configured for other 
ports on the router. However, the router cannot detect conflicting network numbers or 
ranges on other parts of the internet. If you assign a number to a network and that number 
is different from the number assigned to that network on another seed router, the router 
will not be able to start. Maintaining an up-to-date map of the networks in your internet, 
which you can refer to when assigning network numbers or ranges, can help you to avoid 
assigning duplicate network numbers or overlapping network ranges. 

For more detailed information about assigning network numbers and network ranges, 
see the sections "Configuring a LocalTalk Port" and "Configuring an EtherTalk or TokenTalk 
Port" later in this chapter, and "Choosing a Network-Numbering Scheme" and "Specifying 
Network Ranges" in Appendix A. 

Defining AppleTalk zones for a network 

When configuring a seed port on the router, you can define one or more AppleTalk zones 
for the network connected to that port by assigning a zone name or zone list to that network. -----... 
You must define at least one zone for each AppleTalk network in an internet. A LocalTalk 
network can have only one zone. Thus, you can assign only one zone name to a LocalTalk 
network. 

Other types of AppleTalk networks can have multiple zones. Thus, you can assign a 
zone list to any other type of AppleTalk network. A zone list includes all of the zone names 
assigned to a network and can consist of a maximum of 255 zone names. You can assign 
any device on a network to any zone in the zone list for that network. You must include at 
least one zone name in a zone list. For more detailed information about zone names and 
zone lists, see the sections "Configuring a LocalTalk Port" and "Configuring an EtherTalk 
or TokenTalk Port" later in this chaptel~ and "Dividing an Internet Into Zones" in Appendix A. 
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Configuring a LocalTalk port 
To configure a LocalTalk access method for a printer port or modem port, follow these steps: 

1 Open a setup document. 

2 In the setup window, double-click the physical port that you want to configure to 

display the access methods that are available for that port. 

A LocalTalk access method is always available for the modem port and for the printer port. 

3 Double-click the LocalTalk access method. 

The LocalTalk Port Info dialog box appears. 

UntiUed-l Port Info 

Phy sjca 1 Po..-t: ~ Print.,. Port 

Access Method: ~ lOCd IT d lk 

Port Description: 

Port Status: @ Achve 0 Inactive 

Po..-t: 0 S •• d @ Nons •• d 

Ne ..... ork Number: 

~ Define l 
( Cancel 1 
( Hide ... 1 

Zone Name: , ................................................................................................. , ( Gel bHHOS", 1 

4 In the LocalTalk Port Info dialog box, type a port description in the Port Description 
text box. 

The name of the physical port appears in the Port Description text box by default. You can 
specify an optional port description to help you to identify the network connected to the 
port. A port description can be up to 31 characters in length and can contain any characters, 
including the space character. 

5 DeSignate the port as a seed port or a nonseed port. To designate the port as a seed port, 
select the Seed button. To designate the port as a nonseed port, select the Nonseed button. 

To configure the LocalTalk port as a seed port, you must assign a network number and a 
zone name to the network connected to that port. 
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6 

7 

A port is designated as a nonseed port by default. You can configure a port as a nonseed 
port only if you have already configured a seed router for the network connected to that 
port. If you configure the LocalTalk port as a nonseed port, the router will obtain the 
network number and zone name for the network connected to that port from a seed router 
on the network. 

If you are configuring the LocalTalk port as a nonseed port, skip steps 6 and 7. 

If you designated the LocalTalk port as a seed port type a number in the Network 
Number text box to assign a number to the network connected to that port. 

You can specify a network number as either a decimal number between 1 and 65,279, or 
a hexadecimal number between $1 and $FEFF. In Router Manager, a $ character must 
precede hexadecimal numbers. 

Important A network number must be unique in an internet. Do not assign the same 
network number to more than one network. 6. 

Type the zone name for the network connected to that p0l1 in the Zone Name text box. 

A zone name can be up to 32 characters in length and can contain any characters, including 
the space character. You cannot use uppercase and lowercase letters to distinguish zone 
names. Thus, you can type a zone name using either uppercase or lowercase letters. 

• Note You cannot use a single asterisk (*) character as a zone name. AppleTalk protocols 
use the asterisk as a wildcard character, signifying "this zone"-that is, the zone in which 
the sending device resides. + 

Alternatively, you can select the network's zone name from a list of connected zones, as 
described in the next section, "Selecting a Zone Name From a List of Connected Zones." 

8 To activate the LocalTalk port, select the Active button. To deactivate the LocalTalk 
port, select the Inactive button. 

When you first configure a port, its status is active by default. When the router is running, 
it routes data packets through all active ports. You can change the status of the LocalTalk 
port from active to inactive at any time. 
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9 When you have finished specifying the LocalTalk port information, click Define to 
close the LocalTalk Port Info dialog box. 

Selecting a zone name from a list of connected zones 
When configuring a LocalTalk port as a seed port, instead of typing a zone name for the 
network connected to that port, you can select a zone name from a list of zones. To select 
a zone name from a list of zones, follow these steps: 

1 In the LocalTalk Port Info dialog box, click Get Zones. 

The Get Zones dialog box appears. It lists all of the zones on the internet connected to 
the current AppleTalk connection for the router Macintosh. 

Get Zones .. . 

Engine~ring, 1 st Floor m 
Engineering, 2nd Floor 
Engineering, 3rd Floor 
Fidelia Land 
Forbidden Zone 
Fun Zone 
Gabriel's Horn 
Gonzone 
Louise's Lair 

Iii 

Zone- names obtained from current Apple-Talk conne-ction. 

[ Cancel 1 [ OK » 

2 In the Get Zones dialog box, select a zone name in the list of connected zones. 

When configuring a LocalTalk port, you can select only one zone. 

3 Click OK. 

The name of the zone selected appears in the Zone Name text box in the LocalTalk Port 
Info dialog box. 
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Configuring an EtherTalk or TokenTalk port 

To configure an EtherTalk access method for an Ethernet port or a TokenTalk access method 
for a Token Ring port, follow these steps: 

1 Open a setup document. 

2 In the setup window, double-click the Ethernet or Token Ring port that you want to 

configure to display the access methods that are available for that port. 

An EtherTalk access method is available whenever an Ethernet port is present on the router 
Macintosh. A TokenTalk access method is available whenever a Token Ring port is present. 

3 Double-click the EtherTalk or TokenTalk access method. 

The EtherTalk or TokenTalk Port Info dialog box appears. The following figure shows an 
EtherTalk Port Info dialog box. 

Untitled-l Port Info 

Phljs;cal Port: <11+ Ethorn.t 

Access Method: ~ Eth€'rTalk 

Port Description: 

Port Status: @ Aotive 0 InactivE' 

Port: 0 S •• d @ NOn5 •• d 

Netwo..-k Range : 

I 

([ Define ) 
[ Cancel 1 
[ Hide ... J 

--- Zone List: .......................................................................... .................................................................................................... . 

Zone Name: 

Default Zone : [ !lei nefau!1 J 
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4 In the EtherTalk or TokenTalk Port Info dialog box, type a port description in the Port 
Description text box. 

The name of the physical port appears in the Port Description text box by default. You can 
specify an optional port description to help you to identify the network connected to the 
port. A port description can be up to 31 characters in length and can contain any characters, 
including the space character. 

5 DeSignate the port as a seed port or a nonseed port. To designate the port as a seed 
port, select the Seed button. To designate the port as a nonseed port, select the 
Nonseed button. 

To configure the EtherTalk or TokenTalk port as a seed port, you must assign a network 
range and a zone list to the network connected to that port. 

A port is designated as a nonseed port by default. You can configure a port as a nonseed 
port only if a seed router has already been configured for the network connected to that 
port. If you configure the EtherTalk or TokenTalk port as a nonseed port, the router will 
obtain the network range and zone list for the network connected to that port from a 
seed router on the network. 

If you are configuring the EtherTalk or TokenTalk port as a nonseed port, skip steps 6 and 7. 

6 If you designated the EtherTalk or TokenTalk port as a seed port, type the lowest 
network number in the network range for the network connected to that port in the 
Network Range text box and the highest network number in the network range in the 
"to" text box. 

6. Important A network range must be unique in an internet. It can neither include a network 
number already assigned to another network nor overlap another network range. 6. 

A network range must consist of a series of contiguous network numbers. You can specify a 
network range as two decimal numbers between 1 and 65,279, or two hexadecimal numbers 
between $1 and $FEFF. In Router Manager, a $ character must precede hexadecimal 
numbers. If you don't expect a network to grow beyond 253 devices, you can assign a single 
network number to a range-for example, you can specify a network range from 14 to 14. 
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7 Type a zone name in the Zone Name text box, then click Add to add the zone name to 
the zone list for the network connected to that port. 

You must add at least one zone name to the zone list. A zone name can be up to 32 characters 
in length and can contain any characters, including the space character. You cannot use 
uppercase and lowercase letters to distinguish zone names. Thus, you can type a zone 
name using either uppercase or lowercase letters. 

• Note You cannot lise a single asterisk (*) character as a zone name. AppleTalk protocols 
use the asterisk as a wildcard character, signifying "this zone"-that is, the zone in which 
the sending device resides. + 

You can add zone names to the zone list in any order. Repeat this step lIntil you have added 
all of the network's zone names to the zone list. A zone list can consist of a maximum of 
255 zone names. 

Alternatively, you can select zone names to be included in the zone list from a list of 
connected zones, as described in the next section, "Including Names of Connected Zones 
in the Zone List." 

You can rename a zone in the zone list or remove a zone name from the zone list, as 
described in the sections "Renaming a Zone in the Zone List" and "Removing a Zone Name 
from the Zone List" later in this chapter. You can also set a default zone for the network 
connected to the port, as described in the section "Setting the Default Zone for the 

etwork" later in this chapter. 

8 To activate the EtherTalk or TokenTalk port, select the Active button. To deactivate the 
EtherTalk or TokenTalk port, select the Inactive button. 

When you first configure a port, its status is active by default. When the router is running, 
it routes data packets through all active ports. You can change the status of the port from 
active to inactive at any time. 

9 When you have finished specifying the EtherTalk or TokenTalk port information, click 
Define to close the Port Info dialog box. 
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Adding names from a list of connected zones 
to the zone list 

When configuring an EtherTalk or TokenTaik port as a seed port, instead of typing each 
zone name, you can select one or more zone names from a list of zones on the internet 
connected to the router's current AppleTalk connection, and add them to the zone list for 
the network connected to that port. Follow these steps to add the zone names to the 
zone list: 

1 In the EtherTalk or TokenTalk Port Info dialog box, click Get Zones. 

The Get Zones dialog box appears. It lists all of the zones on the internet connected to the 
current AppleTalk connection for the router Macintosh. 

2 In the Get Zones dialog box, select one or more zone names in the list of connected zones. 

Shift-click to select multiple zone names. 

3 Click OK. 

The zone names selected appear in the zone list in the EtherTalk or TokenTalk Port Info 
dialog box. 

Renaming a zone in the zone list 

When configuring an EtherTalk or TokenTalk port as a seed port, follow these steps to 
rename a zone in the zone list: 

1 In the EtherTalk or TokenTalk Port Info dialog box, select the name of a zone in the 
zone list. 

The name appears in the Zone Name text box. 

2 Type the new name for the zone in the Zone Name text box. 

3 Click Rename. 

The new name replaces the old name in the zone list. 
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Removing a zone name from the zone list 

When configuring an EtherTalk or TokenTalk port as a seed port, follow these steps to remove 
a zone name from the zone list: 

1 In the EtherTalk or TokenTalk Port Info dialog box, select the name of a zone in the .~ 
zone list. 

The name appears in the Zone Name text box. 

2 Click Remove. 

The zone name no longer appears in the zone list. 

• Note If you remove the default zone from the zone list, the first name in the zone list 
becomes the default zone. + 

Setting the default zone 

When configuring an EtherTalk or TokenTalk port as a seed port, you can designate a default 
zone for the network connected to that port. The first zone that you add to the zone list 
for the network connected to the port automatically becomes the default zone for that 
network. The router automatically assigns each device in that network to the default zone. 
A device assigned to the default zone resides in that zone until another zone is selected 
for the device. 

To change the default zone for the connected network, follow these steps: 

1 In the EtherTalk or TokenTalk Port Info dialog box, select a zone name in the zone list. 

2 Click Set Default. 

The zone selected becomes the default zone. 
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Hiding devices on an internet 
Large internets- for example, local area networks (LANs) that span more than one 
department or wide area networks (WANs) that span more than one organization-may 
require device-level security. You can achieve device-level security by configuring device 
hiding on AppleTalk ports. 

When configuring an AppleTalk port on the router, you can speci~' that certain devices 
on the network or internet connected to that port be hidden from only one other port or 
all other ports on the router. Thus, you can prevent devices on a specific part of the internet 
or on all other parts of the internet from accessing the devices for which you specify 
device hiding. 

You can hide any device on the part of the internet that is connected to an AppleTalk 
port. A device need not be on the network that is connected directly to that port. As 
Figure 4-2 shows, a hidden device does not appear in the Chooser on computers that are 
on the part of the internet from which the device is hidden. However, a hidden device 
still has access to devices on the part of the internet from which it is hidden- that is, 
those devices appear in the Chooser on the hidden device. 

Internet A 

The router hides Kim's Macintosh 
from Internet B. 

Internet B 

Figure 4-2 Device hiding 

Kim's Macintosh 

o 

o 

Devices on Internet B are not hidden 
from Kim's Macintosh. 

o o 
Kim's Macintosh is hidden from devices 
on Internet B. 
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6, Important If you want to hide a device and more than one path connects the device and 
the part of the internet from which you want to hide the device, you must hide the device 
on a router on each path that connects the device and the internet from which you want 
to hide the device. 6. 

To hide devices connected to an AppleTalk port, follow these steps: 

1 In the Port Info dialog box for an AppleTalk port, click Hide. 

The Hide Devices dialog box appears. 

Hide Deuices ... 

Hide 1 only the deuices listed T I from 1 all other ports T I 
Deuice List: ..... .......................................................... .. ...... ............................................................................ .................................................. . 

IT .. " ".m" ~ iHem'''''1 

LD-eu-iC-e-T-y-pe-:~II========================~I~=T~ 
,------, 

@nIlNamesOName: LI __________ --->1 [ i)!l1l 

[ Cancel 1 [ OK 1] 

2 In the Hide Devices dialog box, select an option in the Hide pop-up menu to specify 
whether devices are to be hidden and how to list the devices. 

,. 

no deuices 
all deuices 

. , . . , 
all deuices ellcept those listed 
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In the Hide pop-up menu, "only the devices listed" is selected by default. If you select 
"all devices except those listed," the devices that you add to the device list will appear in 
the Chooser. 

If you selected "no devices," skip steps 3 and 4. 

3 Select an option in the "from" pop-up menu to specify whether the devices are to be 
hidden from all other ports or from a specific port. 

v' all other ports 

Modem Port 
Prin1 e r Pod 

To hide devices from all ports, select "all other ports" in the "from" pop-up menu. All 
configured ports on the router appear in the "from" pop-up menu. To hide devices from a 
specific port, select that port in the "from" pop-up menu. 

If you selected "all devices" in step 2, skip steps 4 through 7. 

4 Select an option in the Device Type pop-up menu to specify the type of device to be 
hidden, or type a specific device type in the Device Type text box. 

AFPSeruer 
I mageWriter 
IPGATEWAY 

~!Ema~~~~ ••••••••• v'laserWriter 
iii lQ 

PPCToolBoH 

The Device Type pop-up menu contains the device types found on the network connected 
to the current AppleTalk connection for the router Macintosh. Some standard device types 
always appear in the Device Type pop-up menu. The use of uppercase and lowercase 
letters does not distinguish device types. Thus, you can type a device type in the Device 
Type text box using either uppercase or lowercase letters. 
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5 Select the Name button and type a device name in the Name text box to hide a specific 
device of a specific type, or select the All Names button to hide all devices of that type. 

You cannot use uppercase and lowercase letters to distinguish device names. Thus, you 
can type a device name in the Name text box using either uppercase or lowercase letters. 

6 Click Add. 

Depending on the selection that you made in the previous step, one of the following 
appears in the device list: 

• a device type and the name of a specific device 

• a device type and" <All>" 

As the example in the following figure shows, you could specify that a device of the type 
LaserWriter with the name Gutenberg be hidden from all other ports on the router. 

Hide Oeuices ... 

Hide 1 only the deuices listed ... 1 from 1 all other ports "'1 
Deuice List: ................................................................................................................................................................................................... ! 

Type: Name: 
laserWriter Gutenberg 

Oeuice Type: I laserWriter I ~ 

o All Names@Name: LIG_u_te_n_b_er...,,9L--_ ___ __ -'1 [ Add 

[ (ancel 1 K OK lJ 

7 To hide additional devices of specific types, repeat steps 4 through 6 for each device type. 

8 Click OK. 
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5 Half-Routing 

A half-router is a router that connects two remote AppleTalk networks or internets. You 

can achieve wide area connectivity through half-routing, in which two half-routers connect 

two remote AppleTalk networks or internets over a pOint-to-point link. A point-to-point 

link is a communications path that may consist of two modems communicating over a 

standard telephone line or a leased line. This chapter explains how to set up a half-routing 

port to originate a connection, answer to establish a connection, or call back to establish a 

connection. 

For information about configuring an X.25 port to establish point-to-point links between 

remote AppleTalk networks or internets, see Using the AppleTalk/X25 Wide Area Extension. 



Configuring a half-routing port 

To configure a half-routing port, follow these steps: 

1 Open a setup document. 

2 In the setup window, double-click the physical port that you want to configure to 
display the access methods that are available for that port. 

A DialUp access method is available for the printer port and the modem port. The 
follOWing figure shows a setup window with DialUp selected. 

D R&D Network Setup 

~ Router Name: I Grand Central Station 

Router- Ports 

I> ~ Printer Port 

v fti' Modem Pod 

filiJlImm 
~ LocalTalk 

I> +~ Ethernet 

Description Status Settings 

3 Double-click a DialUp access method to open a DialUp Port Info dialog box. 

A DialUp Port Info dialog box appears. 
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R&D Network Setup Port Info 

Physical Por-t: ~ .. Modl?m Port t Define D 
Access Method: 

[ Cancel 1 
[ Options... 1 

Por-t Descr-iption: I ~ 
Port Status: @ Active C) Inactive 

Mode : 0 can @ Answer 0 Answer & can Back 

P asswor-d: I I Reenter- Password: I 

Connection: I ACnI€' Modo? m 

Phone Number-: 

Dialing: @ ','.",., 0 ;'." , . .,. 

Retries: @ ': .",~",,;,., ; , . 0 ,."",~ ',.: 

4 In the DialUp Port Info dialog box, type a port description in the POlt Description text box. 

The name of the physical port appears in the Port Description text box by default. You can 
specify an optional port description to help you to identify the network connected to the 
port. A port description can be a maximum of 31 characters in length and can contain any 
characters, including the space character. 

Depending on the method that you want to use to establish a connection, follow the 
instructions in one of the subsequent sections to complete the half-routing port 
configuration: 

• See the section "Originating a Connection" to learn how to originate a connection. 

• See the section 'Answering to Establish a Connection" to learn how to answer to 

establish a connection. 

• See the section "Calling Back to Establish a Connection" to learn how to call back to 
establish a connection. 
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Originating a connection 

Using a modem, you can call another exterior router to establish a connection. To configure 
the half-routing port to originate a connection, follow these steps: 

1 In the DialUp Port Info dialog box, click the Call button to select that mode. 

The options shown in the folloWing figure appear in the DialUp Port Info dialog box. The 
figure shows a half-routing port configured to originate a connection. 

R&D Network Setup Port Info 

Phy sica 1 Port : ~.., Modem Port ( Define ) 
Access Method: 9 Di.1Up 

[ 1 Port Description: I Modem Port I Cancel 

Port Status: @ Activ E' o Inac tive [ Options ... 1 

Mode: @ Call 0 Ans ....... er 0 AnS'fl et- 8, Call B-Elck 

P ass'Word: 1 •••••••• 1 Reenter P assvord: I •••••••• I 

Connection: I Acme Modem 

Phone Number: ILC_40_8)_55_5_-1_0_10 _____ ----' 

Dialing: @ Tone 0 Pulse 

Retrjes : @ Continuous 0 limit to : c:=J tries 

[8] Automatically r-econneod if thE' connection is broken 

2 Type your password in the Password text box. 

You can provide greater security on your WAN by using an optional password on half-routing 
links. The half-router originating the connection sends the password across the link to 
another half-router. That half-router verifies the password before establishing a connection 
with the half-router originating the connection. 

A password can have a maximum of eight characters. You can use uppercase and lowercase 
letters to distinguish passwords. 

When you type your password in the Password text box, the characters that you type 
appear as bullets to prevent others from learning your password. 
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3 Press Tab, then type your password again in the Reenter Password text box, exactly as 
you did the first time, to verify that you entered the password correctly. 

You must type your password exactly as you did before, including your use of uppercase and 
lowercase letters. Typing your password again confirms that you have entered it correctly. 

4 Select a modem connected to the router Macintosh in the Connection pop-up menu . 

• Abato" I"t.rfax 24/96 
DSI9624LE 
os I 9624LE Plus 
Far a 110n Remote V.32 
Hayos Ultr a 96 
Microcom MacMod":-ffl V .32 
MuHiTooh MultiMod.mli32 
Pr adica 1 Periph€'r a 15 96008 A 
Prometheus ProModem Plus 
Pt""ometheu5 ProModem Ultima 
T olobit T1 600 
US Robotics Cout";er V.32bis 

The Apple Internet Router supports half-routing links using various asynchronous modems 
that transmit data at rates of 9600 bits per second (bpS) or greater. You can connect a 
modem to either the modem port or the printer port. 

5 Type the phone number that you are calling in the Phone Number text box. 

6 Click the Tone button to select tone dialing. Or, to select pulse dialing, click the 
Pulse button. 

7 To select continuous retries, click the Continuous button. Or, to limit the number of 
retries, click the "Limit to" button, then type the number of tries in the text box. 

If you select continuous retries, the router will redial until it makes a connection. 

8 To allow automatic reconnection if the modem loses a connection, click the 'l\.utomatically 
reconnect if the connection is broken" checkbox to select it. 
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9 To activate the DialUp port, select the Active button. To deactivate the DialUp port, 
select the Inactive button. 

When you first configure a port, its status is active by default. When the router is running, 
it routes data packets through all active ports. You can change the status of the DialUp 
port from active to inactive at any time. 

10 When you have finished specifying the DialUp port information, click Define to close 
the DialUp Port Info dialog box. 

Answering to establish a connection 
To configure the half-routing port to answer a call from another router to establish a 
connection, follow these steps: 

1 In the DialUp Port Info dialog box, click the Answer button to select that mode. 

The options shown in the following figure appear in the DialUp Port Info dialog box. The 
figure shows a half-routing port configured to answer to establish a connection. 

R&D Network Setup Port Info 

Ph~sjcal Po,-t: ~9 t"1odem Port [ Define J 
Access Method: 

Port Description: I . [ Cancel 1 
( Options... 1 Port Status: I~\ Act;y€' (:J Inadiv o? 

Mode: 0 Call @ Answer 0 Ans wer & C.all 8a.~k 

Passyord: I I Reenter Password: I 
Connection: I Acme t-1od€'m 

Phone Number: ' u .............. .......... .......... ..................... u .............................. , 
Djaljng: @ ';'.",., 0 ,'",;.;,. 

Retrjes : @ 0: .",~",','.,,<. 0 ,.",,;~ ',.: 
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2 

3 

4 

Type the caller's password in the Password text box. 

You can use an optional password on a half-routing link. The calling half-router sends the 
password across a link to the answering half-router, which verifies the password before 
establishing a connection with the calling half-router. 

A caller's password can have a maximum of eight characters. You can use uppercase and 
lowercase letters to distinguish passwords. You must type a caller 's password exactly as it 
was specified, including the use of uppercase and lowercase letters. 

When you type the caller's password in the Password text box, the characters that you 
type appear as bullets to prevent others from learning your password. 

Press Tab, then type the caller's password again in the Reenter Password text box, exactly 
as you did the first time, to verify that you have entered the password correctly. 

You must type the caller's password exactly as you did before, including the use of 
uppercase and lowercase letters. 'typing the password again confirms that you have entered 
it correctly. 

Select a modem connected to the router Macintosh in the Connection pop-up menu. 

The Apple Internet Router supports half-routing links using various asynchronous modems 
that transmit data at rates of 9600 bits per second (bps) or greater. You can connect a 
modem to either the modem port or the printer port. 

5 To activate the DialUp port, select the Active button. To deactivate the DialUp port, 
select the Inactive button. 

6 

When you first configure a port, its status is active by default. When the router is running, 
it routes data packets through all active ports. You can change the status of the DialUp 
port from active to inactive at any time. 

When you have finished specifying the DialUp port information, click Define to close 
the DialUp Port Info dialog box. 
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Calling back to establish a connection 

To provide greater security on your WAN, the router can call back a router that is calling to 

establish a connection. If you specify the answer-and-call-back mode, when the router 
answers a call from another router, it verifies the caller 's password, if any, then hangs up 
and calls back the calling router to establish the connection. 

To call back a router to establish a connection, follow these steps: 

1 In the DialUp Port Info dialog box, click the Answer & Call Back button to select 
that mode. 

The options shown in the following figure appear in the DialUp Port Info dialog box. The 
figure shows a half-routing port configured to answer and call back to establish a connection. 

R&D Network Setup Port Info 

Physical Po,-t : ~+ t1odeom Pod t Define ~ Acee-5s Method : ~ DiolUp 

[ 1 Port Description: 11"10dem Port I Cancel 

Port Status : @ Active o Inactive ( Options ... j 

Mode: 0 C.all 0 Answet- @ Ans .... /eo t'" & Call Back 

P ass'Word : I •••••••• 1 Reenter Password : I •••••••• I 

Connection: I AcmE' Modt?m 

Phon<> Numbe..-: IL(2_' _2)_55_5-_' 2_3_4 _____ ---' 

Dialing : @ Ton€' 0 PulsE' 

2 Type your password in the Password text box. 

You can use an optional password on a half-routing link. The calling half-router sends the 
password across a link to the answering half-router, which verifies the password before 
establishing a connection with the calling half-router. 

A caller's password can have a maximum of eight characters. You can use uppercase and 
lowercase letters to distinguish passwords. You must type a caller's password exact~y as it 
was specified, induding the use of uppercase and lowercase letters. 
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When you type the caller's password in the Password text box, the characters that you 
type appear as bullets to prevent others from learning your password. 

3 Press Tab, then type your password again in the Reenter Password text box, exactly as 
you did the first time, to verify that you entered the password correctly. 

You must type the caller 's password exactly as you did before, including the use of 
uppercase and lowercase letters. Typing the password again confirms that you have entered 
it correctly. 

4 Type the phone number of the calling router in the Phone Number text box. 

5 To select tone dialing, click the Tone button. Or, to select pulse dialing, click the 
Pulse button. 

6 To activate the DialUp port, select the Active button. To deactivate the DialUp P011, 

select the Inactive button. 

When you first configure a port, its status is active by default. When the router is running, 
it routes data packets through all active ports. You can change the status of the DialUp 
port from active to inactive at any time. 

7 When you have finished specifying the DialUp port information, click Define to close 
the DialUp Port Info dialog box. 
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6 Tunneiitlg Through Foreign 
N etwor1~ Systems 

Tunneling allows you to connect two or more native local area networks (LANs) or internets 

through a foreign network system or half-routing link, providing wide area connectivity. 

The Apple Internet Router allows native networks or internets, which communicate 

using AppleTalk protocols, to connect with one another through a tunnel built on a foreign 

network system, which uses some other protocol family. This chapter provides a general 

description of the tunneling capabilities of the Apple Internet Router. 

The AppleTalk/IP Wide Area Extension, which you can purchase separately, allows two or 

more AppleTalk networks or internets to communicate through a tunnel built on a TCP/IP 

network. For information about configuring an IP tunneling port, see Using the 

AppleTalk/IP Wide Area Extension. 



A tunnel connecting AppleTalk networks or internets functions as a single virtual data link 

between those networks or internets. Figure 6-1 shows several AppleTalk internets 

connected with one another through a tunnel. 

AppleTalk internet A AppleTalk internet B 

Tunnel 

AppleTalk internet C 

Figure 6·1 Tunneling 
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Exterior routers 
An exterior router is an AppleTalk router with one or more ports connected to an AppleTalk 
network or internet, and one or more ports connected to either a foreign network system 
or a half-routing link. Thus, an exterior router is a node on both an AppleTalk network or 
internet, and on a foreign network system. In Figure 6-1 , an exterior router connects each 
AppleTalk internet to the tunnel, allowing the AppleTalk internets to communicate with 
one another through the tunnel. Exterior routers use a foreign network system only to 
connect with one another and do not provide connectivity to the foreign network system. 

An exterior router first encapsulates AppleTalk packets in packets for a foreign network 
system, then sends those packets through the foreign network system to the exterior 
router that is the next forwarding router. That exterior router decapsulates the packets, 
then forwards them to their destination AppleTalk networks. 

Fully connected and partially 
connected tunnels 

Generally, all exterior routers on a tunnel through a foreign network system can communicate 
with one another. An exterior router on a tunnel sends the routing information for only its 
local internet to other exterior routers on the tunnel. It does not forward routing information 
obtained from other exterior routers on the tunnel, because the other exterior routers 
exchange their own routing information. 

If all exterior routers connected to a tunnel are aware of and can communicate with 
one another, that tunnel is fully connected. Figure 6-2 shows a fully connected tunnel on 
which all of the connected exterior routers can communicate. 
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~ : . ..... . .......... . .... .. ....... . .... : ' ............ .... .. ........ ... ..... .. : : 
: ... .. ............... .. ....... ...... ......... ......... .. ....... ... .. .... .. .... ....... .. : 

The arrows show which exterior routers can 
communicate with one another. 

Figure 6-2 A fulJy connected tunnel 

Exterior 
router C 

If some of the exterior routers on a tunnel cannot communicate with one another, 
that tunnel is only partially connected. For example, in Figure 6-3, exterior router A and 
exterior router C cannot communicate with one another. 

: ............ . ..... . .. . ................. : : ..... . .... ....... ........ . . . .. ......... : 

The arrows show which exterior routers can 
communicate with one another. 

Figure 6-3 A partially connected tunnel 

You can create a partially connected tunnel to provide network-level security. However, 
it is also possible to create a partially connected tunnel inadvertently. An exterior router 
cannot ascertain whether a tunnel is fully connected or partially connected. If networks 
that should be present on the internet are not listed in the Network Information window 
in Router Manager, see Chapter 10, "Troubleshooting." 
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7 Configuring the Wide Area 
Routing Options 

This chapter describes some of the wide area routing capabilities of the Apple Internet 

Router. It explains how to configure a half-routing or tunneling port to 

• resolve numbering conflicts by remapping remote network numbers 

• cluster remapped network numbers 

• allow routing distances greater than 15 hops 

• cause network traffic to traverse a redundant path, by designating a port as a backup 

path or by increasing the routing distance through a port 

• hide networks 



Resolving numbering conflicts by remapping 
remote network numbers 

Each network in a wide area network (WAN) must have a unique network number or range. 
While a half-routing link or tunnel may connect different parts of a single organization's 
internet, it often connects an internet that spans many different organizations. If each 
organization on a large, global WAN administrates its internet independently, conflicting 
network numbers or ranges may exist. The Apple Internet Router can automatically 
remap remote network numbers or ranges on half-routing and tunneling ports to resolve 
network-numbering conflicts. Thus, if network-number remapping is enabled, you need 
not reconfigure the network numbers or ranges on either part of the internet to resolve 
network-numbering conflicts. 

When configuring a half-routing or tunneling port, you can specify a range of AppleTalk 
network numbers into which the router can remap the network numbers or ranges for 
networks accessible through that port. This remapping range- the range of network 
numbers reserved for network-number remapping-must not conflict with any network 
numbers or ranges already in use on the router 's local internet. The router maps the 
network numbers or ranges in incoming data packets into the remapping range, then maps 
remapped network numbers or ranges in outgoing packets back to their actual network 
numbers or ranges. To routers and other devices within the router 's local internet, the 
packets seem to originate from networks having numbers in the remapping range. 

To prevent routers that connect networks that have conflicting network numbers or 
ranges from encountering network-numbering conflicts, you must configure all exterior 
routers to remap network numbers. 

6. Important Avoid creating an internet layout in which redundant paths exist between two 
internets that are connected through a half-routing or tunneling port on which network
number remapping is enabled. Redundant paths exist when a router in one internet is 
connected to a router in another internet and both internets are connected through a 
third router, as shown in Figure 7-1. If no redundant paths exist, the router will activate 
the port when it starts up and the port will remain active. 

At startup, if the router detects that the activation of a tunneling POlt on which network
number remapping is enabled would create a routing loop, it prevents that port from being 
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Internet B 

Avoid creating a ..... 
redundant path. . ". 

~ 
ROU~'" 

....... 

Figure 7-1 Avoiding redundant paths on tunneling ports 

activated. If the router detects a loop while the router is running and network-number 
remapping is enabled on the tunneling port creating the loop, it deactivates that port. 
This prevents any packets containing remapped network numbers from looping back to 
the router that originally remapped those network numbers. If this occurred, it would 
appear to the remapping router that the remapped network numbers identified other 
networks . Occasionally, when clustering is also active, a router may be unable to detect a 
loop. For information about clustering, see the section "Clustering Remapped Networks" 
later in this chapter. 

If the router allowed a port on which network-number remapping were enabled to 
create a loop, when that router received packets containing remapped network numbers, 
it would remap the network numbers again and again, until the number of times the packets 
containing the remapped network numbers traversed the loop had exceeded the maximum 
routing distance of 15 hops. 6. 
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Remapping remote network numbers 

To turn on network-number remapping, follow these steps: 

1 In the Port Info dialog box for a half-routing or tunneling port, click Options. 

The Options dialog box appears. 

Options ... 
. ·Netl Hiding: ................................................................... ....................................................................................................................... , 

Hide I only the networks listed "'1 from this port 

Network List: 

I I:Il Hemo!!e 1 

,. Network- Number Remapping: ' ................................................... . 

1ZI Remap remote network numbers into range: 136000 1 to : 13700l~ 1 

1ZI Cluster remapped networks D Rllow mor e than 15 hops 

o !Jso Hlis pod odg lIS !l !lneKUp ;mHl 

D Increase routing distance by: c=J hops [ Cancel 1 n OK l] 

2 Select the "Remap remote network numbers into range" checkbox to turn on network
number remapping. 

Once you turn on network-number remapping, you must specify a range of network numbers 
into which remote network numbers are to be remapped. 

To turn off network-number remapping, deselect the "Remap remote network numbers into 
range" checkbox. If you are turning network-number remapping off, skip steps 3 and 4. 

3 Type the lowest network number in the range in the "Remap remote network numbers 
into range" text box. 

4 Type the highest network number in the range in the "to" text box. 

5 Click OK. 
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Clustering remapped network numbers 

Each router on an internet broadcasts a routing table for each of its AppleTalk ports at 
ten-second intervals, allowing the other routers on the internet to update their routing 
information. For detailed information about the contents of a routing table, see the section 
"The Routing Table" in Chapter 9. 

Broadcasting the routing tables for a large wide area internet-which might consist of 
thousands of networks-would generate a significant amount of traffic on the local internet. 
Therefore, within its local internet, an exterior router can represent remapped network 
numbers for a remote internet connected through a half-routing or tunneling port as a 
cluster, or a single extended network consisting of multiple zones. A cluster requires only 
one entry in a routing table. Thus, clustering minimizes the amount of routing traffic 
generated on the local internet-that is, traffic caused by the broadcasting of routing 
information-by devices on networks connected through half-routing or tunneling ports. 
Clustering also minimizes storage requirements for routing information on other routers 
on the local internet. 

A router on which clustering is enabled automatically clusters remapped networks in . 
an internet. For example, a router might create one cluster for each other router connected 
to a half-routing link or tunnel. A cluster can include up to 255 zones. 

As shown in Figure 7-2, if networks in an internet had the network ranges 1-10, 100-200, 
and 1000-1005, and a router connected to a different part of the internet received these 
network ranges through a half-routing or tunneling port, that router might remap these 
network ranges to 241-250, 251-351, and 352-357, respectively. Within its local internet, 
the remapping router might then represent the three networks as a single extended 
network, or cluster, with a network range from 241 to 357. The router would associate all 
of the zones in the three networks with the cluster. 
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Halfrouter B remaps, then clusters 
these network ranges. 

Network 1-10, Zone X 
Network 100-200, Zone Y 
Network 1000-1005, Zone Z 
...... ...... .................... .. .. .. ... ......... ....... .. 

Network 1000-1005, 
ZoneZ 

~ 

Network 241-357, 
Zone X, Zone Y, Zone Z 

: ....... .. ... ................................ ....... .. . 

Network 1-10, 
Zone X 

Network 100-200, 
ZoneY 

Figure 7-2 Clustering remapped network numbers 

To turn on clustering, follow these steps: 

1 In the Port Info dialog box for a half-routing or tunneling port on which network
number remapping is enabled, click Options. 

The Options dialog box appears. 

2 Select the "Cluster remapped networks" checkbox to turn on clustering. 

To turn off clustering, deselect the "Cluster remapped networks" checkbox. 

3 Click OK. 

Some constraints exist on clustering: 

• You can cluster only remapped network numbers. If noncontiguous network 
numbers-for example, 1, 1001, and 2034S-were not remapped before being clustered, 
all other numbers within the existing range of numbers would remain unused. 

• All networks in a cluster appear to be the same number of hops away. 
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• The routing information for a cluster is static. Thus, if a network that is part of a cluster 
is disconnected or goes down, the router cannot update the zone list for the cluster. 
The zones for a network that is no longer on the internet would appear in the zone 
list until all of the networks in that cluster either were disconnected or went down. 

• All networks accessible through a half-routing or tunneling port might not be in the 
same cluster. Generally, all networks that are accessible when the router establishes a 
half-routing link or tunnel are in one cluster. However, networks that become accessible 
later will be in a different cluster. 

Allowing routing distances greater 
than 15 hops 

The distance between two networks in an internet is measured in hops. Each hop 
corresponds to a router. A hop count indicates the number of routers through which a 
data packet must pass to reach its destination network, as illustrated in Figure 7-3. 

The routing distance between 
Device A and Device B is 
3 hops (routers). 

.............. • DeviceB 

Figure 7-3 Measuring routing distances in hops 
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AppleTalk protocols allow a maximum of 15 hops. When a half-router or a tunnel 
connects two networks, the distance over which the resulting internet extends can easily 
exceed 15 hops. To allow the creation of larger internets, you can configure a half-routing 
or tunneling port on which network-number remapping is enabled to allow routing distances 
greater than 15 hops through hop-count reduction. When hop-count reduction is enabled 
on a port, all networks accessible out that port appear to be one hop away from all AppleTaik 
networks in the router 's local internet. 

• Note To ensure the proper operation of network-number remapping and hop-count 
reduction, no routing loops can exist across the affected link. The router prevents loops when 
network-number remapping is enabled. Therefore, whenever network-number remapping 
is enabled, an exterior router can perform hop-count reduction without any risk of a data 
packet being forwarded in an infinite routing loop. Hop-count reduction is available only 
when network-number remapping is enabled on a half-routing or tunneling port. + 

To allow more than 15 hops, follow these steps: 

1 In the Port Info dialog box for a half-routing or tunneling port on which network
number remapping is enabled, click Options. 

The Options dialog box appears. 

2 Select the ''Allow more than 15 hops" checkbox to turn on hop-count reduction. 

To turn off hop-count reduction, deselect the '~llow more than 15 hops" checkbox. 

3 Click OK. 
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U sing redundant paths 
Generally, communication over half-routing links or tunnels is much slower than 
communication within a LAN and can cause significant delays in packet forwarding. If 
more than one path exists between two networks connected through a half-routing or 
tunneling port, you can minimize the amount of traffic on the half-routing or tunneling 
port by 

• designating that port as a backup path 

• increasing the routing distance through that port 

If you do not designate the half-routing or tunneling port as a backup path, the router 
forwards packets over the path having the shortest routing distance. If the routing distances 
over redundant paths are the same, the router may alternately forward packets over each 
path. If you do not want the router to forward packets over a half-routing or tunneling 
port, you can increase the routing distance through that port, making it the path having 
the longest routing distance. 

Designating a port as a backup path 

To minimize traffic on a slow half-routing link or tunnel on which network-number 
remapping is not enabled, you can designate that port as a backup path. The router uses 
a backup path to forward AppleTaik data packets only if the primary path to a specific 
network becomes unavailable. Generally, the router uses a backup path only to exchange 
routing information. To designate a half-routing or tunneling port as a backup path, follow 
these steps: 

1 In the Port Info dialog box for a half-routing or tunneling port, click Options. 

The Options dialog box appears. 

2 Select the "Use this port only as a backup path" checkbox to designate a port as a 
backup path. 

To stop using a backup path, deselect the "Use this port only as a backup path" checkbox. 
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Options ... 
,·Networlc Hiding: · 

Hide I only the networlcs listed T I from this port 

Networlc List: 

I = 
,-Networlc- Number Remapping:···· 

D Hemap renml e nel umrk num!!ers inl0 range: 10: , ........................ , , ....... .................• 

D IH10w more HHin i :; rwps 

[8] Use this port only as a baclcup path 

D Increase routing distance by: CJ hops [ cancel) K OK . ~ 

3 ClickOK. 

6. Important Once the router forwards data packets over a backup path, other routers 
may continue sending some packets over the backup path rather than sending them over 
the primary path when it again becomes available. To ensure that the routers use only the 
primary path, you may need to stop the router on which a port is configured as a backup 
path, wait ten minutes, then restart the router. 6. 

Increasing the routing distance through a port 

The Apple Internet Router provides hop-count weighting to reduce traffic on slow half
routing links or tunnels. Hop-count weighting effectively increases the routing distance 
through a port by a specific number of hops. You can assign a hop-count weight to a link 
between two exterior routers, based on the speed of the link. By increasing the routing 
distance through a port by a large number of hops, you can cause traffic to traverse a 
redundant path, if such a path is available and the distance to a network over that path 
appears to be shorter. 
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However, you should not increase the routing distance through a port by a number of 
hops that would cause routing distances to networks accessible through that port to exceed 
the maximum of 15 hops. Otherwise, the router would be unable to provide full connectivity 
to all of the networks on the internet unless a redundant path were available. 

To increase the routing distance through a half-routing or tunneling port, follow these steps: 

1 In the Port Info dialog box for a half-routing or tunneling port, click Options. 

The Options dialog box appears. 

2 Select the "Increase routing distance by" checkbox to turn on hop-count weighting. 

Once you turn on hop-count weighting, you must specify the number of hops by which 
to increase the routing distance. 

To turn off hop-count weighting, deselect the "Increase routing distance by" checkbox. 
If you are turning hop-count weighting off, skip step 3. 

3 Type the number of hops by which to increase the routing distance in the "Increase 
routing distance by" text box. 

Options ... 
·NI Hiding: .. .................. · ...... .. ··· ........ ·· .............................................................. .. .... ....... .... ...... ...... ................................ ................ .. ..... , 

Hide I only the networks listed "1 from this port 

Network list: 

I 1:1 [ HemUUe J 

Network range starting with: L-I _-----'I [ Hll!! 

,· Network- Number Remapping: ............ .. 

o Remap remote network numbers into range: c=J to: c=J 
o C!usier remnpped neiwnrks 

o Use this port only as a backup path 

[8J Increase routing distance by: ~ hops [ [ancel 1 ~ OK B 

4 Click OK. 
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Hiding networks in an internet 
The Apple Internet Router provides basic network-level security for large WANs through 
network hiding. 

When configuring a half-routing or tunneling port on the routel~ you can specify that 
certain networks or all networks connected to other ports on the router be hidden from 
or shown to other routers connected to that port. Devices on a part of the internet from 
which a network is hidden cannot access the devices on the hidden network. The names 
of devices on hidden networks do not appear in the Chooser on computers in the parts 
of an internet from which a network is hidden. 

6 Important Devices on a hidden network cannot access devices on the parts of the 
internet from which the network is hidden, as shown in Figure 7-4. 6. 

Half-router A hides Network 22 from Internet B. 

Internet A Internet B 

Half·router A Half-router B 

--~--~--~~~7 __ ~~~--... 1 ...... 1 ... -
Network 5 Network 22 

Devices on Network 22 cannot 
access devices on Internet B. 

Figure 7-4 Network hiding 

Devices on Internet B cannot 
access devices on Network 22. 

To hide or show a network connected to a half-routing or tunneling port, follow these steps: 

1 In the Port Info dialog box for a half-routing or tunneling port, click Options. 

The Options dialog box appears . 

2 Select an option in the Hide pop-up menu to specify whether networks are to be 
hidden and how to list the networks. 
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no networks 
I ' ./ only the networks listed 

all networks eHcept those listed 

In the Hide pop-up menu, "only the networks listed" is selected by default. If you select 
"all networks except those listed," only the zones and devices associated with the networks 
that you add to the network list will appear in the Chooser. 

If you selected "no networks," skip steps 3 through 5. 

3 To specify the network number or range of a network to be hidden or shown, type the 
network number or the first network number in the range in the "Network range 
starting with" text box. 

4 Click Add. 

The network number appears in the list of network numbers. 

Options ... 
Network Hiding: ............................................................. ....... ...... ............................................................................................ ................ , 

Hide I only the networks listed ..... 1 from this port 

Network list: 

I 4m1~ [Remoue 1 

Network range starting with: 120011 I [ Add 

!' Network-Number Remapping: ......... 

. 0 Remap remo t e network numbers into range : LI _-,I to: LJ 

o Use this port only as a backup path 

o Increase routing distance by: [:::J hops [ Cancel 1 t OK l] 

5 To hide or show additional networks, repeat steps 3 and 4 for each network. 

6 Click OK. 
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8 Modifying the Router's Setup 

Using Router Manager, you can activate and deactivate ports at any time. However, to modify 

a setup document or change the router 's startup options, you must first stop the router. 

You can start, stop, or reconfigure the router without restarting the router Macintosh. 

This chapter explains how to 

• change the router's zone 

• enter an administrator 's password to open Router Manager 

• activate and deactivate ports 

• stop the router 

• modify setup documents and port configurations 

• designate a different setup document as the startup document and change the router 's 

other startup options 

• customize views of setup windows 

• change the administrator 's password 

• remove password protection from Router Manager 



Changing the router's zone 
If you designated an AppleTalk connection other than LocalTalk as the user port for the 
router Macintosh, you can change the zone in which the router Macintosh resides at any 
time. To change its zone, follow these steps: 

1 Choose Control Panels from the Apple menu. 

The Control Panels window appears. 

2 In the Control Panels window, double-click the Network icon to open the Network 
control panel. 

The Network control panel appears. 

~D Network 

Select an AppleT.:.lk connection : 

LocalTalk 
Built-In 

LocalT.lk 

Rout.r curr.ntly: OFF 

Rout.r at st.,-tup : OFF 

3 In the Network control panel, click the AppleTalk connection that is currently highlighted. 

A message asks you to select an AppleTalk zone. 

4 Select a zone from the list of available AppleTalk zones, then click OK. 

The router Macintosh remains in this zone until you change the router's AppleTalk connection 
or select a different zone for the router. 

5 Close the Network control panel. 
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Entering your password to open 
Router Manager 

Once you have set an administrator 's password, you must thereafter enter your password 
to open Router Manager to change a setup document, the status of either a port or the 
router, or the router's startup options. To enter the administrator 's password when opening 
Router Manager, follow these steps: 

1 Double-click the Router Manager icon. 

Alternatively, if the router is not running, you can double-click a setup document's icon 
to open Router Manager. 

The following dialog box appears. 

Router Manager is password protected. 
Please enter your password. 

Password: LI __ -' 

( [ancel ) n OK B 

2 Type the administrator's password in the Password text box. 

You must type your password exactly as you did when setting your password, including 
your use of uppercase and lowercase letters. 

3 Click OK. 

Router Manager opens. If the router is not running and you opened Router Manager by 
double-clicking a setup document's icon, that setup document also opens. 
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Activating and deactivating ports 
When the router is running, it routes data packets through all active ports. You can change 
the status of a port-to active or inactive-either when the router is running or when the 
router is off. When you first configure a port, its status is active by default. To change the 
status of a port, follow these steps: 

1 Open a setup document. 

2 In the setup window, double-click an access method to open a Port Info dialog box. 

3 In the Port Info dialog box, change the port's status. 

• To activate a port that is currently inactive, click the Active button. 

• To deactivate a port that is currently active, click the Inactive button. 

6. Important You can deactivate the user port when the router is running. However, 
deactivating the user port interrupts users ' access to any network services running 
concurrently on the router Macintosh. Users cannot access those services until you 
reactivate the user port. 6. 

4 Click Define to close the Port Info dialog box. 

If the router is running, the change that you made to the port status is effective only until 
you next stop the router. If you want to change the port status temporarily, you are done. 

If the router is not currently running, you can change the port status permanently, as 
described in step 5. 

5 If the router is not running, choose Save from the File menu to save your changes to 
the setup document, permanently changing the port's status. 
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Stopping the router 
You cannot modify setup documents when the router is running. To modify a setup 
document, you must first stop the router. To stop the router, follow these steps: 

1 Choose Stop Router from the Control menu . 

• IIilil.IT, •• 

Stop Router ... 

Set Startup ... 
Reset Statistics ... 
Set Password ... 
Remoue Password 

The following alert box appears. 

Stopping the router interrupts current 
network semices. Rre you sure you 
want to stop the route r? 

[ Cancel 1 n Stop l) 

2 Click Stop to confirm that you want to stop the router. 

When the router stops running, the Stop Router command changes to Start Router. The 
router status indicator in the Network control panel indicates that the router is currently off. 

Once you stop the router, you can modify the startup document or any other setup 
document, create a new setup document, or deSignate a different setup document as the 
startup document. 
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Modifying a setup document 
You can modify an existing setup document once you stop the router. To open a setup 
document, choose Open from the File menu. The setup document appears on the desktop. 

Adding or changing a port configuration 

When the router is not running, you can add port configurations to a setup document or 
change a port configuration in a setup document. To configure another port or change a 
port configuration, follow these steps: 

1 In a setup window, double-click an access method to open a Port Info dialog box. 

2 In the Port Info dialog box, configure the port or change the existing port information. 

For instructions on how to configure the port or change the existing port information, 
see the following sections: 

• To configure a LocalTalk port, see the sections "Configuring a LocalTalk Port" and "Hiding 
Devices on an Internet" in Chapter 4 of this guide. 

• To configure an EtherTalk or TokenTalk port, see the sections "Configuring an EtherTalk 
or TokenTalk Port" and "Hiding Devices on an Internet" in Chapter 4 of this guide. 

• To configure a half-routing port, see "Configuring a Half-Routing Port" in Chapter 5 of 
this guide; and "Configuring the Wide Area Routing Options" in Chapter 7 of this guide. 

• To configure an IP tunneling port, see Using the AppleTalk/JP Wide Area Extension 
and "Configuring the Wide Area Routing Options" in Chapter 7 of this guide. 

• To configure an X.25 port, see Using the AppleTalk/X25 Wide Area Extension and 
"Configuring the Wide Area Routing Options" in Chapter 7 of this guide. 

3 Click Define to close the Port Info dialog box. 

4 Save your changes to the setup document. 
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Changing a network number or range 

Once you assign a network number or range to an AppleTalk network and run the router, 
you should avoid changing that network number or range, if possible. The network 
number or range that you specify for an AppleTalk network appears in the routing tables 
in all routers on the internet. 

D. Important Changing a network's number or range can cause errors in internet routing 
to and from devices on that network. When you start up a device, it acquires its network 
number or network range from the router. If you change a network's number or range, 
you must restart all devices on that network to enable them to acquire the new number 
or range. Otherwise, the devices on that network will not have the correct network 
number or range. 6. 

To change a network number or range, follow these steps: 

1 Stop all routers connected directly to the network for which you are changing the 
network number or range to avoid conflicts. 

While the routers connected directly to the network for which you are changing the network 
number or range are stopped, the devices on that network cannot access services on 
other networks, nor can other devices on the internet access services on that network. 

2 In the Port Info dialog box, change the network number or range. 

For instructions on how to specify a different network number, see the section "Configuring 
a LocalTalk Port" in Chapter 4. For instructions on how to specify a different network 
range, see the section "Configuring an EtherTalk or TokenTalk Port" in Chapter 4. 

3 Click Define to close the Port Info dialog box. 

4 Save your changes to the setup document. 
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5 Repeat steps 2 through 4 for all seed routers connected directly to the network for 
which you are changing the network number or range. 

6 Important If more than one router is a seed router for a network, you must specify 
exactly the same network number or range when configuring the seed port on each seed 
router connected to that network. 6. 

6 After the routers have been off for at least ten minutes, restart the routers. 

The delay purges the network's old network number or range from the routing tables in 
all routers on the internet, allowing the routers to acquire the network's new network 
number or range when you restart them. 

Changing a zone name or zone list 

The zone name or zone list that you specify for an AppleTalk network appears in the 
routing tables in all routers on the internet and in the Chooser on each Macintosh on the 
internet. You should notify network users of any changes made to zone names or zone 
lists. To change a zone name or zone list, follow these steps: 

1 Stop all routers connected directly to the network for which you are changing the 
zone name or zone list to avoid conflicts. 

While the routers connected directly to the network for which you are changing the zone 
name or zone list are stopped, the devices on that network cannot access services on 
other networks, nor can other devices on the internet access services on that network. 

2 In the Port Info dialog box, change the network's zone name or zone list. 

For instructions on how to change a zone name, see the section "Configuring a LocalTalk 
Port" in Chapter 4. For instructions on how to change a zone list, see the section "Configuring 
an EtherTalk or TokenTalk Port" in Chapter 4. 

6 Important Before merging two existing zones-by giving one zone the same name as 
another zone-verify that all network services of the same type within the two zones have 
different names. 6. 
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3 Click Define to close the Port Info dialog box. 

4 Save your changes to the setup document. 

5 Repeat steps 2 through 4 for all seed routers connected directly to the network for 
which you are changing the zone name or zone list. 

6. Important If more than one router is a seed router for a network, you must specify 
exactly the same zone name or zone list when configuring the seed port on each seed router 
connected to that network. You can add zone names to a zone list in any order. The default 
zone for a network must be the same on all seed routers connected to the network. 6. 

6 After the routers have been off for at least ten minutes, restart the routers. 

The delay purges the network's old zone name or zone list from the routing tables in all 
routers on the internet, allowing the routers to acquire the network's new zone name or 
zone list when you restart them. 

Removing a device from a list of hidden devices 

When reconfiguring an AppleTalk port, you can remove a device from a list of hidden devices 
by following these steps: 

1 In the Hide Devices dialog box, select the item to be removed from the device list. 

2 Click Remove. 

The item no longer appears in the device list. 

3 Click OK. 

4 Save your changes to the setup document. 
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Removing a network from a list of hidden networks 

When reconfiguring a half-routing or tunneling port, you can remove a network number 
from a list of hidden networks by following these steps: 

1 In the Options dialog box, select the network number to be removed from the 
network list. 

2 Click Remove. 

The network number no longer appears in the list of network numbers. 

3 Click OK. 

4 Save your changes to the setup document. 

Removing a port configuration 

When the router is not running, you can remove an existing port configuration. To remove 
a port configuration, fo llow these steps: 

1 In a setup window, select an access method. 

2 Choose Clear Port Info from the Edit menu. 

Any information previously specified in the Port Info dialog box for the selected access 
method is cleared. 

3 Save your changes to the setup document. 
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Using a different startup document 

Router Manager allows you to create multiple setup documents. When the router is not 
running, you can select a different setup document for the router to use at startup. To 
select a different startup document, follow the instructions in the section "Selecting a 
Startup Document" in Chapter 3. 

Changing other router-startup options 

When the router is not running, you can change any of the settings in the Set Startup 
dialog box. You can turn the options ''Activate router at Macintosh startup" and "Cancel 
router startup if an error occurs" on or off. You can also specify the maximum sizes of 
routing tables and zone tables. For instructions on how to set these options, see the section 
"Configuring the Router for Startup" in Chapter 3. 

Customizing your view of a setup window 

Router Manager allows you to control the display of information in a setup window. Once 
you choose a view, Router Manager uses that view until you choose a different view. 

Displaying a detailed or summary view 

You can choose a detailed or summary view of a setup window. By default, Router Manager 
displays a detailed view of a setup window. In the View menu, a checkmark indicates the 
view that is currently selected. 
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Figure 8·1 The View menu 

To see a detailed view of a setup window, choose Detailed from the View menu. 
A detailed view of a setup window provides the following information: 

• all of the router's physical ports 

• all access methods available for each physical port 

• a port description, the current status, and the current settings for each port 

To see a summary view of a setup window, choose Summary from the View menu. 
A summary view of a setup window lists only the physical ports and access methods that 
have been configured. 

Setting the numeric display format 

You can choose a decimal or hexadecimal numeric display format for the network numbers 
and ranges displayed in a setup window. By default, Router Manager displays network 
numbers and ranges in decimal numbers. In the View menu, a checkmark indicates the 
view that is currently selected. 

To display network numbers and ranges in decimal numbers, choose Decimal from 
the View menu. To display network numbers and ranges in hexadecimal numbers, choose 
Hexadecimal from the View menu. 

You can specify network numbers and network ranges as either decimal or hexadecimal 
numbers, regardless of the current numeric display format. Router Manager converts all 
numbers to the current format. In Router Manager, a $ character must precede 
hexadecimal numbers. 
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Changing the administrator's password 

To change the administrator 's password, follow these steps: 

1 Choose Set Password from the Control menu. 

The following dialog box appears. 

To preuent others from chilnging the 
router settings, enter il pilssword. 

Pilssword: II 
"---------' 

Reenter Pilssword: 1-1 __ ---' 

[ (ilncel 1 ~ OK ] 

2 Type your new password in the Password text box. 

You can use a maximum of eight characters in your password, and can use uppercase and 
lowercase letters to distinguish passwords. The characters that you type appear as bullets 
to prevent others from learning your password. 

3 Press Tab to move to the Reenter Password text box, then type your new password 
again in the Reenter Password text box, exactly as you did the first time. 

You must type your password exactly as you did before, including your use of uppercase and 
lowercase letters. Typing your password again confirms that you have entered it correctly. 

4 Click OK to change your password. 

You must enter your password whenever you subsequently open Router Manager. You 
must type your password exactly as you did when setting your password, including your 
use of uppercase and lowercase letters. 
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Removing password protection 

To remove password protection from Router Manager, follow these steps: 

1 Choose Remove Password from the Control menu. 

The following alert box appears. 

Are you sure you want to remoue 
password protection from Router 
Manager? 

r Cancel 1 nRemoue J 

2 Click Remove to verify that you want to remove password protection. 

You no longer have to enter an administrator 's password to open Router Manager. 

88 Chapter 8 Modifying the Router 's Setup 



9 Monitoring the Router 

Router Manager allows you to monitor the operation of the Apple Internet Router. The 

Apple Internet Router also supports the Simple Network Management Protocol (SNMP), 

which allows a network administrator working at a remote computer to obtain statistical 

and other information from the router. 

This chapter explains how to use Router Manager to monitor network routing information, 

router statistics, and port statistics-including routing activity, network reliability, and 

network errors-when the router is running. 

When monitoring router operation, you can open multiple windows concurrently- including 

the setup window for the startup document, the Network Information window, the Router 

Statistics window, the Port Statistics window, and the Router Log. 



Monitoring network routing information 
The Network Information window displays a routing table, which contains the current 
routing information for the entire internet. As described in the sections that follow, you 
can display a detailed or summary view of the routing information, display network numbers 
and ranges as either hexadecimal or decimal numbers, sort the routing information, and 
temporarily prevent the display from being updated. Once you choose a view of the 
routing information, Router Manager uses that view until you choose a different view. 

When the router is running, choose Network Information from the Windows menu to display 
the current routing information for the network. The Network Information window appears. 
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~ 
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[ Pause 1 Sort by: I Distance ~I 
Netvor-lc: Range Zone Name Distance Forvarding Port Next Router 

'ft1; 45100 48500 EnginecEoring J 3t"d Floor ° 'ft1; Ethecn.t (45100, 32) D 

~ 62446 Engineering J 3rd Floor 0 ~ Printer Pod (108) 
" 
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43000 43008 EngineE't-ing J 2nd Floor 1 jfJ; Eth.cn.t 45100 , 163 :< 
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43 LouisE- 's Lair 1 #f; Ethernot 45100 , 239 
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Figure 9·1 The Network Information window 

The Network Information window displays the current numbers of networks in and 
zones on the internet. 
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The routing table 

The router maintains an internal routing table, consisting of entries that represent the 
shortest path to each destination network on an internet. Whenever the router receives 
routing information from other routers on the internet, it updates its routing table to 

reflect any changes to the internet- such as networks added to or removed from the internet. 

• Note If the router is not a seed router for a network, it can display that network's 
routing information in the Network Information window only after it obtains that 
information from a seed router on that network. Thus, once the routers on a network 
exchange their routing tables and the router receives the routing information for a 
network that is connected to a nonseed port from a seed router for that network, the 
router can send packets to that network. 

The router displays network ranges and zone lists for networks that are connected to 

half-routing and tunneling ports after it remaps and clusters the network numbers. + 

The routing table displayed in the Network Information window lists the current routing 
information for each destination network and zone on the internet. Each entry includes 
the following information about a destination network: 

• Network Range The network number or range of network numbers assigned to a 
destination network. If a network is connected directly to the router, an icon at the 
left of the network range indicates the access method for the port to which the network 
is connected. 

• Zone Name The zone name for a destination network. 

• Distance The routing distance in hops from the router to a destination network. 
Networks that are connected directly to a router have a routing distance of zero hops. 

• Forwarding Port The port description for a port through which the router forwards 
packets to a destination network. An icon at the left of the forwarding port indicates 
the access method for the forwarding port. Figure 9-2 shows how the router uses a 
forwarding port to forward packets to the next router for a destination network. 

• Next Router The node address of the next router in the path to a destination network 
to which the router is forwarding packets. The next router is on the network connected 
to the forwarding port. 
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Internet A 

................... 

Backbone 

Internet B 

Figure 9·2 A forwarding port 

....... ~ 

The forwarding port to which the next router is connected determines the type of node 
address displayed. 

• If the forwarding port is a LocalTalk port, the node address of the next router is its node 
ID. If the next router is that on which Router Manager is running, the node address listed 
for the next router is that of the forwarding router itself and appears in parentheses. 

• If the forwarding port is an EtherTalk or TokenTalk port, the address of the next router 
consists of its network number and node ID. If the next router is that on which Router 
Manager is running, the node address listed for the next router is that of the forwarding 
router itself and appears in parentheses. 

• If the forwarding port is a half-routing port, the next router is represented as the 
phone number to which the port is connecting, if that number is known. 

• If the forwarding port is a tunneling port, the next router is represented as an address 
in the foreign network system on which the tunnel is built, rather than as an AppleTalk 
address. For more information about IP tunneling ports, see Using the AppleTalk/iP 
Wide Area Extension. 

Using the information in the routing table, the router can determine the most efficient 
path over which to forward a data packet to its destination network. 
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Displaying a detailed or summary view 

You can display either a detailed or summary view of the current routing information in 
the Network Information window. By default, Router Manager displays a detailed view of 
the routing information. In the View menu, a checkmark indicates the view that is 
currently selected. 

To see a detailed view of the routing information, choose Detailed from the View 
menu. A detailed view provides the following routing information for each zone in each 
network on an internet: 

• the network's number or range 

• the zone 's name 

• the distance to the network in hops 

• the network's forwarding port 

• the next router in the path to the network 

To see a summary view of the routing information, choose Summary from the View 
menu. A summary view of the routing information includes only one entry for each network 
on an internet. Only the first zone name in each network's alphabetical zone list appears 
in the summary view. When a network has more than one zone, an ellipsis C ... ) follows 
that zone name, indicating that other zones are present. 

Setting the numeric display format 

You can choose a decimal or hexadecimal numeric display format for network numbers 
and ranges displayed in the Network Information window. By default, Router Manager 
displays network numbers and ranges in the routing table in decimal numbers. In the 
View menu, a checkmark indicates the view that is currently selected. 

To display network numbers and ranges in decimal numbers, choose Decimal from 
the View menu. To display network numbers and ranges in hexadecimal numbers, choose 
Hexadecimal from the View menu. 

You can specify network numbers and network ranges as either decimal or hexadecimal 
numbers, regardless of the current numeric display format. Router Manager converts all 
numbers to the current numeric display format. In Router Manager, a $ character must 
precede hexadecimal numbers. 
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Sorting the routing table 

You can select a sort key and a sort direction by which to sort the routing table in the 
Network Information window. 

Selecting a sort key In the Network Information window, you can sort the entries in 
the routing table by network range, zone name, distance, or forwarding port. By default, 
the entries are sorted by distance. To sort the routing table using a different sort key, 
select the type of information by which the routing table is to be sorted in the "Sort by" 
pop-up menu. A checkmark indicates the type of information by which the routing table 
is currently sorted. 

Network Range 
~II -/ Zone Name 

Distance 
Forwarding Port 

Figure 9-3 The "Sort by" pop-up menu 

The heading of the column containing the type of information by which the routing 
table is currently sorted is underlined. Figure 9-4 shows the routing table in the Network 
Information window sorted by zone name. 
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Figure 9-4 The routing table sOl1ed by zone name 
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• Note Alternatively, you can change the sort key by clicking the heading for the column 
that contains the type of information by which you want to sort the routing table. • 

Selecting the sort direction The Network Information window displays the routing 
information sorted in ascending order by default-that is, from A to Z or from the lowest 
to the highest number. To sort the routing information in ascending ordel~ choose Ascending 
from the View menu. If you want to sort the routing information in descending order, 
choose Descending from the View menu. A checkmark indicates the view that is currently 
selected . 

..I Detailed 
Summary 

..IDecimal ~D 

HeHadecimal ~H 

..I Ascending ~( 

Descending ~I 

ihn Cmp!) 
Line Gn; pt~ 

Figure 9·5 The View menu 

Freezing the display 

To prevent the display of the routing table temporarily from being updated, click Pause. 
The Pause button changes to Resume. To update the routing table click Resume. 
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Monitoring network activity and 
reliability over time 

The Router Statistics window displays information about router activity levels, network 
reliability, and network error rates. It also allows you to control the graphing of that 
information. You can display router statistics as either bar graphs or line graphs. To open 
the Router Statistics window, choose Router Statistics from the Windows menu. 

0 Router Statistics 

~ 
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Npt .... orl< Activit., : Network Err-Drs: 
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Idle Busy Low High 

Figure 9-6 The Router Statistics window with bar graphs 

The Router Statistics window allows you to monitor the following information: 

• Statistics last reset at The time and date when the router statistics were last reset or 
the router was last restarted. 

• Packets Routed The total number of packets received and forwarded by the router 
since the router statistics were last reset or the router was last restarted. This total 
includes only AppleTalk packets passing through the router-not packets generated by 
nonrouting services on the user port or packets generated by software using AppleTalk 
routing protocols. 

• Network Activity The current level of network activity, or traffic, through the router, 
averaged over the selected period and displayed on a scale of from 0 to 200 packets 
per second. 

• Network Reliability The percentage of packets routed successfully, without error. 

• Network Errors The current level of network errors, which is the proportion of 
router traffic on which errors occur, averaged over the selected period and displayed 
on a scale of from 0 to 10 percent. 

96 Chapter 9 Monitoring the Router 



Displaying network activity and error statistics 
as bar graphs 

To display network activity and error statistics as bar graphs, follow these steps: 

1 Choose Bar Graph from the View menu. 

A checkmark indicates the view currently selected. 

2 To specify the period of time represented in the graphs, select a time period in the 
"Graphs show data for the past" pop-up menu in the Router Statistics window . 

• I. ../2 seconds 
30 seconds 
1 minute 
5 minutes 

A checkmark indicates the time period currently selected. 

Displaying network activity and error statistics 
as line graphs 

To display network activity and error statistics as line graphs, follow these steps: 

1 Choose Line Graph from the View menu. 

The Router Statistics window appears as shown in the following figure. 
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2 To specify the period of time represented in the graphs, select a time period in the 
"Graphs show data for the past" pop-up menu in the Router Statistics window . 

Graphs show data for the past: ../5 minutes 
1 hour 
24 hours 

A checkmark indicates the time period currently selected. 

3 To specify the maximum number of packets per second represented in the Network 
Activity graph, select a number of packets per second in the Throughput pop-up menu. 

Throughput 
(packets/sec) 

• 10 
100 
1000 
10 K 

A bullet indicates the number of packets per second currently selected. 

Monitoring port statistics 

The Port Statistics window displays statistics for the ports configured on the router
including various types of operations and errors on the internet. When the router is 
running, you can choose Port Statistics from the Windows menu to open the Port Statistics 
window, shown in Figure 9-7. 

In addition to listing the statistics for each port configured on the router, the Port Statistics 
window lists totals for all ports on the router. The values of the port statistics increase from 
the time that you start the router until you reset the router statistics or stop the router. 
Statistics for ports that are currently inactive appear in italics. The Port Statistics window 
also displays the time and date at which the statistics were last reset or the router was last 
restarted. 
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Figure 9-7 The Port Statistics window 

Monitoring incoming and outgoing traffic 

In the Port Statistics window, you can monitor incoming and outgOing traffic on each port 
or on the router as: 

• Packets In The total number of packets received for forwarding by the router since 
the statistics were last reset or the router was last restarted, indicating the amount of 
incoming traffic on a port or on the router. 

• Packets Out The total number of packets forwarded by the router since the statistics 
were last reset or the router was last restarted, indicating the amount of outgoing 
traffic on a port or on the router. 

• Note The totals for Packets In and Packets Out include only AppleTalk packets, not 
packets generated by nonrouting services on the user port or packets generated by 
software using AppleTalk routing protocols. + 

• Name Requests In The total number of requests for device names generated by end 
nodes and received through a port or by the router. Name Requests allow end nodes 
to acquire device names for device lists in the Chooser or in other networking 
application programs. 
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• Name LookUps Out The total number of name lookups generated by a port or by the 
router, in response to incoming name requests. When the router receives a Name 
Request, it generates a Name Lookup for each network having a zone list that contains 
the zone named in the request. 

Monitoring network errors 

In the Port Statistics window, you can monitor the following types of network errors on 
each port or on the router: 

• Data Link Errors The number of hardware errors encountered on receiving and 
forwarding packets. 

• Packet Buffer Overflow The number of packets discarded by the router because the 
rate at which it received packets exceeded the rate at which it could forward the 
packets and its packet buffer became full. 

• Unknown Network The number of packets discarded by the router because it received 
requests to route packets to networks not listed in its routing table and was unable to 

forward the packets. 

• Hop Count Exceeded The number of packets not forwarded by the router because the 
paths to their destination networks exceeded the maximum routing distance of 15 hops. 

• Routing Table Overflow The number of routing packets discarded by the router because 
the number of AppleTalk networks on the internet exceeded the router 's current 
maximum number of routing table entries and the router was unable to add the 
packets' destination networks to the routing table. 

• Local Net Setup Conflicts The number of routing packets received by the router that 
have a different network number or range for the network over which they were sent 
than that specified in the current setup for the router being monitored. Such setup 
errors occur when a network is connected directly to two routers and the configurations 
for the ports to which that network is connected contain conflicting network numbers 
or ranges. 

• Remote Net Range Coriflicts The number of routing packets received by the router that 
indicate a routing table maintained by another router contains a network range that 
conflicts with a network range listed in the routing table in the router being monitored. 

• Router Version Mismatch The number of routing packets received from another 
router on the internet that does not support AppleTalk Phase 2. 
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Resetting router and port statistics 
You can reset the statistics that appear in the Router Statistics and Port Statistics 
windows, including: 

• the number of packets routed displayed in the Router Statistics window, which indicates 
[he level of router activity 

• the numbers of incoming and outgoing packets displayed in the Port Statistics window, 
which indicate the amount of traffic over the router 

• the numbers of various types of possible network errors displayed in the Port 
Statistics window 

• the time and date when the statistics were last reset displayed in the Router Statistics 
and Port Statistics windows 

The number of packets routed and the other port statistics increase from the time at 
which you start the router until you reset the statistics or stop the router. To reset the 
router and port statistics, follow these steps: 

1 Choose Reset Statistics from the Control menu. 

The following alert box appears. 

2 Click Reset. 

Resetting the statistics sets all current 
router statistics to zero. Rre you sure 
you want to reset the router statistics? 

[( Cancel ~ [ Reset 1 

Router Manager resets the number of packets routed and the values of the other port 
statistics to zero, then again begins increasing their values. It also changes the time and date 
when the statistics were last reset or the router was last restarted-which is displayed in 
the Router Statistics and Port Statistics windows-to the current time and date. Resetting 
the statistics does not affect the graphs in the Router Statistics window. 
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Exporting information 

You can save the information in the Network Information and Port Statistics windows as 
tab-delimited text in a document that various types of application programs can read, 
including spreadsheet and word-processing programs. 

To export the network routing information in the Network Information window or the 
statistics in the Port Statistics window, follow these steps: 

1 Choose Network Information or Port Statistics from the Windows menu to open the 
corresponding window. 

2 Choose Export Data from the File menu to save the information in a text document 
that has a tab-delimited format. 

The following dialog box appears. 

IOJ Router Stuff ..... 1 

l": Cl aig '~ Pod Sh1i~ 1i e~ Q 
o Hou1 (Or !hJm in 5X 
o Setup Docs 

Salle as: 

3 Name and save the document. 

=Mac Too 

Desktop 1 

New 0 1 

[ Cancel 1 

n Salle ] 

Router Manager saves the text in a tab-delimited format. 
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Printing 
You can print the information displayed in any of the following windows: 

• a setup window-including the port information defined in the Port Info dialog box 
for each port 

• the Network Information window 

• the Port Statistics window 

• the Router Log 
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10 Troubleshooting 

While using Router Manager to set up the router or during router operation, you may 

encounter problems that require troubleshooting. This chapter gives an overview of the 

troubleshooting process, which provides an effective strategy for defining, isolating, and 

solving problems. This chapter also describes how to recognize and solve some problems 

that you might have with your network, the internet, or the router; and how you can use 

the Router Log to help you to identify problems. 

If you specify invalid or conflicting information when setting up the router, a message 

informs you about the error and describes how to correct it. Messages also alert you to 

problems encountered during router operation, whenever possible. This chapter provides 

additional information about some of the messages that may appear in Router Manager

for example, messages that may require further action to solve a problem or for which 

there are alternative solutions. 



Diagnosing and solving problems 

The following steps represent a troubleshooting strategy that can help you to define, isolate, 
and solve problems with a network, the internet, or the router. 

1 Determine the symptoms of the problem. 

Gather information from users to define the nature of the problem. If users report more 
than one problem, define and troubleshoot each problem separately. 

2 Ascertain whether the network is the source of the problem. 

The network is not the source of the problem if one or more of these conditions exist: 

• After disconnecting the network from the device, you can still reproduce the problem 
on that device. 

• A hardware device has failed. 

• A user is experiencing the problem only within one application program. 

• The problem resulted because a procedure was performed incorrectly by the user. 

The network is the source of the problem if one or more of these conditions exist: 

• Users cannot access a network service. 

• Access to a network service is intermittent. 

• One or more devices cannot communicate with other devices. 

• Network performance is degraded. 

For additional information that can help you to determine whether there is a problem 
with the network, see the section "Network Problems" later in this chapter. 

3 Identify the location of the problem and determine its scope. 

Systematically examine progressively smaller components of the network to isolate 
the problem. 

• First, identify what network or networks in the internet are affected by the problem. 

• If the problem affects more than one network, determine whether the networks are 
connected. 
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• If the problem is isolated to one network, ascertain whether the problem affects more 
than one device. 

• Determine whether there is an excessive amount of traffic between or within specific 
networks. 

• Verify that the network topology is correct. 

• Determine whether a network exceeds the maximum cable length or number of devices. 

• Determine whether the Macintosh computer on which the router is running or 
another hardware device is causing the problem. 

• Determine whether the router software or other software running on a specific device 
is causing the problem. 

You must determine whether a problem is caused by the network or the router. For 
additional information that can help you to determine whether the internet or the router 
is the source of the problem, see the sections "Internet Problems," "Problems With Wide 
Area Internets," and "Problems With the Apple Internet Router" later in this chapter. 

4 Identify the cause of the problem. 

Once you've isolated the problem to the router or another specific device: 

• Verify that its connecting cables are undamaged and connected properly. 

• Ascertain whether the router Macintosh or another device is malfunctioning. 

• If the hardware is functioning properly, determine whether there is a software problem. 
If the router is the source of the problem, verify that the router software was installed 
and set up properly. 

For information about various conditions that can cause specific problems with the 
internet or the router, see the sections "Internet Problems," "Problems With Wide Area 
Internets," and "Problems With the Apple Internet Router" later in this chapter. 

5 Verify and correct any problem with the network, the router Macintosh or other device, 
or software running on a device. 

Check the Router Log to verify possible problems with the router. For information about 
the Router Log, see the section "Using the Router Log to Obtain Information About 
Router Operation" later in this chapter. 
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For information about solutions to problems with the internet or the router, see the 
sections "Internet Problems," "Problems With Wide Area Internets," and "Problems With 
the Apple Internet Router" later in this chapter. 

Network problems 

This section describes the symptoms and causes for network problems that can affect the 
operation of a router. 

Missing devices 

These symptoms may occur if a device is missing on a network: 

• Users are unable to access another zone, another network, a file server, a printer, or 
the local network. 

• Users cannot send electronic mail. 

• A device list changes intermittently. 

A device may be missing for one of the following reasons: 

• The device is not on. 

• The device is malfunctioning. 

• A break exists in a network connection due to: 
o a defective network interface card 
o a network interface card not seated firmly in its expansion slot 
o a cable disconnected from a connector box 
o a disconnected cable extender 
o a broken cable 

o broken or damaged connector pins 

• An inappropriate type of media- such as video or phone cabling-connects devices 
on the network. 
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Intermittent access to network services and devices 

A device appears intermittently in a device list in the Chooser or another application program. 

The number of cyclic redundancy check (CRC) errors that occur is excessive. 

Causes 

A network connector is loose. 

A cable extender is loose. 

A cable is damaged or crimped. 

The network does not have the proper topology. 

The network is not terminated properly. 

The network's cable length exceeds the maximum. 

The number of devices on the network exceeds 
the maximum. 

Electromagnetic interference exists. 

Solutions 

Reconnect the connector. 

Reconnect the extender to the cable. 

Replace the cable. 

Layout the network properly. 

Terminate the network a~ required by the cable type. 

Install a repeater. 

Subdivide the network with a bridge or router. 

Subdivide the network with a bridge or router. 

Reroute twisted-pair or coaxial cable. 

Replace the cable with fiber-optic cable. 

Replace the cable with shielded cable. 
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Degradation of network performance 

Users experience delays in network services. 

Causes 

An excessive amount of traffic exists on the network. 

The number of shared services on the network is 
insufficient- for example, printers or file servers. 

The number of devices on the network exceeds the 
maximum. 

System software conflicts exist between devices on the 
network. 

Incompatible device drivers-for example, LaserWriter 
drivers-are installed on devices on the network. 

Users are using network services inappropriately. 

Too many network services are running on a server. 

Excessive routing distances exist between networks. 

A virus has infected devices on the network. 
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Solutions 

Ask users to access devices that aren't busy. 

Subdivide the network with a bridge or router. 

Add a backbone network. 

Use a network system that has a faster data 
transmission rate. 

Add shared services as needed. 

Add a prim server. 

Subdivide the network with a bridge or router. 

Install the same version of the system software on all 
devices on the network. 

Install the same versions of the device drivers on all 
devices on the network. 

Ask users to copy application programs from file servers 
to their own hard disks before opening the programs. 

Move one or more services to another server. 

Change the placement of routers in the network to 
reduce the number of hops between a server and devices 
on other networks that frequently access its services. 

Add a backbone network. 

Use a virus-protection program to detect and eradicate 
any viruses. 



Using the Router Log to obtain 
information about router operation 

The router records information about its operation in the Router Log, which indicates the 
router's current status and any errors that prevent the router from running. When the 
router starts, it records the status of its ports in the Router Log, indicating any errors that 
prevent a port from being activated. When the router is running, the Router Log provides 
additional information about errors indicated in the Port Statistics window. 

• Note To prevent the Router Log from being filled with repeated occurrences of the 
same error, the router does not list all occurrences of a type of error. The router logs an 
error only when it has not recently encountered an error of the same type-that is , within 
the last 15 minutes to 1 hour . • 

To display the Router Log in Router Manager, choose Router Log from the Windows 
menu. Figure 10-1 shows a Router Log. The most recent entries appear at the top . 

D 
Date 

8/18/92 

8/18/92 

8/18/92 

8/1 8 /92 

8/18/92 

8/18/92 

8/17/92 

8/17/92 

8/17/92 

8/17/92 

8/17/92 

8/17/92 

8/17192 

8/17 /92 

8/17 192 

8/17 /92 

8/ 17 /92 

8/ 17/92 

8/17/92 

8/13/92 

8/13192 

8/13/92 

Time 

3:00 :23 PM 

3:00 :18 PM 

3 :00 :14 PM 

3 :00 :1 3 PM 

3 :00 :12 PM 

3 :00:07 PM 

5 :37:04 PM 

5:29:23 PM 

5 :29:18 PM 

5 :29 :14 PM 

5 :29:12 PM 

5:29 :12 PM 

5:28:26 PM 

4 :17:16PM 

4 :17 :11 PM 

4 :17 :07 PM 

4 :17 :05 PM 

4 :17 :05 PM 

4 :16 :59 PM 

1 :54:46 PM 

12:04:39 PM 

11 :58:46 AM 

Router log 
Activity 

Connecting Ethern€'t . 

Checking seed info on Printet- Port. 

~~~)t::.::,':::~:;:~oo, .~ . ~oc" '00' ," '-', ,. II 
Ch€'cking seed info on Print.;.r Port. 

Opening Printer Pod . 

*** Router ;s st.ar-ting up with AURP Debugging 2. 

** * Router;s stopping . 

Connecting Ethe>met . 

Checking seed info on Printer Pod _ 

Opening E the-met . 

Opening Print",r Port. 

*** Router is starting up with AURP Debugging 2. 

*** Router is stopping . 

Unknown Network Number- . Dest: 27004 ~ 2 2 ($697C 1 $16) , Sour-co? : 

Unknown Ne-twork Number . D€>st: 27004, 22 ($697C , $16) , Sout"ce : 

Connecting Ethernet. @ 
-0 

Figure 10-1 The Router Log 
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When the Router Log is the active window, you can clear the Router Log by choosing 
Clear Log from the Edit menu. 

Router Manager saves the Router Log as a text document in the Preferences folder. 
You can open this text document using most word-processing application programs. 

You can use the Router Log to obtain information about the router's operation or to 

verify possible problems with the router. For information about using the Router Log to 

verify problems, see the section "Internet Problems" later in this chapter. 

Internet problems 
This section describes the symptoms, causes, and solutions for some internet problems 
that you might encounter during router operation, either exclusively on local internets, or 
on both local internets and wide area internets. 

Before following any of these troubleshooting scenariOS, verify that the network's 
hardware, cabling, or connections are not the source of the problem. In some cases, network 
problems, errors in the router setup, or the presence on the internet of a router that does 
not support AppleTalk Phase 2 are all possible causes of a symptom. 

For additional information about problems with wide area internets, see Using the 
AppleTalk/IP Wide Area Extension and Using the AppleTalk/X25 Wide Area Extension. 

6. Important If solving a problem requires that you modify a port configuration or other 
router setup information in the startup document, you must first stop the router. Use 
Router Manager to modify the router 's startup document, then restart the router. 6. 
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One or more devices appear in the wrong zone in the Chooser on one or more computers 
on the network. 

Causes 

In a local internet: 

After changing a zone name, the administrator restarted 
the router Macintosh without waiting the recommended 
delay period. Thus, the new zone name appears in the 
Chooser on only some computers on the network. 

The administrator changed a zone name on the internet 
while a router was disconnected from the network, then 
reconnected the router. 

On a router Macintosh that is concurrently being used as 
a file server or print server, the administrator selected the 
wrong AppleTalk connection as the user port or selected 
the wrong zone, using the Network control panel. 

Devices that should be in the same zone are not. 

Causes 

In a local internet: 

When configuring ports on a router, the administrator 
specified one or more zone names incorrectly. 

One or more devices on the network are in the wrong 
zone, because the user or administrator selected the 
wrong zone name in the Network control panel. 

Solutions 

Stop all routers connected to the network with the 
new zone name for at least ten minutes-allowing the 
routers to clear the obsolete zone information from 
their routing tables. Then restart all of the routers and 
they will update their routing tables with the new zone 
name automatically. See "Stopping the Router" in 
Chapter 8 and "Starting the Router" in Chapter 3. 

Stop the router, then change the user port or the zone, 
as necessary. See "Designating an AppleTalk Connection 
as the User Port" in Chapter 2 or "Changing the Router 's 
Zone" in Chapter 8. 

Solutions 

For each network affected by this problem, identify any 
incorrect zone names in the zone list and specify zone 
names that are identical to those on the seed router. 
See "Renaming a Zone in the Zone List" in Chapter 4. 

On each device affected by this problem, select the 
proper zone name in the Network control panel. See 
"Changing the Router 's Zone" in Chapter 8. 
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A device does not seem to be functioning or the device performing a particular function is not the 
device that the user selected. 

Causes 

In a local internet: 

Duplicate device names exist in a zone, because one or 
more of the devices having the same name were named 
before being connected to the network, or zones containing 
devices having the same name were merged. AppleTalk 
protocols detect duplicate devices names only at startup. 

Solutions 

In zones affected by this problem, check the device list 
for devices having the same name that are of the type 
experiencing problems. Rename all but one of the 
devices having the same name. 

Restart all devices of the type experiencing problems. 
Device-name conflicts are resolved automatically at 
device startup, generally by suffixing each duplicate 
name with a number. 

A hidden device appears in the Chooser on one or more computers on the network 
from which it is hidden. 

Causes 

In a local internet: 

A redundant path to the device exists. 

The device name was specified incorrectly. 
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Solutions 

Hide the device when configuring the port through 
which a redundant path to the device exists. See "Hiding 
Devices on an Internet" in Chapter 4. 

Change the network topology to eliminate the 
redundant path to the device. 

Determine whether an incorrect device name is listed 
in the Hide Devices dialog box. Check for extra spaces 
or non printing characters in the name. Remove the 
incorrect device name, then add the correct device 
name to the list. See "Removing a Device From a List of 
Hidden Devices" in Chapter 8 and "Hiding Devices on 
an Internet" in Chapter 4. 



The wrong option-either "no devices" or "all devices 
except those listed"-is selected in the Hide pop-up menu 
in the Hide Devices dialog box. 

The device is hidden from the wrong port. 

Select the appropriate option in the Hide pop-up menu. 
See "Hiding Devices on an Internet" in Chapter 4. 

Select the correct port in the "from" pop-up menu. See 
"Hiding Devices on an Internet" in Chapter 4. 

A device name does not appear in the Chooser on one or more computers on the network. 

Causes 

In a local internet: 

A router on the internet is hiding the device. 

The routing distance to the missing network exceeds 
15 hops. 

Solutions 

Determine whether any router on the path from the 
device to the computer that cannot access the device is 
hiding the device. Remove the device from the list of 
hidden devices in that router 's port configuration. See 
"Removing a Device From a List of Hidden Devices" in 
Chapter 8. 

Change the placement of routers in the network, making 
all paths between networks shorter than 15 hops. 

In a wide area internet: 
If a tunnel or half-routing link connects the networks, 
network-number remapping is active, and no loops 
exist on the internet, configure the tunneling ports to 
allow a routing distance that is greater than 15 hops. 
See '~Iowing Routing Distances Greater Than 15 
Hops" in Chapter 7. 

On a tunneling port, if "Increase routing distance by" is 
selected in the Options dialog box, either deselect it or 
decrease the number of hops. See "Increasing the 
Routing Distance Through a Port" in Chapter 7. 

(continued). 
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In the seed routers ' setup, two or more networks have 
the same network number or overlapping network ranges, 
causing only the zones or devices in the network found 
fIrst during the Chooser's zone or device search-usually 
that having the shortest routing distance-to be displayed. 
This also occurs when network-number remapping is 
active and the network range for a local network overlaps 
the remapping range. 

In a wide area internet: 

Network hiding is active on a tunneling port and the 
computer on which the device does not appear in the 
Chooser is on a network that is hidden from the network 
on which the device resides. 

Network-number remapping is active on a tunneling port 
and the Router Log indicates that the router failed to 

remap all of the network numbers, because they did not 
fit into the remapping range specified. 

Hop-count weighting is active on a tunneling port and a 
device across the tunnel is more than 15 hops away from 
a computer on the network connected to that port. 
Thus, that device does not appear in the Chooser on the 
computer across the tunnel. 
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Assign a different network number or range to the 
network for which zones and devices do not appear in 
the Chooser. See "Changing a Network Number or 
Range" in Chapter 8. 

In a wide area internet: 

Specify a remapping range that does not conflict with 
an existing network number or range. Sec "Remapping 
Remote Network Numbers" in Chapter 7. 

If a tunnel or half-routing link connects the networks 
having conflicting numbers or ranges, activate network
number remapping. See "Remapping Remote Network 
Numbers" in Chapter 7. 

Remove the network on which the computer resides 
from the list of hidden networks in the pon configuration 
for that router. See "Removing a Network From a List of 
Hidden f'ietworks" in Chapter 8. 

Move the device on which the Chooser is running to a 
network that is not hidden. 

Specify a larger remapping range. See "Remapping 
Remote Network Numbers" in Chapter 7. 

Deactivate hop-count weighting on that port. See 
"Increasing the Routing Distance Through a Pon" in 
Chapter 7. 



One or more zones 01' networks do not appear in the Network Information window 
in Router Manager. 

Causes 

In a local internet: 

Either the port to which a missing network is directly 
connected is inactive or a port on a router in the path to 
a missing network is inactive. 

The number of routing table entries exceeds the maximum 
specified. Thus, the routing table does not contain a 
complete list of networks. 

The number of zones defined in the internet exceeds the 
maximum number of zone table entries specified. Thus, 
the zone table does not contain a complete list of zones. 

The port information for an AppleTalk port configured as 
a seed port conflicts with that for an existing seed port on 
another router, so the router deactivated the port having 
conflicting port information. 

Solutions 

Determine whether a port is inactive on a router in the 
path from the network or networks to the router on 
which the networks do not appear in the Network 
Information window. Activate the POlt. See 'l\ctivating 
and Deactivating Ports" in Chapter 8. 

Check the Router Log to verify the problem. Stop the 
router. In the Set Startup dialog box, increase the number 
of routing table entries. Restart the router Macintosh 
and start the router. See "Specifying the Routing Table's 
Maximum Size" in Chapter 3. 

Combine two or more networks into one. 

Use a bridge to combine separate networks into a larger 
network, having a single network number or range. 

Check the Router Log to verify the problem. Stop the 
router. In the Set Startup dialog box, increase the number 
of zone table entries. Restart the router Macintosh, 
then start the router. See "Specifying the Zone Table's 
Maximum Size" in Chapter 3. 

Check the Router Log to verify the problem. Specify 
the correct port information for the AppleTalk port with 
conflicting port information. See 'l\dding or Changing 
a Port Configuration" in Chapter 8. 

Check the Router Log to verify the problem. Make the 
AppleTalk POlt with conflicting POlt information a nonseed 
port. See "Configuring a LocalTalk POlt" or "Configuring 
an EtherTalk or TokenTalk Port" in Chapter 4. 

(continued). 
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There is no seed router on that network and the routers 
connected to that network have not yet obtained its 
network number. 

The routing distance to the missing network exceeds 
15 hops. 

In a wide area internet: 

The port information for a half- routing port contains an 
invalid password and the half-routing link could not be 
established. 

The port information for a half-routing port contains an 
incorrect phone number and the half-routing link could 
not be established. 

The router was unable to establish or maintain a 
half-routing link. 
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On a router connected to that network, designate an 
AppleTalk port as the seed port, then specify a network 
number or range and a zone name or list for that port. 
See "Configuring a LocalTalk Port" or "Configuring an 
EtherTalk or TokenTalk Port" in Chapter 4. 

Change the placement of routers in the network, making 
all paths between networks shorter than 15 hops. 

In a wide area internet: 

If a tunnel or half-routing link connects the networks, 
network-number remapping is active, and no loops 
exist on [he internet, configure the tunneling ports to 
allow a routing distance that is greater than 15 hops. 
See '1\llowing Routing Distances Greater Than 15 
Hops" in Chapter 7. 

On a tunneling port, if "Increase routing distance by" is 
selected in the Options dialog box, either deselect it or 
decrease the number of hops. See "Increasing the 
Routing Distance Through a Port" in Chapter 7. 

Check the Router Log to verify the problem. Type the 
correct password. See "Entering Your Password to 
Open Router Manager" in Chapter 8. 

Check the Router Log to verify the problem. Type the 
correct phone number. See "Originating a Connection" 
and "Calling Back to Establish a Connection" in 
Chapter 5. 

For information about troubleshooting half-routing 
links, see "Problems With Wide Area Internets" later in 
this chapter. 



Network hiding is active on a tunneling port and the 
network is hidden. 

Network-number remapping is active on a tunneling 
port, and the router detected a loop on the internet and 
deactivated that port. However, the routing distance to 
the network over the redundant path exceeds the 
maximum of 15 hops. 

Determine whether any router on the path from the 
network to the computer that cannot access the network 
is hiding the network. Remove the network from the 
list of hidden networks in that router's pon configuration. 
See "Removing a Network From a List of Hidden 
Networks" in Chapter 8. 

Check the Router Log to verify the problem. Change 
the network topology to eliminate all loops. 

Turn off network-number remapping in the Options 
dialog box. See "Remapping Remote Network 
Numbers" in Chapter 7. 

Problems with wide area internets 

This section describes problems that are encountered only on wide area internets. For 
additional information about problems with wide area internets, see Using the 
AppleTalk/JP Wide Area Extension and Using the AppleTalk/X25 Wide Area Extension. 

In the Network Information window in Router Managet; the forwarding port indicated for a network 
should be a half-routing or tunneling port, but is not. 

Causes 

Network-number remapping is active on a tunneling 
port, and the router detected a loop on the internet and 
deactivated that port. 

Solutions 

Check the Router Log to verify the problem. Change 
the network topology to eliminate all loops. 

Turn off network-number remapping in the Options 
dialog box. See "Remapping Remote Network 
Numbers" in Chapter 7. 
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None of the zones or devices on networks across a tunnel appear in the Chooser on computers on 
networks connected to an exterior router attempting to communicate through that tunnel. 

Causes 

Network hiding is active on a tunneling port and the 
networks on which the zones and devices reside are 
hidden. 

Network hiding is active on a tunneling port and the 
computer that cannot access the zones and devices is on 
a network that is hidden from the networks on which 
the zones and devices reside. 

The networks on which the zones and devices reside are 
more than 15 hops away from the computer on which 
the zones and devices do not appear in the Chooser. 

Network-number remapping is active on a tunneling port, 
and the router detected a loop on the internet and 
deactivated that port. However, the routing distance to 
the network over the redundant path exceeds the maximum 
of 15 hops. 

Network-number remapping is active on a tunneling 
port, the user port is not a seed pan, and no seed router 
is present on the network connected to the user port 
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Solutions 

Determine whether any router on the path from the 
zones and devices to the computer that cannot access 
the zones and devices is hiding the networks on which 
the zones and devices reside. Remove those networks 
from the list of hidden networks in that router's port 
configuration. See "Removing a Network From a List of 
Hidden Networks" in Chapter 8. 

Remove the network on which the computer resides 
from the list of hidden networks in the P011 configuration 
for that router. See "Removing a Network From a List of 
Hidden Networks" in Chapter 8. 

Move the device on which the Chooser is running to a 
network that is not hidden. 

If a tunnel or half-routing link connects the networks, and 
no loops exist on the internet, configure the tunneling 
ports to allow a routing distance that is greater than 15 
hops. See 'f\llowing Routing Distances Greater Than 15 
Hops" in Chapter 7. 

On a tunneling port, if "Increase routing distance by" is 
selected in the Options dialog box, deselect it. See 
"Increasing the Routing Distance Through a Port" in 
Chapter 7. 

Check the Router Log to verify the problem. Change 
the network topology to eliminate all loops. 

Turn off network-number remapping in the Options 
dialog box. See "Remapping Remote Network 
Numbers" in Chapter 7. 

Configure a router on that network as a seed router. 

Configure the user port as a seed port. 



None of the zones or devices on a network across a half-routing link appear in the Chooser on 
computers on networks connected to the router that is attempting to establish that half-routing link. 

Causes 

The administrator typed a valid password in the Port Info 
window for the half-routing port on the router originating 
or answering the call. 

The administrator selected the call mode and typed an 
incorrect phone number in the Port Info window for the 
half-routing port. 

With the answer-and-cal l-back mode selected, the phone 
number called back is not that of the router originating 
the connection. 

The phone line was noisy and the modem could not 
maintain the connection. 

The connection was broken and the modem was unable 
to reestablish the connection. 

The modem configurations are incompatible. 

Solutions 

Type the correct password in the Password and Reenter 
Password text boxes. See "Originating a Connection" 
and '1\nswering to Establish a Connection" in Chapter 5. 

Type the correct phone number in the Phone Number 
text box in the Port Info window for the half-routing port 
on which the call mode is selected. See "Originating a 
Connection" in Chapter 5. 

Type the correct phone number in the Phone Number 
text box in the Port Info window for the half-routing port 
on which the answer-and-call-back mode is selected. See 
"Calling Back to Establish a Connection" in Chapter 5. 

Consult the user's guide for your modem to determine 
whether this has occurred. If the problem persists, 
contact the modem manufacturer or the phone company. 

Reset the modems by turning them off, then on again . 

Reset the half-routing port by deactivating, then 
reactivating the port. 

Determine whether the modems are using the correct 
modem scripts by checking the connection selected in 
the Port Info window for each half-routing port. If not, 
select the appropriate connection. 

Consult the user's guides for the modems to determine 
whether they are configured properly and reconfigure 
them, as necessary. 
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Zones or devices on a network across a half-routing link appear intermittently in the Chooser on 
computers on the network connected to the router that established the half-routing link. 

Causes 

The amount of network traffic is excessive for a slow 
half-routing link. 

The phone line is noisy and the modem reduced its 
transmission rate to 2400 baud. 
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Solutions 

Check the Port Statistics window to determine whether 
the packet buffer is overflowing. If so, use a faster network 
system-such as bridged Ethernet -or a tunnel instead 
of the half-routing link. See "Monitoring Network Errors" 
in Chapter 9. 

Connect a modem with a faster data transmission rate 
to the router. 

Check the Port Statistics window to determine whether 
the packet buffer is overflowing. If so, provide a 
redundant path to the parts of the internet connected 
by the half-routing link. See "Monitoring Network Errors" 
in Chapter 9. 

Provide a redundant path, and use a faster network 
system or a tunnel to connect the parts of the internet 
connected by the half-routing link. 

Consult the user's guide for your modem to determine 
whether this has occurred. If the problem persists, 
contact the modem manufacturer or the phone company. 



Zones and devices on a hidden network appear in the Chooser on one or more computers on the 
network from which it is hidden. 

Causes 

A redundant path to the network exists. 

The administrator speCified the starting number of the 
network range incorrectly. 

The administrator selected the wrong option-"aU 
networks except those listed"-in the Hide pop-up menu 
in the Options dialog box. 

Solutions 

Hide the network on the port through which a 
redundant path to the network exists. See "Hiding 
Networks in an Internet" in Chapter 7. 

Change the network topology to eliminate the 
redundant path to the device. 

Determine whether a network number listed in the 
Options dialog box as the starting number of a network 
range is incorrect. Remove the incorrect network number, 
then add the correct network number to the list. See 
"Removing a Network From a List of Hidden Networks" 
in Chapter 8 and "Hiding Networks in an Internet" in 
Chapter 7. 

Select an appropriate option in the Hide pop-up menu. 
See "Hiding Networks in an Internet" in Chapter 7. 

A zone name associated with a network that is no longer accessible appears in the Chooser on one or 
more computers on the network. 

Causes 

On a half-routing or tunneling port, if a network that goes 
down is clustered and any other networks in the cluster 
remain on the internet, its zone names still appear in 
zone lists. 

Solutions 

When you can interrupt network services, deactivate 
the port connected to the network, wait at least ten 
minutes, then reactivate the port to force reclustering. 
See ''Activating and Deactivating Ports" in Chapter 8. 

Disconnect the other networks in the cluster. 
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A tunneling port is not activated when starting the router. 

Causes 

The administrator is using a startup document in which 
the tunneling port is configured as inactive. 

Network-number remapping is active on a tunneling 
port, and the router detected a loop on the internet and 
deactivated that port. 

Solutions 

With the router running, click the Active button in the 
Port Info window for the tunneling port, then click 
Define to activate the POlt temporarily. See '1\ctivating 
and Deactivating Ports" in Chapter 8. 

When the router is not running, click the Active button 
in the Port Info window for the tunneling port and click 
Define , then save the setup document with the 
tunneling port configured as active. See '1\ctivating and 
Deactivating Ports" in Chapter 8. 

Check the Router Log to verify the problem. Change 
the network topology to eliminate all loops. 

Turn off network-number remapping in the Options 
dialog box. See "Remapping Remote Network 
Numbers" in Chapter 7. 

Once the primary path to a network again becomes accessible, the router continues sending some 
packets over a backup path. 

Causes 

The network could not detect the reactivation of the 
primary path and the backup path is the shortest path to 
the network. 
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Solutions 

To use the primary path exclusively, deactivate the port 
that is functioning as the backup path, wait at least ten 
minutes, then reactivate the port. 

Stop the router on which a port is designated as a 
backup path for at least ten minutes, allowing the 
router to reestablish its primary path to the network. 
Then restart the router. See "Stopping the Router" in 
Chapter 8 and "Starting the Router" in Chapter 3. 



r---

The routing tables of the routers on the internet contain network numbers for unknown networks at 
various distances, many of which have the same zone names. 

Causes Solutions 

etwork-number remapping and clustering are active on 
a tunneling port, and the router failed to detect a loop 
on the internet. 

Check the network topology to determine whether a 
loop exists across a tunneling port on which network
number remapping is active. If so, deactivate the port. 
See "Activating and Deactivating Ports" in Chapter 8. 

Problems with the Apple Internet Router 

This section describes the symptoms, causes, and solutions for some problems that you 
might encounter with the Apple Internet Router. Before investigating possible problems 
with the router, verify that the network or the internet is not the source of the problem. 

A problem may exist with the Apple Internet Router if none of the zones or devices on 
a network connected directly to the router appear in the zone lists or device lists in the 
Chooser on computers in other networks, or in the Network Information window in 
Router Manager on other routers in the internet. 

Possible causes of problems with the router include 

• a break in one of its network connections 

• hardware malfunctions 

• hardware constraints-such as insufficient memory installed in the router Macintosh 

• errors in the installation of the router software 

• errors in the router setup 

• changes made to the router Macintosh while the router is running-such as the 
startup disk becoming full 
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6 Important Stop the Apple Internet Router before attempting to solve problems with the 
router. If a problem exists with the router Macintosh or a component of the network, also 
shut down the router Macintosh before troubleshooting the problem. Once you have 
determined the source of the problem and have corrected it, restart the router Macintosh, 
if necessary, then start the router. 6. 

Delays of up to several minutes occur when starting up the router Macintosh. 

Causes 

An Ethernet cable that is connected to an Ethernet port 
on the router Macintosh is not terminated properly. 
Both sides of a standard T-connector require an Ethernet 
cable terminator. 
Note: The Apple Ethernet Thin Coax Transceiver and 
Apple Ethernet cable are self-terminating. If you connect 
these products to this port, this problem cannot occur. 

A terminator is installed on a self-terminating Ethernet 
Thin Coax Transceiver. Therefore, the transceiver is 
doubly terminated. 

If you have determined that the port and its cables are 
connected and terminated properly, a break may exist in 
the Ethernet cable. 
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Solutions 

If no Ethernet cable is connected to the port and the 
media is thin coaxial cable, plug a T-connector into the 
port, then terminate both sides of the connector with 
Ethernet cable terminators. 

If a T-connector is already plugged into the port and an 
Ethernet cable is connected to one side of the T -connector, 
terminate the other side of the connector with an 
Ethernet cable terminator. 

Terminate Ethernet cables connected to aT-connector 
plugged into the port. 

Remove the terminator from the Apple Ethernet Thin 
Coax Transceiver. 

Locate the defective cable and replace it. 



None of the zones or devices on a part of the internet appear in the Chooser on computers on 
networks connected directly to the router. 

Causes 

The administrator designated the wrong setup document 
as the startup document. 

An error occurred on a specific port, which was not 
activated when the router was started. 

Solutions 

Designate the correct setup document as the startup 
document. See "Selecting a Startup Document" in 
Chapter 3. 

Check the Router Log to determine whether an error 
occurred on a specific port and take the appropriate 
corrective action. 

The networks about which the router is propagating network information are not those listed in the 
router's port configurations. 

Causes 

The administrator designated the wrong setup document 
as the startup document. 

Solutions 

Designate the correct setup document as the startup 
document. See "Selecting a Startup Document" in 
Chapter 3. 

lOu cannot read the information in the Network Information window in Router Manager because it 
redraws too frequently. 

Causes 

The Network Information window redraws whenever the 
information changes. 

Solutions 

Click Pause to freeze the display temporarily. Then, 
click Resume and the information displayed will reflect 
all changes that have occurred in the interim. 

Problems with the Apple Internet Router 127 



The Port Statistics window indicates that many packets have overflowed their buffer or that many 
data link errors have occurred, and the router's packet transmission rate is slow. 

Causes Solutions 

The router is unable to process all of the packets that it 
receives. 

Install the router software on a Macintosh with a faster 
microprocessor. 

Router Manager error messages 

If another network service is running on the router 
Macintosh, turn it off. 

If an application program other than Router Manager is 
open on the router MaCintosh, quit it. 

Router Manager error messages report most problems with the Apple Internet Router, 
including setup errors. Most of these error messages are self-explanatory. This section 
provides information only about those errors requiring further explanation or having more 
than one possible error-recovery procedure. For detailed information about correcting 
errors in the router setup, see the section "Creating a Setup Document" in Chapter 3. 

For information about error messages for the AppleTalk/lP Wide Area Extension, see 
Using the AppleTalk/IP Wide Area Extension. For information about error messages for the 
AppleTalk/X.25 Wide Area Extension, see Using the AppleTalk/X25 Wide Area Extension. 

If you encounter a problem that you cannot resolve through any other remedial action, 
reinstall the router software. See Chapter 2, "Installing the Basic Connectivity Package," for 
information about installing the router software. When you reinstall the router software, 
the startup options and administrator's password that you have specified are lost. 
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Messages displayed when opening Router Manager 

This section provides additional information about some messages you might encounter 
when opening Router Manager. 

Before opening Router Manager, you must use the Router Installer to install the Apple 
Internet Router software on the startup disk. Please install the router software, then 
try again. 

You cannot simply copy Router Manager onto the startup disk by dragging its icon to the 
startup disk icon. Nor can you run Router Manager on the Installer disk. See Chapter 2, 
"Installing the Basic Connectivity Package," for information about installing the router 
software. 

You cannot set up the router because there are no AppleTalk connection files in the 
Extensions folder. Please use the Router Installer to reinstall the router software, 
including these files, then try again. 

AppleTalk connection files allow the router to communicate over various media. See 
Chapter 2, "Installing the Basic Connectivity Package," for information about installing the 
router software. 

There is not enough memory available to start Router Manager. Please increase the 
memory allocation for Router Manager in its Info window, then try again. 

To increase the amount of memory that Router Manager can use, select its icon in the 
Finder, then choose Get Info from the File menu. When the Router Manager Info window 
appears, increase its memory allocation in the "Current size" text box to a size that is greater 
than the suggested size. To be able to allocate a sufficient amount of memory for Router 
Manager, you may need to install more memory in the router Macintosh. 

Alternatively, to make enough memory available to start Router Manager, you can quit 
any other applications that are currently open. Running the Apple Internet Router requires 
a Macintosh computer with at least four megabytes of memory installed. To run other 
applications concurrently on the router Macintosh, you may need to install more memory 
in the router Macintosh. 
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Messages displayed in Router Manager when there is 
insufficient memory 

If there is insufficient memory available for Router Manager to perform an operation, an 
error message appears . 

There is not enough memory available to [perform this operation 1. 
Many error messages take this form. Some of these error messages appear when you are 
creating a setup document, some only when the router is running, and others regardless 
of whether the router is running. 

In most cases, you should try closing some windows to make more memory available 
for the operation. The Network Information window and the Router Log require the most 
memory. If the Network Information window or the Router Log is currently open, close it. 

If closing some windows does not make a sufficient amount of memory available, increase 
the memory allocation for Router Manager. To increase the amount of memory that Router 
Manager can use, quit Router Manager, then select its icon in the Finder and choose Get 
Info from the File menu. When the Router Manager Info window appears, increase the 
memory allocation in the "Current size" text box to a size that is greater than the suggested 
size. Finally, restart Router Manager. Allocating a sufficient amourit of memory for Router 
Manager may require that you install more memory in the router Macintosh. 

Router Manager is running out of memory. Please close some windows. 

This message may appear regardless of whether the router is running. If closing some 
windows-for example, the Network Information window or the Router Log-does not 
make a sufficient amount of memory available, increase the memory allocation for Router 
Manager, as described earlier in this section. 

There is not enough memory available to add all of the zone names that you have 
selected to the zone list. Please remove other zone names from the list, then try again. 

This message may appear when you are creating a setup document. If all of the zone names 
in the zone list must remain in the list, try closing some windows to make more memory 
available for the zone list. If closing some windows does not make a sufficient amount of 
mefQory available, increase the memory allocation for Router Manager, as described 
earlier in this section. 
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There is not enough memory available to display the complete Router Log. Router 
Manager can display only the most recent information in the Router Log. 

This message may appear when the router is running. If you want to display the complete 
Router Log, try closing some windows to make more memory available for the Router 
Log. If closing some windows does not make a sufficient amount of memory available, 
increase the memory allocation for Router Manager, as described earlier in this section. 

Messages displayed when the router is not running 

This section provides additional information about some error messages Router Manager 
might display when the router is not running. 

The router name" = " is not allowed. Please specify a different router name. 

AppleTalk protocols allow the equal sign (=) to be used as a wildcard character in the 
names of network devices, signifying "all possible values." You cannot use the equal sign 
as a router name. 

Messages displayed when creating a setup document 

This section provides additional information about some messages Router Manager might 
display when you are creating a setup document while the router is not running. 

This setup document includes port information for an AppleTalk connection that is 
not available on this Macintosh. Router Manager cannot display and the router cannot 
use this port information. 

If you start the router using this setup document, the router will not activate the port for 
which no AppleTalk connection file is available in the Extensions folder. If you want the 
router to activate this port at router startup, you must first quit Router Manager, use the 
Router Installer to reinstall the router software, including the AppleTalk connection file , 
reopen Router Manager, then start the router. Chapter 2, "Installing the Basic Connectivity 
Package," explains how to install the router software. 
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If this message appears for one of the following reasons, take the action described: 

• A network interface card has been moved to a different expansion slot. Reconfigure 
the port. 

• A network interface card has been removed from the router Macintosh. Close the 
setup document without saving any changes that you have made to it, then replace 
the interface card. 

• The setup document has become corrupted. Create a new setup document. For 
information about creating a setup document, see the section "Creating a Setup 
Document" in Chapter 3. 

• The setup document was created on a different router Macintosh with different 
hardware and software installed. Save the setup document and Router Manager will 
clear the port information for that AppleTalk connection. 

This port currently uses the [Access Method] access method. Changing the access 
method to [Access Method] deletes the existing port information. Are you sure you 
want to change the access method? 

You can configure only one access method-either LocalTalk or DialUp-for the printer 
port and for the modem port. For more information about configuring AppleTaik ports, 
see Chapter 4, "Configuring an AppleTalk Port." 

Another port defined in this setup document is already using the network number 
that you specified. Please specify a different network number. 

Each network on the internet must have a unique network number. The network number 
might be within a network range configured on another port. 

The zone name "*,, is not allowed. Please specify a different zone name. 

AppleTalk protocols allow the asterisk (*) to be used as a wildcard character, signifying 
"this zone"-that is, the zone in which the device specifying the zone name resides. You 
cannot use the asterisk as a zone name. 
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Router Manager was unable to obtain any zone names from the current AppleTalk 
connection. 

No other routers are currently accessible on the network connected to the port designated 
as the current AppleTalk connection for the router Macintosh in the Network control panel. 
Check for network problems. For information about troubleshooting such problems, see 
the section "Network Problems" earlier in this chapter. 

The two passwords that you typed do not match. Please type the passwords again. 

You can use uppercase and lowercase letters to distinguish passwords. You must type 
your password exactly as you did the first time, including your use of uppercase and 
lowercase letters. 

The device type "=" is not allowed. Please specify a different device type. 

AppleTalk protocols allow the equal sign ( =) to be used as a wildcard character in the 
names of network devices, signifying "all possible values." You cannot use the equal sign 
as the name of a device type. 

The device name "= " is not allowed. Please specify a different device name. 

AppleTalk protocols allow the equal sign (=) to be used as a wildcard character in the 
names of network devices, signifying "all possible values." You cannot use the equal sign 
as a device name. 

Router Manager cannot save the setup document "Document Name" because you do 
not have the proper access privileges. 

The version of the setup document that was last saved or the folder or disk on which you 
are trying to save the setup document may be locked. To verify that the setup document, 
folder, or disk is locked, select it in the Finder, then choose Get Info from the File menu. 
When the Info window appears, click the Locked checkbox to unlock the setup document, 
folder, or disk if it is locked. 
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Macintosh file sharing or AppleShare might be denying access to the folder or the disk 
containing the setup document. In the Finder, choose Sharing from the File menu. If 
necessary, change your access privileges in the dialog box that appears. Or, use AppleShare 
to change your access privileges to the folder or disk containing the setup document. 

Messages displayed when starting the router 

This section provides additional information about some messages you might encounter 
when starting the router. 

• Note The Router Log provides additional information about some errors encountered 
when starting the router. This information may help you to determine the cause of the 
problem. For more information about the Router Log, see "Using the Router Log to Obtain 
Information About Router Operation" earlier in this chapter. + 

The actual network address of this Macintosh is different from that specified for this 
computer's AppleTalk connection in the startup document. Starting the router will 
interrupt this computer's current network services. Are you sure you want to start 
the router? 

If you start the router, it will change the network address of the Macintosh computer to 

that specified for the computer's AppleTalk connection in the startup document. 

The router cannot start because it was unable to find the startup document. Please 
select a different startup document, then try again. 

If the startup document has been deleted from the startup disk, copy your backup version 
of the setup document that was deSignated as the startup document to the startup disk. 
Then, you must res elect the startup document in the Set Startup dialog box. 
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The router cannot start because the port corresponding to this computer's current 
AppleTalk connection is undefined in the startup document. Please define that port or 
use the Network control panel to select an AppleTalk connection that corresponds to 
a defined port. 

If you need to define the port that corresponds to the current AppleTalk connection for the 
router Macintosh, open the Network control panel to determine its AppleTalk connection. 

The router was unable to start because an error occurred while installing an AppleTalk 
connection driver for a configured port. 

Check the Router Log to obtain information about the cause of the problem. If this 
message appears for one of the following reasons, take the action described: 

• A network interface card has been moved to a different expansion slot. Reconfigure 
the port. 

• A network interface card has been removed from the router Macintosh. Replace the 
interface card or remove the port configuration for the corresponding AppleTalk 
connection from the setup document. For information about removing a port 
configuration, see the section "Removing a Port Configuration" in Chapter 8. 

• There is a problem with the physical network. For example, an Ethernet cable may not 
be terminated properly. Identify the location of the problem and correct it. 

• There is not enough memory to install the AppleTalk connection driver. To run the 
Apple Internet Router, you must install additional memory. 

The router cannot start because it was unable to access AppleTalk network services. 

AppleTalk network services may be inaccessible due to a network problem. For 
information about troubleshooting such problems, see the section "Network Problems" 
earlier in this chapter. 

This message may also appear because all available node IDs on a network connected 
to the router are currently in use. You may need to expand the network range. See the 
section "Changing a Network umber or Range" in Chapter 8. 
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The router cannot start because the Macintosh does not have enough memory. 

Running the Apple Internet Router requires a Macintosh computer with at least four 
megabytes of memory installed. To run other applications concurrently on the router 
Macintosh, you may need to install more memory in the router Macintosh. 

The router cannot start because there is no seed router on the network connected to 

the [Port Description 1 port. 

This message appears only if a nonseed router is starting for the first time, and there is no 
seed router on a network connected to one of its ports and that port is not a LocalTalk 
port. A nonseed router will start if there is no seed router on a network connected to one 
of its LocalTalk ports. 

The router cannot start because the network number [# # # ] that you specified for one 
of the router's ports is different from the network's actual number [###J. Please use 
Router Manager to specify the port's correct network number, then try again. 

Obtain the correct network number for the port from another router on the network 
connected to the port. Alternatively, you can make the port a nonseed port. 

The router cannot start because the network range [# # # ] to [# # #] that you specified 
for one of the router's ports is different from the network's actual range [###] to 
[###J. Please use Router Manager to specify the port's correct network range, then ' 
try again. 

Obtain the correct network range for the port from another router on the network 
connected to the port. Alternatively, you can make the port a nonseed port. 

The router cannot start because "Zone Name," the zone name that you specified for one 
of the router's ports, is different from the network's actual zone name, "Zone Name." 
Please use Router Manager to specify the port's correct zone name, then try again. 

Obtain the correct zone name for the port from another router on the network 
connected to the port. Alternatively, you can make the port a nonseed port. 
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The router cannot start because the zone name "Zone Name" in the zone list for the 
network range [###) to [###) is not in the network's actual zone list. Please use 
Router Manager to specify the correct zone name for that network range, then try again. 

Obtain the correct zone name for the network range from another router on the network. 
Alternatively, you can make the port a nonseed port. 

The router cannot start because the zone list you specified for the network range 
[###) to [###) does not contain the zone name "Zone Name," which is in the 
network's actual zone list. Please use Router Manager to specify the correct zone 
name for that network range, then try again. 

Obtain the correct zone name for the network range from another router on the network. 
Alternatively, you can make the port a nonseed port. 

The router cannot start because the zone list you specified for the network range 
[###) to [###] is different from the network's actual zone list. Please use Router 
Manager to specify the correct zone list for that network range, then try again. 

Obtain the correct zone list for the network range from another router on the network. 
Alternatively, you can make the port a nonseed port. 

The router cannot start because "Zone Name," the default zone that you selected for one 
of the router's ports, is different from the network's actual default zone, "Zone Name." 
Please use Router Manager to select the port's correct default zone, then try again. 

You must select the same default zone for a network range on each seed router on the 
network. Obtain the correct default zone for the network range from another router on 
the network. Alternatively, you can make the port a nonseed port. 
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Messages displayed when the router is running 

This section provides additional information about some error messages Router Manager 
might display when the router is running. 

Router Manager cannot activate the port because conflicting network or zone 
information exists on another router. 

While the port was inactive, conflicting network or zone information for the network 
connected to the port was specified on another router on that network. Obtain the · 
correct network number, network range, zone name, or zone list for the POt1 from the 
other router. 

Router Manager cannot export data to the folder or disk selected because you do not 
have the proper access privileges. 

The folder or the disk to which you are trying to export data may be locked. To verify that 
the folder or the disk is locked, select it in the Finder, then choose Get Info from the File 
menu. When the Info window appears, click the Locked checkbox to unlock the folder or 
the disk if it is locked. 

Macintosh file sharing or AppleShare may be denying access to the folder or the disk 
to which you are trying to export data. In the Finder, choose Sharing from the File menu. 
If necessary, change your access privileges in the dialog box that appears. Ot; use AppleShare . 
to change your access privileges to the folder or the disk. 
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Appendix A: 
Planning Your AppleTalk Internet 

This appendix provides guidelines for planning your AppleTalk internet. Topics 

discussed include: 

• evaluating your need for interconnected networks 

• planning your internet's physical layout-including information about router 

placement, backbone networks, redundant paths, and optimizing performance 

• choosing a network-numbering scheme 

• specifying network ranges 

• dividing your internet into zones 



When should you create an internet? 
When planning a new network or expanding an existing network, you can use an Apple 
Internet Router to create an internet consisting of two or more interconnected networks. 

The router maintains a logical map of networks in an internet and can route data onto 
the most efficient path to a network. The most efficient path available between any two 
networks may be either the path having the shortest routing distance in hops-or fewest 
intervening routers- or the path with the highest data transmission rate. Figure A-I 
shows how you can use a router to connect local networks, connect remote networks, 
and connect networks to a backbone. 

The router allows you to 

• connect two or more local networks You can interconnect individual networks that 
are in close proximity to one another, allowing workgroups in different departments 
of an organization to communicate and share network services. 

• extend an existing network If a network already includes the maximum number of 
devices or has the maximum cable length allowed, you can use a router to extend the 
network. The number of devices on an internet can exceed the 32-device limit for a 
single LocalTalk network. 

• connect networks of different types You can connect different types of networks, such 
as LocalTalk, Ethernet, and Token Ring. Different network types use different access 
methods-including different transmission media, built-in ports or ports on network 
interface cards, and different AppleTalk connection files. 

• connect two remote networks You can connect two remote networks or internets 
through a half-routing link, consisting of two half-routers connected to modems 
communicating over a standard telephone line or a leased line. 

• connect networks to a backbone network You can connect either local or remote 
networks to a backbone network to minimize the routing distances between the networks 
and improve performance. Any two networks connected directly to a backbone are 
just two hops away from one another. For more information about backbone networks, 
see the section "Creating a Backbone Network" later in this chapter. 

• connect networks through foreign network systems You can connect two or more 
AppleTalk networks or internets through a network system that uses a different protocol 
family, such as TCP/lP. 

140 Appendix A Planning Your AppleTalk Internet 



Et"'d A router maintains a logical map of the networks in an internet, 
.'" in which each network has a unique address. 

Local networks Remote networks 

Half-router 

.. ~ 
, 

~ 

Networks connected to a backbone 

Figure A·1 Using a router 
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• isolate local traffic on different parts of an internet You can improve an internet's 
performance by creating separate networks for workgroups that generate high levels 
of network traffic. 

• divide a network into zones By dividing a network into logical groupings of devices, 
you can 
o facilitate user's access to shared network services, such as printers and servers 
o accommodate workgroup requirements for network services, minimizing the 

amount of network traffic between zones and improving network performance 

Planning the physical layout of 
your internet 

When designing your internet, plan for growth. Each network in an internet should initially 
consist of fewer than the maximum number of devices. It's easier to add a device to an 
existing network than to create an additional network. However, if the level of traffic on a 
network creates bottlenecks and degrades performance, you can use a router to divide 
that network into two networks . 

Placing routers in an internet 

The Apple Internet Router can connect AppleTalk networks that differ in type, topology, 
and size. You can place a router at any location within a network. Figure A-2 shows some 
possible router locations. 

To determine the optimal location for a router in your internet, follow these guidelines: 

• To connect two existing networks, place a router between them. 

• To extend an existing network, use a router to subdivide the network into two or 
more networks. 

• To connect two AppleTalk networks of different types-for example, LocalTalk and 
EtherTalk-place a router between them. 
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Figure A-2 Router locations 

• To connect two remote networks or internets through a half-routing link, connect a 
router on each network or internet to a modem and a point-to-point link. 

• To connect a network to a backbone network, place a router between them. 

• To connect two or more AppleTalk networks or internets through a foreign network 
system, connect a router on each network or internet to the foreign network system. 

• To isolate a part of an internet on which there is a high level of traffic, use a router to 
create separate networks. 

• Create an internet layout that minimizes the routing distances between all connected 
networks. 

• On a local internet, create redundant paths between networks to improve network 
performance and reliability. 
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• To avoid traffic congestion, balance the levels of network activity on different parts of 
the internet. 

• To prevent unnecessary cross-network traffic, avoid placing a router between users and 
any devices providing network services to which they require frequent access, unless 
the devices are connected to a backbone network. For more information about backbone 
networks, see the next section, "Creating a Backbone Network." 

By following these guidelines for router placement, you can improve performance on 
your internet. 

Creating a backbone network 

By connecting individual networks in an internet to a backbone network, you can create a 
highly efficient network layout. A backbone network is typically a high-speed network 
that connects other, lower-speed networks. A backbone network alleviates the problem of 
cross-network traffic congestion by providing each network in the internet with a more 
direct route to every other network in the internet. The routing distance between any 
two networks connected by routers directly to a backbone network is just two hops. 

Figure A-3 shows an internet without a backbone network and another internet that 
includes a backbone network. In the internet with no backbone, four routers connect five 
networks seriall y. A packet sent across the internet-from Network 1 to Network 5- would 
have to travel four hops and contend with network traffic on the three intervening networks. 
The same packet would have to travel only two hops on the internet with a backbone. 

A backbone network is pa11iculariy advantageous when you must connect many networks 
or when the networks being connected are not physically contiguous with one another. 
To improve access to a device that provides a network service- such as a file server- you 
can connect the device directly to the backbone. 

On an internet built around a backbone network, if a break occurs on any network 
other than the backbone network, access to network services remains uninterrupted on 
all other networks connected to the backbone- with the exception of network services 
that reside on the network on which the break occurred. 
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An internet without a backbone 

Network 1 ,·······'E§;I···· ·· ··· · ·· ····· · ········U Network 2 

Network 3 ~ C .. ··· .. · .... · ...... · .. ···; 
Network 4 ~ -L ............................. ..... EtllJ .. , .......... .. ) Network 5 

An internet with a backbone 

Network 1 Network 2 Network 3 

Backbone 

Network 4 Network 5 

Figure A-3 An internet versus a backbone network 

Choosing a type of backbone network 

You can use any type of AppleTalk network as a backbone network. While a backbone 
network that uses the same type of media as the other networks in an internet can minimize 
routing distances between networks connected directly to it, you can optimize the internet's 
performance by using a high-speed network-such as an Ethernet or Token Ring network
as a backbone. You can also use a tunnel built on a foreign network system as a backbone. 
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Connecting networks having different transmission rates 

When connecting networks of different types, which have different transmission rates, use 
high-speed networks where levels of network activity are high. Avoid placing a lower-speed 
network between two high-speed networks. Figure A-4 shows an inappropriate network 
layout and two efficient network layouts. 

Not recommended MOte effiCient Most efficient 
~--~-----------. 

Ethernet Ethernet 

LocalTalk LocalTalk 

Ethernet Ethernet Ethernet 

Figure A·4 Network layouts 

Where redundant paths exist, the Apple Internet Router generally does not distinguish 
between networks having different transmission rates. It simply selects the most direct 
path to a network-that with the fewest hops. To ensure that the router will select a path 
through a network that has a high transmission rate, you can 

• create an internet layout in which the path through a high-speed network has a 
shorter routing distance 

• eliminate any redundant path though a lower-speed network 

• increase the routing distance through a half-routing or tunneling port to which a 
lower-speed network is connected 

• designate a half-routing or tunneling port to which a slow point-to-point link or a 
lower-speed network is connected as a backup path 

For more information about redundant paths, see the next section, "Creating Redundant 
Paths." Also, see the section "Increasing the Routing Distance Through a Port" in Chapter 7. 
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Creating redundant paths 

By creating redundant paths to each network in an internet, you can ensure that a network 
will not become inaccessible to the rest of the internet should a break occur on one path. 
If there is more than one path to a network, the router can select the most efficient path 
available-either the shortest path or that having the highest transmission rate- improving 
network performance. Figure A-S shows the addition of a router to an internet to create a 
redundant path between two networks. This layout improves the reliability of the internet 
and reduces the routing distances between some networks. 

Internet A 

Internet B 

Redundant path .......... . 

~ 
ROU~ •••• 

....... 

Figure A-5 Creating redundant paths 
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6 Important You must eliminate any redundant paths, or routing loops, that exist across a 
half-routing link or tunnel before activating network-number remapping on the corresponding 
half-routing or tunneling port. If the router detects a loop, it will deactivate any tunneling 
port on which network-number remapping is active. For more information about network
number remapping, see the section "Resolving Numbering Conflicts by Remapping Remote 
Network Numbers" in Chapter 7. 6. 

If redundant paths having the same routing distance exist between two networks, 
troubleshooting may be more difficult. You may have difficulty discerning the path selected 
by the router. 

Laying out your internet for optimal performance 

Router Manager provides information about network-activity levels and error statistics. To 
maintain an optimal level of performance on your internet, you should evaluate the levels 
of network activity on different parts of the internet and endeavor to balance the use of 
network services. 

Evaluating network activity 

Devices communicating on an internet generate network traffic. Two types of traffic occur 
on an internet: 

• traffic generated by networking devices-for example, when a router sends updated 
routing information to the other routers on an internet 

• traffic generated when users access network services-for example, when a computer 
accesses a printer, a file server, or another computer 

An internet's size and layout, the different types of network services available on the 
internet, and the frequency with which users access network services determine the volume 
of network traffic, or level of activity, on the internet. 

When planning your internet, analyze the expected levels of usage for planned network 
services and estimate the resulting level of network activity. Also, evaluate what workgroups 
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are likely to generate high levels of network traffic. Then, determine what router placement 
would balance traffic on the internet. If your internet is built around a backbone network, 
connect devices providing shared network services directly to the backbone. Avoid placing 
a router between users and devices that are providing network services frequently 
accessed by them, unless those devices are connected directly to a backbone. Placing a 
router between users and such a device would cause unnecessary traffic through the 
router and on any intervening networks. 

Use Router Manager to monitor the current level of activity on the internet. The Router 
Statistics window shows the number of packets routed and the level of network activity, 
indicating the current volume of traffic on the internet. The Port Statistics window shows 
the number of packets routed through each port on the router. The sections "Monitoring 
Network Activity and Reliability Over Time" and "Monitoring Port Statistics" in Chapter 9 
describe the information provided in the Router Statistics and Port Statistics windows. 

An excessive volume of traffic on one part of the internet can create bottlenecks, degrade 
network performance, and cause delays in the delivery of network services to users. If the 
services available on a given network generate an excessive amount of traffic, use a router 
to divide the network into two smaller, interconnected networks. 

Evaluating network error statistics 

Use Router Manager to monitor error statistics for the router. The Router Statistics window 
shows the current levels of network reliability and network errors. The Port Statistics 
window shows error statistics for each port on the router. For information about these 
error statistics, see the sections "Monitoring Network Activity and Reliability Over Time" 
and "Monitoring Port Statistics" in Chapter 9. 

Choosing a network-numbering scheme 
When specifying network numbers, it's advisable to use a consistent numbering scheme. 
For example, the digits of a network number might constitute a code that indicates the 
network's physical location or department, as shown in Figure A-6. 
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Sample network range: 12345 -12399 

r 
2 3 I 45-99 I 

Site location (headquarters, 
field office, etc.) 

Building 
Floor 
Network range 

Figure A-6 A network-numbering scheme 

This kind of network-numbering scheme 

• allows you to reserve network numbers for future networks, facilitating the specification 
of network numbers when you add networks to your internet 

• provides a meaningful identifier for each network on the internet, allowing you to 
associate the network numbers in a routing table with the physical locations of the 
corresponding networks 

• allows you to connect existing networks without creating network-numbering conflicts 

Record the network numbers and ranges for your internet in a logbook, in a spreadsheet, 
or on a network map. 

Specifying network ranges 
Each network number in a network range allows you to connect an additional 253 devices. 
Thus, the size of the network range that you specify for a network determines the maximum 
number of devices on that network. For example, a network having the range 1-10 can 
include up to 2530 devices (10 x 253) . If you never expect an Ethernet or Token Ring 
network to expand beyond 253 devices, you can assign that network a network range 
consisting of a single network number-for example, 100-100. 

A network range must be of a sufficient size to allow for future network growth. For 
example, the network range 1-2 allows expansion up to 506 devices (2 x 253) . However, 
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if a network already consisted of 500 devices, the network range 1-2 would allow you to 
connect only 6 additional devices to that network. Once the network exceeded this number 
of devices, you would need to specify a larger range for the network. The seed routers on 
an internet send a network's identifying information to all other routers connected directly 
to the network. To increase the size of a network range, you would have to stop all of the 
routers on the network, disrupting network services. 

You should generally specify a network range that could accommodate at least twice 
the number of devices currently on your internet. An AppleTalk internet can support up 
to 65,279 networks, or over 16 million devices (65,279 x 253). Thus, you can specify a large 
range for each network on the internet and still have enough network numbers available 
for even a very large internet. To make possible the subsequent expansion of existing network 
ranges, specify network ranges that are separated from one another by a sequence of 
network numbers. For example, if you specify the network range 100-110 for one network, 
specify a network range that starts with the network number 120 for the next network, 
rather than one that starts with the network number 111. 

Dividing an internet into zones 
Zones are logical groupings of devices on an AppleTalk internet. Each device on an internet 
resides in a zone. You can assign any number of devices to a zone and can change groupings 
of devices into zones without changing the physical network connections between those 
devices. Zones have no physical boundaries. 

When setting up a router, you can create zones by aSSOCiating one or more zone names 
with each network connected to the router. You can associate only one zone name with a 
LocalTalk network. All devices connected to a LocalTalk network are in the same zone. 
You can associate a zone list consisting of one or more zone names with an Ethernet or 
Token Ring network. Therefore, you can assign devices on the same Ethernet or Token 
Ring network to different zones. You can also specify a default zone for the devices on 
each network. The zone names associated with the networks in an internet appear in 
zone lists in Router Manager, the Chooser, and other networking applications. For more 
information about creating zones, see the sections "Defining AppleTalk Zones for a 
Network" in Chapter 4. 
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Balancing network services on the internet 

Zones facilitate access to shared network services, such as printers and file servers. If an 
internet with many shared network services were not divided into zones, finding a device 
in the Chooser's device list would be very time consuming and inconvenient. When 
accessing a device in the Chooser on an internet that is divided into zones, the user must 
first select the zone in which the device resides. The user sees only the devices in the 
zone that is currently selected, rather than all of the devices on the internet. Thus, the 
user can access devices efficiently. 

Facilitating departmental work 

You can create zones for users belonging to specific departments or workgroups, and 
accommodate their special requirements for network services. Users at computers in a 
zone can most effiCiently access shared network services provided by devices in the same 
zone. Determine what users or workgroups need to communicate or share network services, 
then assign the appropriate devices to one zone. 

Computers or other devices assigned to a zone can reside on the same network or on 
different networks-even on networks at different physical locations-enabling users to 
access shared network services efficiently. However, assigning computers on different 
networks to the same zone may result in high levels of traffic on the internet. A5 shown in 
Figure A-7, a user at a computer in Zone B on the Token Ring network who is accessing a 
file server in Zone B on the LocalTalk network generates traffic on both the intervening 
Ethernet network and on the LocalTalk network. 
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Devices connected to different physical networks 
can be in the same zone. 

Ethernet 

LocalTalk 

Figure A· 7 An internet divided into zones 

To isolate traffic on a network in a large internet, you can create a zone and assign only 
devices on that network to the zone. This minimizes cross-network traffic and improves 
network performance. 
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Appendix B: 
The Router Manager Program 

You can use the Router Manager application program to set up the router, control and 

troubleshoot router operation, and monitor network performance. The sections that 

follow briefly describe the program's menus. 



File menu 

New ~N 

Open .. . ~O 

Close ~llJ 
......................... 

SalJe ~S 

SalJe As ... 
RelJert to SalJed 

EHport Data ... 

Page Setup ... 
Print ... ~P 

Quit 

Edit menu 

Cut 
Copy 
Paste 
Clear 

The commands in the File menu allow you to work with setup 
documents, and to expOl1 and print routing information. The File 
menu includes the standard commands New, Open, Close, Save, 
Save As, Revert to Saved, Page Setup, Print, and Quit. Refer to the 
manuals that came with your Macintosh computer for information 
about how to use these standard commands. 

~2 

~H 

~c 

~u 

You can use the Expol1 Data command to export the information 
in the Network Information window or the Port Statistics window 
to a text document that has a tab·delimited format, as described 
in the section "Exporting Information" in Chapter 9. 

Define Port Info .. . ~I 

You can use the commands in the Edit menu to edit text, 
and to display, edit, and clear port information. The Edit 
menu includes the standard commands Undo, Cut, Copy, 
Paste, and Clear. For information about using these standard 
commands, refer to the manuals that came with your 
Macintosh computer. 

Clear Port Info .. . ~K 

r u \ :~;}I 

[ opg XC 
l'ns1e :'W 
Clear Log 

Ddinp hn\ Info,,, :~;l 

UUH Fon Inl!L" :~;K 

When the Router Log is the active window, the Clear 
command changes to Clear Log, as shown in the figure at 
the left. 
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For information about using ... 

The Clear Log command- to clear all entries 
from the Router Log 

The Define Port Info command- to specify, 
edit, or display a port configuration 

The Clear Port Info command-to clear the 
information from a port con figuration 

View menu 

See the section ... 

"Using the Router Log to Obtain Information About 
Router Operation" in Chapter 10 

"Creating a Setup Document" in Chapter 3 

"Removing a Port Configuration" in Chapter 8 

""Detailed 
Summary 

"" Decimal i!€: D 
HeHadecimal i!€: H 

Using the commands in the View menu, you can control the display 
of information in setup windows, in the Network Information 
window, and in the Router Statistics window. A checkmark appears 
beside each option that is currently selected. 

""Ascending i!€:1 
Descending i!€: l 

""Bar Graph 
line Graph 

For information about using ... 

The Detailed and Summary commands-to 
control the display of information in setup 
windows and in the Network Information 
window 

The Decimal and Hexadecimal commands
to control the display of numeric information 
in setup windows and in the Network 
Information window 
The Ascending and Descending commands
to control the order in which information in 
the Network Information window is sorted 

The Bar Graph and Line Graph commands
to control the graphical display of information 
in the Router Statistics window 

See the section ... 

"Customizing Your View of a Setup Window" in Chapter 8 

"Monitoring Network Routing Information" in Chapter 9 

"Customizing Your View of a Setup Window" in 
Chapter 8 

"Monitoring Network Routing Information" in Chapter 9 

"Starting the Routing Table" in Chapter 9 

"Monitoring Network Activity and Reliability Over Time" 
in Chapter 9 
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Control menu 

Start Router. .. 

Set Startup ... 
Reset Statistics ... 
Set Password ... 
Remolle Password 

The commands in the Control menu allow you to start and stop 
the routel~ select a startup document and other startup 
options, reset router and port statistics, set an administrator 's 
password for Router Manager, and remove password protection 
from Router Manager. 

stop Router. .. 

When the router is running, the Start Router command 
changes to Stop Router, as shown in the figures at the left. 

Set Startup ... 
Reset Statistics ... 
Set Password ... 
Remolle Password 

For information about uSing ... 

The Start Router and Stop Router 
commands-to start and stop the router 
The Set Startup command- to select startup 
options, including the startup document 

The Reset Sta tistics command-to reset 
router and port statistics 

The Set Password command-to set an 
administrator's password for Router Manager 

The Remove Password command- to remove 
password protection from Router Manager 
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See the section ... 

"Starting the Router" in Chapter 3 
"Stopping the Router" in Chapter 8 
"Configuring the Router for Startup" in Chapter 3 

"Resetting Router and Port Statistics" in Chapter 9 

"Specifying an Administrator's Password" in Chapter 3 

"Removing Password Protection" in Chapter 8 

.~ 



Windows menu 

Network: Information 
Router Statistics 
Port Statistics 
Router lo 

Network: Information 
Router Statistics 
Port Statistics 
Router Log 

../ Rfro Network: Setup 

For information about using ... 

The Network Information window 

The Router Statistics window 

The Port Statistics window 

The Router Log 

The Network Information, Router Statistics, Port Statistics, and 
Router Log commands in the Windows menu allow you to 
display the corresponding windows when the router is running. 

When the router is not running, the Windows menu also 
contains the names of any setup documents that are currently 
open. When the router is running, the startup document 
appears in the Windows menu. 

You can also use the Windows menu to make active any 
window that is currently open. A checkmark beside an item in 
the Windows menu indicates that the corresponding window 
is currently the active window. 

See the section ... 

"Monitoring Network Routing lnformation" in Chapter 9 
"Monitoring Network Activity and Reliability Over 
Time" in Chapter 9 
"Monitoring Port Statistics" in Chapter 9 

"Using the Router Log to Obtain Information About 
Router Operation" in Chapter 10 
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Glossary 

access method A method of encapsulating packets of 
data for transmission over a network of a specific type that 
is connected to one of the router 's ports-for example, a 
LocalTalk, DialUp, EtherTalk, or TokenTalk access method. 
See also router port. 

access privileges Permissions granted by the owner of 
a fi le, folder, or disk that allow another user or group of 
users to access or make changes to it. A user can set access 
privileges for file sharing in the Finder; a network 
administrator, in AppleShare. 

address See network address. 

administrator See network administrator. 

administrator's password A string of characters that 
a network administrator must enter to open Router Manager. 
Compare caller's password. 

Apple Ethernet Cable System A family of products from 
Apple Computer that provides connectivity to Ethernet 
networks, including self-terminating thin coaxial Ethernet 
cable, transceivers, and media adapters. See also Ethernet. 

Apple Ethernet Thin Coax Transceiver A device with 
a built-in terminator that connects a computer or other 
device that has an Apple Ethernet port to an Ethernet 
network that uses thin coaxial cable. See also transceiver. 

AppleShare file server A file server that consists of a 
Macintosh computer running AppleShare File Server 
software, and one or more high-capacity hard disks. See 
also file server 

AppleTalk A network system that consists of a family of 
protocols that allow communication over various types of 
networks, as well as network services and application 
programs. See also network system and protocol. 

AppleTalk connection An AppleTalk network of a 
specific type that is both connected to and communicating 
with a device. 

AppleTalk connection file The software that allows a 
Macintosh computer to communicate with a specific type 
of AppleTalk network. Also referred to as an AppleTalk 
connection driver. See also AppleTalk connection and 
driver. 

AppleTalk/lP Wide Area Extension An Apple Internet 
Router extension that allows two AppleTalk networks or 
internets to communicate through a tunnel built on a 
TCPIIP network. 

AppleTalk network A network on which devices use 
AppleTalk protocols to communicate. 

AppleTalk Phase 2 The current version of the AppleTalk 
protocol family, which supports large internets. See also 
internet. 
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AppleTalk port A port that uses either a LocalTalk, 
EtherTalk, TokenTalk, or other access method to connect 
to a network of the corresponding type- for example, 
LocalTalk, Ethernet, or Token Ring. 

AppleTalk!X.25 Wide Area Extension An Apple 
Internet Router extension that allows two or more remote 
AppleTalk networks or internets to communicate over a 
half-routing link using X.25 protocols. 

asynchronous A type of data transmission that is used 
between computers and modems, in which each message 
is preceded by a start bit and followed by a stop bit, 
allowing the transmission of messages at irregular intervals. 

backbone network Typically, a central high-speed 
network-such as an Ethernet or Token Ring network
that connects other, lower-speed networks. 

background routing A software process that performs 
routing in the background, allowing the simultaneous use 
of the router Macintosh for other purposes while the 
router is running. 

backup path A redundant path through a half-routing 
or tunneling port that the router uses only to exchange 
routing information. The router forwards AppleTalk data 
packets over a backup path only if the primary path to a 
specific network becomes unavailable. See also redundant 
paths. Compare primary path. 

bits per second (bps) A unit of measurement for a 
data transmission rate characteristic of a modem. 

broadcast To send data simultaneously to all devices on 
a network. 

bps Acronym for bits per second. 

buffer Memory reserved for the temporary storage of 
data whenever the rate at which a device or program receives 
data exceeds the rate at which it can process the data. 

bus topology A type of network topology in which 
devices are connected serially, from one end of a length 
of cable to the other. All of the devices have equal access 
to the network and receive only those packets sent to 
their address. See also topology. 
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caller's password A string of characters that an 
administrator enters to allow a remote router to obtain 
access to the local internet. Compare administrator's 
password. 

Chooser A program that allows you to activate and 
deactivate AppleTalk, and select network services. See 
also network service. 

cluster (verb) To represent a range of remapped network 
numbers as a single extended network consisting of multiple 
zones, requiring only one entry in a routing table. See 
also routing table. 

cluster (noun) A single extended network, consisting 
of multiple remapped networks and zones, that requires 
only one entry in a routing table. See also routing table. 

clustering On a half-routing or tunneling port on which 
network-number remapping is enabled, the representation 
by a router of a range of remapped network numbers as a 
single, extended network, consisting of multiple zones, to 
minimize routing traffic and routing-information storage 
requirements. See also network-number remapping. 

coaxial cable A type of media that consists of a central 
conducting wire and a surrounding braided-mesh ground 
wire, separated by a layer of insulation, and an outer layer 
of shielding. It is appropriate for networks that have high 
transmission rates, span long distances, and are suhject to 
high levels of electromagnetic interference. See also media. 

configuration See port configuration. 

connection See AppleTalk connection and network 
connection. 

CRC Acronym for cyclic redundancy check. 

cross-network traffic The network activity generated 
on intervening networks when two devices communicate. 

cyclic redundancy check (CRC) An error-checking 
control technique that inserts a frame-check sequence 
based on the content of a frame at the end of that frame, 
to verify that no transmission errors have occurred. A 



frame is a unit of data transmitted by data-link layer protocols 
that allow communication with LocalTalk, Ethernet, Token 
Ring, or other networks. 

data packet See packet. 

data link error A network-system hardware error 
detected by the router on receiving or transmitting packets. 

decimal A base ten numbering system. 

dedicated router A router running on a computer on 
which no other network services reside and no other 
application programs are running. Compare 
nondedicated route1: 

default A preset value or setting that a computer or 
program uses, unless another value or setting is specified. 

default zone The zone in which a device connected to 
a network appears until a user or the administrator 
selects a different zone for that device. 

device A hardware unit-such as a Macintosh computer 
or a LaserWriter printer. 

device driver See driver 

device hiding Configuring an AppleTalk port to provide 
device-level security by hiding specific devices or all 
devices on the network or internet connected to that port, 
from another port or all other ports on the router. 

device list In Router Manager, the Chooser, or another 
program, a list of devices connected to a network. 

device name An identifier specified for a computer, 
peripheral, or other device on a network. 

device type A type of service on a network-for 
example, a type of computer or peripheral device. 

dial-in link A half-routing link through a telephone line. 

DialUp An access method for the printer or modem port 
that allows the port to function as a half-routing port. See 
also access method. 

distance See routing distance. 

driver System software that is generally installed in the 
Extensions folder, and allows a computer to control the 
operation of an expansion card or peripheral device- such 
as the LaserWriter driver. 

Ethernet A widely used, high-speed network type that 
provides a transmission rate of 10 megabits per second, 
supports bus or star topologies, and uses various types 
of media. 

Ethernet port A physical port to which an Ethernet 
network is connected. See also port. 

EtherTalk An AppleTalk connection or access method 
that allows an Ethernet network to use AppleTalk protocols. 
See also access method and AppleTalk connection. 

export To save the data in the Network Information 
window or Port Statistics window to a document with a 
tab-delimited format. 

extension See router extension. 

exterior router An AppleTalk router on which one or 
more ports are connected to an AppleTalk internet, and 
one or more ports are connected to either a foreign 
network system or a half-routing link. 

file server A computing device with one or more high
capacity hard disks that allows users to store, retrieve, and 
share folders , documents, and programs over a network. 
See also AppleShare file server. 

foreign network system A network system that uses a 
protocol family other than AppleTalk-for example, TCP/IP. 
See also network system. 

forwarding port A port through which the router 
sends packets to their destination networks. 

fully connected tunnel A tunnel on which all of the 
connected exterior routers can communicate with one 
another. Compare partially connected tunnel. See 
also tunnel. 

half-router A router that is used to connect two remote 
AppleTalk networks or internets. See also remote network 
and router 
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ha]f-routing Two remote AppleTalk networks using the 
DialUp access method to communicate over a point-to
point link, forming a wide area internet. See also point-to
point link and wide area internet. 

ha]f-routing link A type of pOint-to-point link, consisting 
of two half-routers connected to modems communicating 
over a standard telephone line or a leased line. See also 
pOint-to-point Link. 

ha]f-routing port A port that uses the DialUp access 
method, allowing an internet to connect to a remote 
network. See also remote network. 

hexadecimal A base 16 numbering system. In Router 
Manager, a $ character must precede a hexadecimal number. 

high-speed network A network that has a high 
transmission rate, such as an Ethernet or Token Ring 
netw'Ork. See also transmission rate. 

hop The unit by which the routing distance between two 
networks in an internet is measured. Each hop corresponds 
to a router through which a data packet must pass as it 
traverses the path from one network to the other. See 
also muting distance. 

hop count The number of routers through which a 
packet must pass to reach its destination network. The 
maximum hop count is 15 hops. 

hop-count reduction On a half-routing or tunneling 
port on which network-number remapping is enabled, 
allowing routing distances greater than 15 hops. When 
hop-count reduction is enabled on a port, all networks 
accessible out that port appear to be one hop away from 
all AppleTalk networks in the router 's local internet. This 
allows the creation of larger internets. 

hop-count weighting On a slow half-routing or 
tunneling port, increasing the routing distance through 
the port by a specific number of hops. 

host In a network, a central or controlling computer 
that provides supporting services, such as computation, 
database access, or special programs, to multiple users. 
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host ID Either a TCPIIP host address that has the format 
###.###.###.###, in which each group of 
three numbers has a value between 0 and 255, or a TCP/IP 
host name that does not begin with a number. 

host list A list of host computers connected to an IP 
tunneling port. 

internet Two or more networks, of the same type or 
different types, that are connected by routers, allowing 
them to communicate and share network services. See 
also network. 

internet routing An internet router receiving packets 
from devices on the internet, then forwarding them to 
their destinations over the most efficient path. 

IP address A unique identifier assigned to a host on a 
TCPIIP internet. 

IP Tunnel An AppleTalk connection or access method 
that uses AppleTalk protocols to communicate through a 
tunnel built on a TCPIIP network. See also access method 
and AppleTalk connection. 

kilobits per second (Kbps) A unit of measurement 
for the data transmission rate that is characteristic of a 
LocalTalk network. 

Kbps Acronym for kilobits per second. 

LAN Acronym for local area network. 

leased line A private telephone line leased from a 
telephone company. 

link See half-muting link and point-to-point link. 

local area network (LAN) A network that consists of 
computers and shared devices connected by one type of 
media, at a single location. See also network. Compare 
wide area network. 

local internet An AppleTalk internet comprising all 
connected networks that are administrated by the same 
network administrator, and are not accessed through hal f
routing or tunneling ports. See also half-muting port, 
internet, and tunneling port. 



local network An AppleTalk network connected directly 
to an Apple Internet Router. 

LocalTalk An AppleTalk connection or access method for 
the printer, modem, or other serial port. See also access 
method, AppleTalk connection, and LocalTalk network. 

LocalTalk cable A shielded twisted-pair cable that 
generally connects a LocalTalk network to the printer port 
on a Macintosh computer and allows a maximum of32 
devices on a single network configured in a bus topology. 
See also printer port. 

LocalTalk network A type of AppleTalk network that 
uses the connection software and hardware built into a 
Macintosh computer, provides a transmission rate of 
230.4 Kbps, supports bus or star topologies, and uses 
various types of media. See also AppleTalk network. 

LocalTalk port A physical port to which a LocalTalk 
network is connected. See also port. 

loop See routing loop. 

lower-speed network A network that has a low to 
moderate transmission rate, such as LocalTalk network. 
See also transmission rate. 

Macintosh startup The process of stalting up a Macintosh 
computer. Compare router startup. 

MacTCP driver A program installed in the Extensions 
folder that implements TCP/lP on a Macintosh computer. 

media Electrical cables, fiber-optic cables, or other 
physical conductors that transmit data between devices 
on a network. 

megabits per second (Mbps) A unit of measurement 
for a data transmission rate that is characteristic of an 
Ethernet or Token Ring network. 

Mbps Acronym for megabits per second. 

modem A contraction of modulatorldemodulatm: A 
device that connects a computer or network to another 
computer or network over a standard telephone line or a 
leased line. 

modem port On the back panel of a MaCintosh, the 
socket indicated by a telephone icon, to which you can 
connect a modem or a LocalTaik network. This serial port 
has a higher interrupt priority than the printer port. See 
also LocalTalk network and printer port. 

Name Lookup A process that binds the names of network 
devices to their network addresses. 

Name Request A process that requests the names of 
network devices to be included in device lists. 

native internets Internets that communicate using the 
same protocol family. 

network A group of interconnected, individually controlled 
computers and peripheral devices, and the hardware, 
media, and software that connect them. A network allows 
users to communicate and share network services-such 
as printers and file servers. 

network activity See traffic. 

network address An identifier for an AppleTalk 
network-a network number for a LocalTaik network or a 
network range for any other type of AppleTalk network
that must be unique in an internet. See also network 
number and network range. 

network administrator A person who is responsible 
for setting up, maintaining, and troubleshooting a network. 

network connection The physical media connecting 
devices in a network. See also media. 

Network control panel In the Control Panels folder, a 
program that allows an administrator to select the AppleTalk 
connection and zone for a Macintosh. See also AppleTalk 
connection and zone. 

network hiding Providing basic network-level security 
on a wide area internet by hiding a specific AppleTalk 
network from a half-routing or tunneling port on that router. 

network information The network number or network 
range and zone name or zone list for a port. See also 
network number, network range, zone list, and zone name. 
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network list A list of networks to be hidden. 

network number A decimal or hexadecimal number 
that uniquely identifies a LocalTalk network. Compare 
network range. 

network-numbering conflict A conflict that results 
when two different networks on an internet have the 
same network number or range, or have overlapping 
network ranges. 

network-number remapping On a half-routing or 
tunneling port, the automatic assignment by the router of 
remote network numbers to a different range of network 
numbers to resolve numbering conflicts. See also 
clustering and network numbel~ 

network range A range of contiguous network numbers 
that uniquely identifies each EtherTalk or TokenTalk network 
on an AppleTalk internet. Compare network number 

network service A shared resource to which a network 
provides access. Network services include shared peripheral 
devices-such as printers and file servers-shared files 
on network devices, and electronic mail systems. See also 
file server and server. 

network system A family of network components
including computers, shared peripheral devices, and the 
hardware and software that connect them-for a specific 
network type or for networks that use a specific protocol 
family, such as AppleTalk or TCP;1P. See also protocol family 

network interface card An expansion card that provides 
one or more physical ports for a specific type of network, 
and is installed in a NuBus ™ expansion slot or in a 
processor direct slot. 

network type One of the various kinds of networks 
that can use AppleTalk protocols, including LocalTalk, 
Ethernet, and Token Ring. Network types have different 
transmission rates, support different types of media and 
topologies, and use different AppleTalk connections. 

next router A router on the path to a destination 
network to which a forwarding port transmits packets. 
See also forwarding port and router 
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node An addressable computer or other device on an 
AppleTalk network. See also device. 

node ID Abbreviation for node identifier. 

node identifier (node ID) A number between 1 and 
254 that with a device's AppleTalk network number 
uniquely identifies that device on an AppleTalk network. 

nondedicated router A router running on a computer 
that provides concurrent network services or on which 
another application program is running. Compare 
dedicated router. 

nonseed port A port configured to obtain a connected 
network's identifying information-including its network 
number or network range and zone name or zone list
from a seed router connected to that network. Compare 
seed port 

nonseed router A router that obtains the network 
number or network range and the zone name or zone list 
for a connected network from a seed router connected to 
that network. Compare seed router 

packet A single unit of data that is formatted for 
transmission over a network and includes control elements, 
such as a source address and a destination address. 

partially connected tunnel A tunnel on which some 
exterior routers cannot communicate with some other 
exterior routers connected to the tunnel. Compare fully 
connected tunnel. See also tunnel. 

password See administrator's password and caller's 
password. 

path A route over which a packet travels when one device 
transmits data to another device on a network. When one 
or more routers are present on an internet, a rou te over 
which one router forwards data to the next router until it 
reaches its destination. See also redundant paths. 

peripheral device A unit of hardware connected to 
and controlled by a computer-such as a printer, modem, 
video monitor, or disk drive. 



physical port See port. 

point-to-point link A communications path between two 
routers that may consist of modems communicating over 
a standard telephone line or a leased line. See also modem. 

port A socket on the back panel of a computer or on a 
network interface card into which you can plug a cable 
that physically connects a network or a peripheral device. 
See also modem port and printer port. 

port configuration The port information specified for 
a port in a setup document. 

port description An administrator 's description of the 
network connected to a port. By default, the name of the 
physical port. 

port statistics Statistical information for each port 
configured on the router and totals for the router, about 
the levels of traffic on a port and the numbers of errors that 
occur on the network or internet connected to a port. 

port status The current condition of a port-either 
active or inactive. 

Preferences folder A folder in the System Folder that 
contains files that store user-specified preferences for 
application programs. 

primary path Where redundant paths exist, the path 
between two internets that a router typically uses. Compare 
backup path. See also path and redundant path. 

remapping Sec network-number remapping 

remapping range On a half-routing or tunneling port, 
a range of network numbers that is reserved for use when 
remapping network numbers for networks accessible 
through that port. See also network-number remapping 

remote network A network at another site that is 
connected to the router by a pOint-to-point link. See also 
point-to-point link. 

repeater A device that extends the maximum length of 
cable in a single network. 

ring A type of network topology in which cables connect 
devices in a closed loop. See also topology. 

route To forward packets received from devices on a 
network to their destinations over the most efficient path. 

router A device that connects two or more AppleTalk 
networks of the same type or different types-for example, 
a LocalTalk and a Token Ring network-isolating traffic 
within each network. When a router receives data from 
devices on the network, it forwards the data to its 
destination over the most efficient path available. 

router extension Software that extends the capabilities 
of the Apple Internet Router. 

Router Installer A program that installs the router 
software on the startup disk in a Macintosh that will be 
used as a router. 

Router Log A document that contains a record of 
router operations, including port status, and errors that 
occur at startup or during router operation. 

printer port On the back panel of a Macintosh, the socket 
indicated by a printer icon, to which you can connect a 
printer or a LocalTalk network. This port is a serial port. 
See also modem port. router Macintosh A Macintosh computer on which a 
protocol A standard set of rules that govern the sending router is installed or running. 
and receiving of information over data communication lines. 

protocol family A set of protocols that govern data 
communication on a specific network system-such as 
AppleTalk or TCP/lP. See also AppleTalk and Tep/IP 

redundant paths Two or more paths that connect a pair 
of devices communicating on an internet. See also path. 

Router Manager An application program that allows an 
administrator to set up the router and configure its ports, 
control and troubleshoot router operation, and monitor 
router performance. 

router name An identifier that an administrator assigns 
to a router Macintosh. 
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router port A physical port and the access method that 
a router uses to communicate with a network connected 
to one of its ports. See also access method and port. 

router startup The process of starting the router. 
Compare Macintosh startup. 

router statistics Statistical information for the router 
about the number of packets routed, and the levels of 
network activity, network reliability, and errors occurring 
on the internet. 

router status indicator In the Network control panel, 
an indication of the router 's current status- on or off. 

routing distance The distance in hops between two 
networks, or the number of routers through which a 
packet must pass to reach its destination network. 

routing loop A condition that exists when a router sends 
packets that return to the router through a redundant path. 
Compare redundant paths. 

routing table Routing information that is maintained 
by the router for each destination network on an internet, 
specifying its network number or range, routing distance, 
forwarding port, and next router. 

routing table entry Routing information maintained 
by the router for a single network on an internet, including 
its network number or range, routing distance, forwarding 
port, and next router. See also routing table. 

routing traffic Network traffic caused by sending routing 
information. See also traffic. 

script A program that controls the operation of the 
Router Installer software or a modem. 

seed port A port configured with a network number or 
network range and a zone name or zone list for a 
connected network. Compare nonseed port. 

seed router A router on which you specify a network 
number or network range and a zone name or zone list for 
a network when configuring the port to which that network 
is connected. A seed router sends a network's identi~ling 

information to all other routers connected directly to that 
network. Compare nonseed router 
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serial port A port through which computers and 
peripheral devices communicate data serially- one bit at 
a time. The modem port and printer port are serial ports 
on the back panel of a Macintosh to which you can connect 
a modem, a printer, or a LocalTalk network. See also modem 
port, port, and printer port. 

server A computer that provides network services-such 
as file or print services. See also file server 

service See network service. 

setup document A file created in Router Manager that 
identifies the router and defines the router 's port 
configurations. See also port configuration. 

setup window In Router Managel~ a window that displays 
an overview of the information for ports configured in a 
setup document. 

shared disk A hard disk or CD-ROM disc connected to 
a computer on a network, which contains files that users 
at other computers on the network can access. 

Simple Network Management Protocol (SNMP) An 
industry-standard protocol that allows an administrator to 
manage devices on a complex multivendor network. 

SNMP Acronym for Simple Network Management 
Protocol. 

SNMP agent Software that allows an administrator 
working at a remote computer to obtain statistical and 
other information from the router. 

star A type of network topology in which all devices are 
connected to a central controlling device, or hub. See 
also topology. 

startup See Macintosh stm1up and router startup. 

startup document The setup document that the router 
uses at stattup. See also router startup and setup document. 

startup options Options that either control router 
startup or take effect at startup. See also startup document. 

star-wired ring A type of network topology in which each 
device on a Token Ring is connected to a central wiring 



concentrator called a multistation access unit (MAU) . See 
also ring, Token Ring, and topology. 

T-connector A type of connector that plugs into an 
Ethernet port on a computer, which must have either a 
thin coaxial Ethernet cable or a terminator plugged into 
each side of the connector. 

TCP/IP Acronym for Transmission Control 
Protocol/internet Protocol. A family of protocols that 
allows the interconnection of various types of computers 
in a local or wide area network. TCP controls data 
transmission and IP controls routing. See also protocol. 

TCP/IP network A network that communicates using 
the TCP/IP family of protocols. 

terminator An electronic resistance device installed at 
either end of a bus network. The Apple Ethernet Thin 
Coax Transceiver and Apple Ethernet cables have built-in 
terminators. Also referred to as a terminating resistor. 

thin coaxial cable A type of coaxial cable that has a 
3/16-inch diameter and connects the devices on an Ethernet 
network in a bus topology. Also referred to as thinnet. 
See also coaxial cable. 

token A special type of data packet that one device on a 
Token Ring passes to another device, to control access to 
the network. A device can transmit data on the network 
only when it possesses the token. 

Token Ring A widely used type of network that provides 
transmission rates of 4 or 16 Mbps, uses shielded or 
unshielded twisted-pair cable, and has a star-wired ring 
topology. Token passing controls access to the network. 
See also token. 

Token Ring port A physical port to which a Token Ring 
network is connected. See also port. 

TokenTalk An AppleTalk connection that allows a Token 
Ring network to use AppleTalk protocols. See also 
AppleTalk connection. 

topology The physical layout of devices and cables in a 
network. See also bus, ring, star, and star-wired ring 

traffic The volume of data packets generated by devices 
communicating over a network connection or th rough 
a device. 

transceiver A device that transmits and receives data, 
and allows a computer to connect to a specific type of 
media. See also media. 

transmission rate The speed at which a network can 
transfer data. 

troubleshooting The process of defining a problem's 
cause and isolating its source, then solving the problem. 

tunnel A virtual data communications link that allows 
networks or internets using the same protocol family to 
communicate with one another through a foreign network 
system that uses a different protocol family, or a half
routing link. See alsofo reign network system and half 
routing link. 

tunneling Two or more AppleTalk networks or internets 
communicating through a tunnel built on a foreign network 
system, generally forming a wide area internet. See also 
foreign network system, tunnel, and wide area internet. 

tunneling port A port that is configured for tunneling 
and uses an access method for a foreign network system 
to provide wide area connectivity between two or more 
internets. 

user port The AppleTalk connection for nonrouting 
services available on the Macintosh when the router is 
running, which determines the zone in which the router 
Macintosh and any network services residing on that 
Macintosh appear in the Chooser. See also AppleTalk 
connection and zone. 

WAN Acronym for wide area network. 

wide area internet An internet that consists of computers 
and shared devices at remote locations connected by a 
half-routing link or tunnel. 

wide area network (WAN) A network that consists of 
computers and shared devices at remote locations 
connected by a half-routing link or tunnel. Compare local 
area network. 
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wildcard A typographic character that signifies "all 
possible values" in the the names of devices, device types, 
routers, and zones. 

X.25 An access method for a physical port that corresponds 
to an Apple Serial NB Card installed in the router Macintosh, 
which allows the port to function as a half-routing port. 
Also, the CCITT (Consultative Committee for International 
Telephony and Telegraphy) standard protocols and 
message formats for packet-switching networks. See also 
access method and protocol. 

X.25 network A packet-switching network in which 
routers communicate over point-to-point links using X.25 
protocols. A type of wide area network. See also pOint-to
point link. 

zone A logical grouping of devices on an AppleTalk 
internet that facilitates access to shared network services. 
A network administrator defines the zones in an internet 
when setting up the router. Each device on the internet 
resides in a zone. To access a device in the Chooser, you 
must first select the zone in which the device resides. 
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zone list A list of one or more zone names defined for 
any type of AppleTalk port other than a LocalTalk network
for example, an EtherTalk or Tokerlfalk network. A user 
can assign a device on a network to any zone listed for 
that network. 

zone name An identifier for the single zone defined for 
a LocalTalk network or one of the names in a zone list. 

zone table Zone information maintained by the router 
for each destination network on an internet, mapping 
network numbers to zone names and network ranges to 
zone lists. 

zone table entry Zone information maintained by the 
router for a Single network on an internet, including its 
zone name or zone list. 
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cable length, maximum exceeded 107, 
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connection (continued) 
originating 50- 52 
router unable to reestablish 121 
selected in Porr Info window 51, 121 

Connection pop-up menu 51 
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Control menu 158 
Control Panels command 14, 76 
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exterior router (continued) 
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detected loop and deactivated port 

119, 120, 124 
failed to detect loop 125 
half-routing link, unable to establish 

118 
hidden network 119, 120 
modem configurations incompatible 

121 
modem scripts, wrong 121 
no zones or devices across half

routing link in Chooser 121 
no zones or devices across tunnel in 

Chooser 120 
password invalid 121 
phone line noisy and modem broke 

connection 121 
phone line noisy and modem 

reduced transmission rate 122 
phone number incorrect 121 
sending packets over backup path 

and primary path available 124 
traffic excessive 122 
zones or devices across half-routing 

link in Chooser intermittently 122 
remapping remote network numbers 

62-63 
sending routing information for only 

its local internet 59 
tunneling and 59- 60 
weighting hop counts 70-71 

File menu 156 
file servers 144, 148-149, 152 
floppy disk drive 7 
foreign network system 

access method for 21 
address in 92 
as backbone network 145 
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exterior router and 58 (fig.), 59 
packets for 59 
tunneling and 57,59-60, 140 
tunneling port and 21 

forwarding port 91-92 (fig.), 93, 94, 119 
fOlwarding router 59, 92 
fully connected tunnel 59--60 (fig. ) 

G 
Get Zones dialog box 37,41 
graphs, specifying time period shown in 

97,98 
"Graphs show data for the past" pop-up 

menu 97, 98 

H 
half-router. See also exterior router; router 

answering to establish connection 53 
calling back to establish connection 54 
calling to establish connection 50 
defined 47 
in half-routing link 140 
originating connection 50 
problems with 

connection broken 121 
half-routing link, unable to establish 

118 
modem configurations incompatible 

121 
modem scripts, wrong 121 
no zones or devices across half

routing link in Chooser 121 
password invalid 121 
phone line noisy and modem broke 

connection 121 
phone line noisy and modem 

reduced transmission rate 122 
phone number incorrect 121 
traffic excessive 122 
zones or devices across half-routing 

link in Chooser intermittently 122 
half-routing 3,47 

half-routing link. See also pOint-to-point 
link 

allowing routing distance greater than 
15 hops on 115, 118, 120 

connecting through 143 
exterior router and 59 
general 3, 140 
problems establishing 118 
problems on 121, 122 
remapping network numbers on 116 
tunneling and 57 
using password on 50, 53, 54 

half-routing port. See also tunneling port 
access methods for 21, 48 
activating 52, 121, 123, 124 
AppleTalk/X.25 Wide Area Extension 

and 3, 47 
as backup path 69-70, 146 
Basic Connectivity Package and 2 
clustering remapped network numbers 

on 65-67, 91 
configuring 48-55 
connection 

answering to establish, tlu-ough 52-53 
calling back to establish, through 

54-55 
calling to establish, through 50-52 
originating, through 50-52 

deactivated at router startup to prevent 
loop 62-63, 119, 120, 124, 148 

deactivating 52, 119, 121, 123, 125 
DialUp access method for 18,21, 

48-49,132 
DialUp Port Info dialog box for 48-55 
as forwarding port 92 
hiding networks on 72-74 (fig.), 84 
hop count on 

reducing 67--68, 115, 118, 120 
weighting 70-71, 146 

problems with 
clustering remapped network 

numbers on 123, 125 
configured improperly 118, 121 
is not fOlwarding port 119 



loop exists on 125 
password for, invalid 118, 121 
phone number for, incorrect 118, 121 
remapping remote network numbers 

on 116, 119, 119, 120, 148 
reconnecting automatically through 51 
reducing traffic on 69-70,70-71,146 
redundant paths on 69-71,148 
remapping remote network numbers 

on 62-64, 91 , 148 
resetting 121 
routing distance 

greater than 15 hops, allowing on 
67-68, 115, 118, 120 

increasing, through, 69, 70-71, 146 
selecting 

continuous retries 51 
limited retries 51 
mode for 50, 52, 54 
modem for 51, 53, 121 
pulse dialing 51 
tone dia ling 51 

specifying 
caller's password for 50-51,53, 54--55 
phone number of calling router 55 
phone number to call 51 
port description for 49 

wide area routing options for 61-74 
hard disk 6, 7- 8, 10, 12 
hardware 6 
Hexadecimal command 86,93, 157 
hexadecimal number 

network number specified as 36, 86, 93 
network range specified as 39,86,93 
numeric display format 86, 93 

Hide Devices dialog box 44, 83 
Hide pop-up menu 45, 73 
hiding 

devices 43-46 (fig. ), 83 , 114--115 
networks 72-74 (fig.), 84 

high-speed networks 145, 146 
hop count 67 
Hop Count Exceeded error 100 
hop-count reduction 67-68, 115, 118, 120 

hop-count weighting 69,70-71, 116 
hops. See also routing distance 

defined 67 (fig.) 
maximum number of 68,71 
maximum routing distance of 15, 

exceeded 63,71, 100, 110, 115, 
116,118, 119, 120 

to network in cluster 66 
reducing number of, to server 110 
routing distance greater than 15 

67-68, 115, 118, 120 

I,J, K 
identifying networks on internet 33-34, 

149-150 
incoming traffic 99, 101 
"Increase routing distance by" text box 71 
installation errors 125 
Installer disks 6,7-9 
installing Basic Connectivity Package. See 

also router software, install ing 
selected software 9- 11 
on startup disk 7-9 
system requirements for 6 
upgrading from version 2.0 11-12 

in termittent access to network services 
and devices 109 

internet routing, errors in 81 
internets. See also AppleTalk internets; 

networks 
defined 2, 140 
device-level security for 43-46 (fig.) 
exterior routers and 59, 65 
hiding 

devices on 43-46 (fig.) , 83, 114--115 
networks in 72- 74 (fig. ), 84 

layouts of 
general 142-149 (fig.) 
for optimal performance 148-149 

map of 34, 150 
maximum number of 

networks on 25, 151 
zones on 26, 151-153 (fig.) 

network identification on 33-34 

network services on, balancing 152 
number of networks and zones on 90 
pelformance of, optimizing 145, 148-149 
planning 148-149 
port statistics for 98-99 
problems with 

device hiding on 114--115 
general 112-119, 119-125 
having conflicting network numbers 

or ranges 62 
reasons for creating 140, 142 
redundant paths between 62-63, 122 
router'S location in 142- 144 (fig.) 
routing distance across 68 
routing information for 59,65, 90 
solving problems with 106-108 
traffic on 148-149, 152, 153 
tunneling and 57-59 (fig.) 
types of 21 
zones in, listing 37 

IP Tunnel access method 2, 18 

L 
lANs. See local area networks 
"Limit to" text box 51 
Line Graph command 97-98, 157 
line graph, displaying router statistics as 

96,97- 98 
local area networks (LAi'ls) 2,43, 57 
Local et Setu p Conflict 100 
local networks 140-141,142 
LocalTalk access method 

for AppleTalk port 21 
configuring 35-37, 132 
for modem port 18,35, 132 
Port Info dialog box for 20,35-37 
for printer port 18,35, 132 

LocalTalk Built-In connection 14, 15 
LocalTalk connection 14, 15 
LocalTalk network 

connecting 13 
to modem port 13, 15 
to printer port 13 
to router Macintosh when on 13 

Index 177 



LocalTalk network (continued) 
devices on, maximum 140 
network number for 33 
zone for 34, 151 
zone name for 34, 151 

LocalTalk port 
activating 36 
Basic Connectivity Package and 2 
configuring 35-37,43-46, 81-83 
deactivating 36 
designating 

as nonseed pon 35-36,39, 18, 136, 137 
as seed port 32,34,35-37,39-42, 

82,83, 117 
as forwarding port 92 
hiding devices on 43-46 (fig.) , 83 
network number and 35-36, 81-82 
as nonseed port 35-36 
port description fo r 35 
Port Info dialog box for 20,35- 37 
as seed port 35-36, 37 
zone name and 35-36, 37,82-83 

LocalTalk Port Info dialog box 
assigning network number in 36 
assigning zone name in 36, 37 
changing network number in 81 
changing zone name in 82-83 
configuring LocalTalk port in 

20, 35- 37 (fig.) 
designating port as 

nonseed port 35-36 
seed port 35- 36 

loop. See routing loop 
lower-speed networks 146 

M 
Macintosh computer 6, 13 
Macintosh Portable computer 6 
Macintosh PowerBook computer 6 
Macintosh Quadra 13 
maximum devices on network 

allowed 33,140, 142, 150-151 
exceeded 107,109,110 

maximum networks connected to router 13 
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maximum routing distance 
allowed 68 
exceeded 63,71, 100,115, 116, 118, 

119, 120 
maximum size 

of routing table 25-26, 100, 117 
of zone table 26, 117 

maximum zones in list 34 
memory 

insufficient for router 125, 135 
insufficient for Router Manager 129-131 
for programs running concurrently 25, 

26, 129 
required for router software 6 
for routing table 26 
for zone table 26 

menus in Router Manager 
Control 158 
Edit 156-157 
File 156 
View 157 
Windows 159 

messages. See error messages 
missing devices 108 
missing network 115, 117-119 
modem 

asynchronous 18,51,53 
configurations incompatible 121 
connecting remote networks 140, 143 
for DialUp access method 18 
with faster data transmission rate 122 
in half-routing link 140 
in point-to-point links 2, 47 
reconnecting automatically 51 
reduced data transmission rate 122 
resetting 121 
scripts 121 
selecting 51 
unable to 

maintain connection 121 
reestablish connection 121 

using to originate connection 50-52 
modem port 

access methods for 18, 132 

configuring LocalTalk access method 
for 35- 37 

connecting LocalTalk network to 13 
connecting modem to 51 
DialUp access method for 18, 48-49, 132 
LocalTalk access method for 18, 

35-37, 132 
LocalTalk connection for 15 
router and 13, 18 

monitoring router 

N 

errors, on port 99 (fig.) , 100 
errors, on router 99 (fig.), 100 
network 

activity 96- 98 
reliability 96-98 
routing information 90-95 
traffic 96- 98 

port statistics 98-101 (fig.) 
router statistics 96-98, 101 
traffic, on port 99-100 (fig.) 
traffic, on router 99- 100 (fig.) 

Name LookUps Out 100 
Name Requests In 99 
Name text box 46 
native internets 57. See also AppleTalk 

internets 
native networks 57. See a/so AprleTalk 

networks 
network activity. See also traffic 

balancing levels of 144, 148-149 
displayed in Router Statistics window 

as bar graph 97 
current level of 96-97, 149 
as line graph 97- 98 

monitoring levels of 96-97, 149 
network address 134, 141 
network cabling system 6 
network connection, break in 108, 125, 144 
network connector 109 
Network Control panel 

AppleTaik connections available in 14, 15 
changing router's zone in 76 



current AppleTalk connection in 132, 
135 

designating AppleTalk connection as 
user port in 14-16, 135 

router status indicator in 9 (fig.), 28, 79 
selecting router's zone in 15- 16 

network errors 
displayed in Router Statistics window 

as bar graph 97 
current rate of 96-97 
as line graph 97-98 
on scale of 96 

monitoring 100, 111, 122, 149 
statistics for various types of, resetting 

101 
types of, in Port Statistics window 100 

network hiding 
configuring 72-74 (fig. ), 84,123 
problems with 116, 119,120, 123 

network information 
conflicting 138 
exporting 102, 156 
printing 103 
propagating wrong 127 

Network Information command 90, 159 
Network Information window. See also 

routing info rmation; routing table 
detailed view of 93 
display of routing information in 90, 91 
displaying 90 (fig.) 
exporting information in 102, 156 
fOlwarding port listed in 119 
freezing display temporarily in 127 
memOlY requirements of 130 
numeric display format in 93 
printing information in 103 
problems in 

fOlwarding port not tunneling POlt 119 
information redraws too frequently 

127 
networks not listed 60, 117-119 
no devices on network listed 125 
no zones on network listed 125 
zones not listed 117-119 

routing table in 90- 91 (fig.), 93, 94, 95 
saving information in 102 
selecting 159 
sorting rou ting information in 94-95 
summalY view of 93 
view of 90 

network interface card 7, 13, 108, 132, 
135, 140 

network-level securi ty 60, 72 
network number. See also network range 

acquiling from seed router 32,36,81,82 
for AppleTalk network 33, 36, 81 
assigning 34, 36, 149-150 
changing 81- 82 
clustering remapped 65-67 (fig.), 91 
configuring seed port and 34, 35- 36 
as decimal number 36, 86, 93 
defined 33 
in detailed view 93 
as hexadecimal number 36, 86, 93 
LocalTalk network and 33 
LocalTalk port and 35-36 
network hiding and 74 
in network range 150 
for nonseed port 36 
numeric display format for 86, 93 
obtaining from seed router 32,36,81, 82 
problems with 

conflicting 34, 100, 116, 132, 138 
incorrect 81, 136 
network unable to obtain 118 
for unknown network in routing 

table 125 
remapping range for 62 
remapping remote 62-64, 68, 91, 148 
reserving 150 
in routing table entries 81, 91 
for seed port 35 
specifying 86, 149-150 
unique in internet 36 

network-numbering conflicts 25, 62-63, 
100, 150 

network-numbering scheme, choosing 
149-150 (fig.) 

network-number remapping 
allOWing routing distances greater than 

15 hops and 68, 115, 118 
avoiding redundant paths and 62-63, 

148 
clustering remapped network numbers 

65-67 (fig.), 91 
and deactivation of port at router 

startup to prevent loop 62-63 
and deactivation of port when router is 

running to prevent loop 62-63, 
119, 120, 124, 148 

and hop-count reduction 68 
and loop 63 
problems with 

configured improperly 116 
device name not in Chooser due to 

116 
forwarding port not tunneling port 

due to 119 
tunneling port not activated due to 

124 
unknown networks in routing table 

due to 125 
zones or devices across tunnel not 

in Chooser due to 120 
zones or networks not in Network 

Information window due to 119 
to resolve numbering conflicts 62-64 
and routing table 91 
specify ing a remapping range 62, 64 
turning on/off 64 

Network Number text box 36 
network range. See also network number 

acquiring from seed router 32,39,81,82 
for AppleTalk network 33, 39, 81 
assigning 34,39, 150-151 
changing 81-82, 123, 135, 151 
clustering remapped 65-66 (fig.) 
configuring seed port and 34, 39 
consisting of one network number 39 
as decimal number 39,86, 93 
defined 33 
in detailed view 93 
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network range (continued) of different types 13, 140, 142, 145, missing 115, 117- 119 
Ethefralk network and 33 146 not in Network Information window 
EtherTalk port and 39 existing 140--141, 142, 150 60, 117-119 
expanding 151 local 140-141, 142 not in routing tahle 117 
as hexadecimal number 39,86,93 not physically contiguous 144 not terminated properly 109 
maximum devices on network and 33 remote 140--141 , 142 redundant paths between 119, 120, 
network hiding and 74 to router 13 123, 124 
for nonseed port 39 through tunnel 2, 57-59,140, 143 routing distance to, exceeds 15 hops 
numeric display format for 86, 93 devices on 118, 119, 120 
obtaining from seed router 32,39,81,82 maximum allowed 33, 140, 150- 151 seed router for, none configured 117 
problems with number of 142 topology of 107, 109, 114, 119, 120, 

conflicting 34, 100, 138 with different data transmission rates 146 123, 124, 125 
default zone for, incorrect 137 disconnecting, from devices 106 traffic on, excessive 107, 110, 122, 
incorrect 81, 136 error statistics for 149 142, 149 
zone list for, incorrect 137 extending 140, 142 unknown 100, 125 
zone name for, incorrect 136, 137 hiding devices on 43---46 (fig .) users can't access 108 

remapping range for 62,65 identifying, on internet 33-34 wrong, in Router Log 127 
remapping remote 62-64,65,91, 148 isolating traffic on 153 zone list for, incorrect 137 
in routing table entries 81,91 layouts of 144, 146, 147 zone name for, incorrect 136, 137 
for seed port 39 maximum, connected to router 13 redundant paths between 44,69, 
size of 150-151 more than one zone in 93 70-71, 140, 143, 146, 147-148 
sorting routing table by 94 in network address 92 reliability of 96-98, 143, 147, 149 
specifying 86, 150-151 (fig.) number of, in internet 90 removing, from list of hidden networks 
TokenTalk network and 33 paths to destination 91-92, 100, 115, 84 
TokenTalk port and 39 118, 146 representing as cluster 65 
unique in internet 39 performance of res tarring all devices on 81 

"Network range starting with" text box 74 degradation of 106, 110, 142, 149 routers, placing in 142 
Network Range text box 39 improving 140, 142, 143, 145,147, routing information for 90-95 
Network Reliability 96 148-149,153 seed router for 
network routing information. See routing planning for growth 142,150-151 configuring 32-34 

information problems with defined 32 
networks. See also AppleTalk networks; cable length of, maximum exceeded more than one 32 

backbone networks; internets 107, 109 subdividing 109, 110,142, 143, 149 
adding 150 cannot obtain network number for traffic on 
adding devices to existing 142 118 balancing levels of 144, 148-149 
affected by problem 106-107 in cluster, disconnected or down isolating 142, 153 
AppleTalk connections corresponding . 67, 123 monitoring levels of 149 

to 15 default zone for, incorrect 137 types of 148 
in cluster 67 devices on, maximum exceeded zone list for 
combining 117 107, 109, 110 acquiring from seed router 83 

~ 

connecting fOlwarding port for, not tunneling assigning 39,40,41 
to backbone network 140- 141 (fig.), port 119 changing 82-83 

144-145 (fig.) general 106, 107, 108-110, 126, 132, defined 34 
wi th different transmission rates 146 135 
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zone name for 
acquiring from seed router 83 
assigning 34,36,37 
changing 82-83 
default 42, 83 

zones, dividing into 142, 151- 153 (fig.) 
network services 

access to 
facilitating 142, 152 
interrupting 78, 123, 128, 134, 151 
not interrupted by breaks in 

networks 144 
balancing, on internet 148, 152 
concurrent 6, 110 
problems with 

delays in 110, 149 
inaccessible 81, 106, 135 
insufficient 110 
intermittent access to 106, 109 
not updated in Chooser 16 
routing distances to, excessive 110 
used inappropriately 110 

shared 140,142,149,152 
shorter paths to 144, 149 
traffic generated by usage of 148, 149, 

152-153 
unique names for 82 
user port for 14 
zone for 14, 16 

network system, faster 110, 122 
network types 13, 21,33, 140, 142, 145, 146 
New command 19, 156 
next router 59, 91,92,93 
node 59, 99 
node address 91, 92 
node identifier (node ID), 13, 92, 135 
nondedicated router 6 
nonseed port 

configuring 35-36, 39, 117, 136, 137 
general 32-33 (fig.) 
obtaining information for network 

connected to 91 
nonseed router 

configuring router as 32- 33 (fig. ) 

defined 32 
obtaining network information from 

seed router 36, 39,91 
starting 136 

numeric display format, setting 86, 93 

o 
Open command 80, 156 
opening 

DialUp Port Info dialog box 48 
Installer program 7 
Network control panel 14 
Router desk accessoty 11 
Router Log 112 
Router Manager 19, 27, 29,77, 88, 129 
Router Setup window 11 
Router 2.0 as setup document 12 
setup documents 18, 77,80 
startup document 19, 23 
windows 29, 89, 96, 98, 102 

Options dialog box 
and allowing routing distances greater 

than 15 hops 68 
and clustering remapped network 

numbers 66 
and deSignating port as backup path 

69-70 (fig.) 
and hiding networks 73-74 (fig.), 123 
and increasing routing distance 

through port 71 (fig.) 
and remapping remote network 

numbers 64 (fig.) 
removing network from list of hidden 

networks 84, 123 
originating a connection 50-52, 121 
outgoing traffic 99- 100, 101 

p 

Packet Buffer Overflow error 100 122 
packets. See also AppleTalk pack~ts 

forwarding, on backup path 69 
general 59, 96,98,99, 101 
per second, maximum displayed 98 

Packets In 99, 101 
Packets Out 99, 101 
Packets Routed 96 
Page Setup command 156 
partially connected tunnel 59-60 (fig.) 
password. See adminis trator's password; 

caller's password 
password protection 

removing 88 
specifying 27 

Password text box 
for caller's password 50, 53 , 54-55 
when entering administrator's 

password 77 
when setting administrator's password 

27, 87 
path to destination network 91- 92 100 

115, 118, 146 " 
performance, network 

degradation of 106, 110, 142, 149 
improving 140, 142, 143, 145, 147, 

148-149, 153 
phone number 51,55,92,118, 121 
Phone Number text box 51, 55 
physical port. See port 
point-to-point link 2, 3, 21 , 47. See also 

half-routing link 
port. See also AppleTalk port; EtherTalk 

port; DialUp port; half-routing 
port; LocalTalk port; modem port; 
printer port; router port; seed 
port; TokenTalk port; tunneling 
port; user port 

access methods for 18, 19-20,86,91, 132 
activating 

general 22, 25, 29, 78 
only on which no errors occur 25 
at router startup 131 
unable to, because of conflicting 

port information 138 
configuring, general 18 (fig.), 21-22 
current settings for 18 (fig. ), 86 
current status of 18, 86 
deactivating 22, 29, 78 
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port (continued) 
hiding devices from 45 
identifying network connected to 21 
inactive 25 , 117,138 
not activated at router startup 127, 131 
reconfiguring 131, 135 
on router 18 
statistics 

for each port configured 98-100 
totals for all ports configured 98-100 

port configuration. See also configuring 
adding 80 
Basic Connectivity Package and 2 
changing 80-84,112 
displaying 20, 157 
removing 84, 135 

port description 
default 21 
in detailed view of setup window 86 
in DialUp Port Info dialog box 49 
in EtherTalk Port Info dialog box 39 
for fOtwarding port 91 
in LocalTalk Port Info dialog box 35 
optional 21 
in setup document 18 
in setup window 18 (fig.) 
specifying 21 
in startup document 19 
in TokenTalk Port Info dialog box 39 

Port Description text box 21,35,39,49 
Port Info dialog box 

activating port in 22, 25, 78 
changing port configuration in 80 
changing port status in 22 ,78 
clearing 84 
closing 78 
configuring port in 20-22,80 
deactivating port in 22, 78 
for DialUp access method 48-55 
for EtherTalk access method 38-42 
for half-routing port 64,68,69-70,71, 

73-74 
for LocalTalk access method 20- 22, 

35-37 (fig.) 
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name of physical port in 21 
opening 20, 78 
port information in 20 
printing information in 103 
specifying port description in 21 
for TokenTalk access method 38-42 
for tunneling port 64, 68, 69- 70, 71, 

73-74 
port statistics 

for all configured ports 98-99 (fig.) 
for each configured port 98-99 (fig.) 
exporting 102 
monitoring 98-100 
printing 103 
resetting 98, 101 
saving 102 

Port Statistics command 98, 159 
Port Statistics window 

Data Link Errors in 100, 128 
date and time statistics last reset in 

98-99 (fig.), 101 
display of port statistics in 98-100 

(fig .), 101 
error statistics in 100, 149 
exporting information in 102, 156 
monitoring 

network errors in 100 
traffic in 99-100 

opening 89,98 
Packet Buffer Overflow in 100, 122, 128 
Packets In and Out in 99, 149 
printing information in 103 
resetting statistics in 98, 101 
saving information in 102 
selecting 159 

port status 
changing 

general 22, 25, 78 
permanently 78 
temporarily 78 

current 18 (fig.) 
default 22 
in detailed view of setup window 86 
inactive 25, 117, 138 

in Router Log 25 , 111 
in setup document 18 
in setup window 18 (fig.) 
in startup document 19 

Preferences folder 112 
preventing others from 

changing router's status 27 
changing setup documents 27 
making changes in Router Manager 27 
opening Router Manager 27 

primary path 
ensuring router uses only 70, 124 
reactivation of, not detected 124 
unavailable 69 

Print command 103, 156 
printer port 

access methods for 18, 132 
configuring LocalTalk access method 

for 35-37 
connecting LocalTalk network to 13 
connecting modem to 51 
Diallr access method for 18,48-49, 

132 
LocalTalk access method for 18, 

35-37, 132 
LocalTalk Built-In connection for 15 
router and 13, 18 

printing 
network information 103 
POrt information 103 
port statistics 103 
Router Log 103 
router setup 103 
routing information 156 

print server 108, 110, 113 
problems. See also error messages; 

troubleshooting 
cause of, identifying 107 
diagnosing 106-108 
hardware 106, 107 
internet 112-119 
isolating 106-107 
location of 106-107 
network 106, 107, 108-110 



router 107, 111-112 (fig.), 125-128 
scope of 106-107 
software 106, 107 
solving 106-108 
symptoms of 106 
verifying 107, 112 
wide area internet 119-125 

programs running concurrently on router 
Macintosh 25, 26 

protocol family 57 
pulse dialing 50-51 (fig.) , 55 

Q 
Quit command 29, 156 
quitting 

R 

application programs, other 8 
Router Manager 27, 29 

random-access memory (RAJv!) 6. See 
also memOty 

reclustering, forcing 123, 125 
redundant path. See also backup path; 

routing loop 
activating ports and 62-63 
avoiding, with network-number 

remapping 62-63 (fig.), 119, 148 
causing traffic to traverse 70 
creating 147- 148 (fig.) 
deactivating ports and 63, 119, 148 
defined 62 
device hiding and 44, 114 
eliminating 114, 123, 146 
between internets 62-63, 122 
between networks 44,69,70-71, 119, 

120,123,124, 140, 143, 146, 147- 148 
network hiding and 123 
routing distance and 69,70, 119, 120, 

140, 146, 147, 148 
with same routing distance and 

troubleshooting 148 
using 

with high data transmission rate 
122,140, 146 

to improve internet reliability 147 
to minimize traffic on a tunneling 

port 69- 71 
Reenter Password text box 

for caller's password 51, 53, 55 
when setting administrator's password 

27,87 
reinstalling router software 128, 129, 131 
remapping. See also network-number 

remapping 
remote network numbers 62-64, 65, 91 
remote network ranges 62-64, 65, 91 
to resolve numbering conflicts 62-64 

remapping range 
conf"licts with local network range 116 
specifying 62, 64 

"Remap remote network numbers into 
range" text box 64 

remote internets 47,65 
Remote Net Range Conflict 100 
remote network numbers, remapping 

62-64,65,91 
remote network ranges, remapping 

62-64, 65, 91 
remote networks 140-141,142 
Remove Password command 88, 158 
Reset Statistics command 101, 158 
Restart Status On/Off 11 
Revert to Saved command 156 
Router 2.0 12 
router. See also Apple Internet Router; 

exterior router; forwarding router; 
half-router; next router; nonseed 
router; router Macintosh; seed 
router 

activity levels 96, 101 
and AppleTalk Phase 2 compatibility 6 
assigning devices to default zone 42 
background operation of 29 
broadcasting routing table 65 
configuring 

as non seed router 32-33 (fig.) 
as seed router 32-34 (fig.), 36, 39, 

82, 83 
for startup 22-26 (fig.), 75, 85 

connecting 
local networks 140,141,142 
networks of different types 140, 142 
networks to backbone 140, 141, 143 

date and time last restarted 96, 98 
dedicated 6 
error messages, in Router Manager 

general 105, 128 
memory, insufficient 129-131 
when opening router 129 
when router is not running 131- 134 
when router is running 138 
when starting router 134-137 

errors logged in Router Log 25, 
111-112 (fig. ) 

extending existing network 140, 142 
extensions. See AppleTalk/IP Wide 

Area Extension; AppleTalkIX.25 
Wide Area Extension 

forwarding packets 
to destination networks 91-92 
over redundant paths 69 

function of 140-142 (fig.) 
hiding devices on, when redundant 

paths exist 43 
and hop count 67, 140, 144 
isolating traffic on different parts of 

internet 142, 143 
maintaining logical map of networks 140 
maximum networks connected to 13 
minimizing routing distances 143 
monitoring 

network errors on 100, 149 
network information for 90-95 
network reliability for 96-98, 149 
operation of 89, 111-112 (fig.) 
port statistics for 98-101 (fig.), 149 
router statistics for 101 
traffic through 96-98, 99-100 

more than one, on network 32 
name 19, 131 
name lookups generated by 100 
name requests received by 99, 100 
network connected to 91 
network errors on, monitoring 100 
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router (continued) 
nondedicated 6 
only, on network 16 
operation, monitoring information 

about 111- 112 (fig.) 
packets discarded by 100 
performance, optimizing 6 
preventing 

changes to status of 27 
startup 24 
unnecessary cross-network traffic 144 

primaly path, used by 70, 124 
problems with 

AppleTalk Phase 2, does not support 
100,112 

can't access AppleTalk network 
services 135 

can't activate port for which no 
AppleTalk connection file in 
Extensions folder 131 

can't set up, no AppleTalk connection 
files in Extensions folder 129 

can't start 34, 111 
can't update zone list 67 
can't use port information for 

AppleTalk connection not on 
router Macintosh 131 

concurrent application program on 
128 

concurrent network service on 128 
conflicting network number or 

range 136, 138 
conflicting zone name or list 136, 137 
errors in setup 112 
errors that prevent startup 111 
general 107, 111-112,125-128 
hidden device 115 
network number unobtainable 118 
no seed router on network 136 
no zones or devices on directly 

connected network accessible on 
other networks 125 
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no zones or devices on part of internet 
in Chooser on computers on 
directly connected networks 127 

setup errors 125 
software installation errors 125 
stopping, to solve 126 

reconfiguring 75 
recording information in Router Log 

111-112 
and redundant paths 42-43 (fig.) , 143, 

146, 147, 148 
setting up 17-27, 107 
setup 

errors in 112 
modifying 112 

shutting down Macintosh 13, 126 
starting 

error messages when 134-137 
errors that prevent III 
general 16, 17,23, 28-29, 75, 126, 158 
at system startup 9, 24 

startup document for 19, 23-24 
statistics for all ports on 98-99 (fig.) 
status of, changing 27, 77 
stopping 

and clearing routing information 83 , 
113, 124 

general 75,79,81, 158 
to increase network range 151 
resetting statistics and 98 
to solve problems with 126 

subdividing network with 108, 110, 
142, 149 

system requirements for 6 
traffic congestion, avoiding 144, 149 
traffic on, monitoring 99-100 
zones, dividing network into 142 

Router command 11 
Router desk accessOlY 11-12 
Router Log 

clearing 112, 156 
displaying 89, 111, 159 

errors logged in 25,111 (fig.) 
memory insufficient for 130 
memOlY requirements of 130 
monitoring information about router 

operation in 111-112 (fig.) 
port status logged in 25,111 
printing information in 103 
router status logged in 111 
selecting 159 
as text document 112 
verifying problems with router in 107, 

111-112 
Router Log command 111- 112, 159 
router Macintosh. See also router 

AppleTalk connection for 14- 16, 76 
concurrent application programs on 

129, 135 
conflicting node ID for 13 
connecting 

Ethernet networks to 13 
LocalTalk networks to 13 
network types other than LocalTalk 

to 13 
Token Ring networks to 13 

dedicated 6 
Ethernet port on 6, 10, 13, 18 
expansion slots in 13 
installing router software for ports on 

7-9 
LocalTalk ports on 13 
location of, in internet 115, 118, 

142-144 (fig.), 149 
memory in 26, 129, 130, 136 
model of 6, 13 
modem port on 13, 18 
name of 19 
network interface cards in 13 
network services running concurrently 

on 16, 78,81 
nondedicated 6 
placing, in internet 115,118,142-144 

(fig.), 149 



port on Apple Serial NB Card in 3 
ports on 13, 15, 18 
printer port on 13, 18 
problems with 

AppleTaik connection selected as 
user port for, wrong 113 

AppleTaik connection undefined 135 
delays occurring at startup 126 
disconnected from internet and 

zone name changed 113 
general 107 
hardware constraints 125 
hardware malfunction 107, 125 
memory, insufficient 129-131,136 
network connection, break in 125 
network interface card moved to 

different slot in or removed from 
132, 135 

no other routers on network on 
current AppleTalk connection 133 

packet transmission rate slow 128 
providing concurrent network 

services 113 
restarted, without delay period of 

ten minutes 113 
setup document created on different 

132 
stopping, to solve 112, 126 
unable to process all packets 

received 128 
zone selected for, wrong 113 

restarting 112, 113, 126 
running concurrent application 

programs on 129 
shutting down 13,29, 126 
starting router at startup 9,24 
Token Ring port on 2, 6, 10,18 
user port for 14-16 
zonefor 15-16,76 

Router Manager 
activating ports in 75, 78 
and Basic Connectivity Package 2 
changing administrator's password for 87 
changing router-startup options in 85 

clearing Router Log in 112, 156-157 
configuring 

ports in 35--46,48-55,64, 66, 68, 
69- 70, 71,73-74 

router for startup in 22- 25, 158 
creating setup documents in 18-22 
customizing view of setup window in 

85- 86, 157 
deactivating ports in 75, 78 
displaying Router Log in III 
entering password to open 77 
error messages in 105. See also error 

messages, in Router Manager 
expotling information in 102, 156 
function of 2, 155 
hexadecimal numbers in 36 
installing 128 
memory allocation for, increasing 129, 

130 
memOty insufficient for 129-131 
menus in 

Control 158 
Edit 156-157 
File 156 
View 157 
Windows 159 

modi~ling setup documents in 80-84, 
112 

monitoring 
network activity in 96-98, 148-149 
network errors in 96-98,148, 149 
network reliability in 96, 149 
network routing information in 

90-95, 157, 159 
packets routed in 96, 149 
port statistics in 98-100, 149, 159 
Router Log in 111-112,159 
router operation in 89 
router statistics in 96-98, 148-149, 

157, 159 
mUltiple setup documents 

creating in 18, 85 
opening in 18 
selecting in 159 

opening 19,27,29, 77, 129 
preventing 

conflicting network numbers and 
ranges on router's ports 34 

others from making changes in 27 
others from opening 27 

printing information in 103 
quitting 27, 29 
removing password protection from 

88, 158 
resetting router and port statistics in 

101, 158 
selecting 

startup document in 23- 24, 85, 158 
windows in 159 

sorting routing table in 94-95 
specifying administrator's password for 

27, 158 
starting router in 28-29, 158 
stopping router in 79, 158 

Router Name text box 19 
router port 18. See also port 
router setup, for version 2.0 of AppleTalk 

Internet Router 11-12 
Router Setup command 11 
Router Setup window 11 
router software. See also Basic 

Connectivity Package 
in Basic Connectivity Package 6 
installing 6,7-12, 107, 128, 129 
reinstalling 27, 128, 129, 131 
problems with 107 
upgrading from AppleTalk Internet 

Router version 2.0 11-12 
router startup. See also starting router; 

startup document 
activating only ports with no errors 25 
canceling, if an error occurs 25, 85 
configuring 22-26 (fig.) 
errors at 25, 111-112 (fig.) 
at Macintosh startup 24, 85 
messages displayed at 134-137 
options for 22-26 (fig.), 75, 77, 85 
preventing, at Macintosh startup 24 
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router startup (continued) 
problems at 

can't find startup document 134 
can't start 134-137 
current AppleTalk connection 

undefined 135 
error when installing AppleTalk 

connection driver 135 
interrupts current network services 

134 
port not activated at 127 
tunneling port not activated at 124 

status of ports at 25, 111-112 (fig.) 
router statistics 

date and time last reset 96, 101 
displaying as 

bar graphs 96 (fig.) , 97 
line graphs 97-98 (fig.) 

resetting 98, 101, 158 
Router Statistics command 96, 159 
Router Statistics window 

date and time statisti cs last reset in 96 
(fig.), 101 

display of router statistics in 96-98 (fig.) 
monitoring 

Network Activity in 96, 149 
Network Errors in 96,149 
Network Reliability in 96, 149 
Packets Routed in 96, 149 

opening 89, 96 
period of time shown in graphs 97, 98 
resetting statistics in 96, 101 
selecting 159 
th roughput shown in graphs 98 

router status indicator 9 (fig.), 28, 79 
Router 2.0 12 
Router Version Mismatch error 100 
routing 22 
routing distance. See also hops 

backbone network and 144,145 
between two networks connected to 

backbone 144 
clustering remapped networks and 66 
decreasing, through port 115, 118, 120 
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defined 67 
in detailed view 93 
greater than 15 hops, allowing 67-68 

(fig.) , 71 , 115, 118, 120 
increasing, through port 69,70- 71, 

118, 146 
internet layout and 146, 147 
maximum allowed 68 
measuring, in hops 67 
minimizing 140, 143 , 145 
in Network Information window 91 
problems with 

maximum exceeded 63, 71 , 100, 
110, 115, 116, 118, 119, 120 

network list incomplete in 117 
redundant paths and 147, 148 
routing packets over path with 

longest 69 
same 69 
shortest 69, 140 

in routing table 91 
sorting routing table by 94 

routing information. See also Network 
Information window; routing table 

for cluster 67 
clustering and minimizing 65 
for destination networks and zones 

91-92 
detailed view of 93 , 157 
displaying 90,91, 157 
displaying, only after received from 

seed rou ter 91 
exchanging 69 
exporting 102, 156 
monitoring 90-95 
in Network Informa tion window 

90-95, 157 
numeric display format of 93, 157 
obtaining from seed router 36, 91 
printing 156 
received from other routers 91 
in routing table 90 (fig. ), 91-92, 94-95 
sorting 94-95 
summary view of 93, 157 

updating 65,91, 148 
view of, choosing 90 

routing loop. See also redundant path 
deactivating port if 63, 148 
eliminating 148 
hop-count reduction and 68 
network-number remapping and 62-63 
preventing activation of port if 62- 63, 

68, 119, 120, 124, 125, 148 
router unable to detect, when 

clustering 63 
routing table. See also Network InfOlmation 

window; routing information 
access method in 91 
broadcasting 65 
clearing obsolete information from 82, 

113 
clustering and 91 
cluster represented in 65 
defined 91 
detailed view of 93 
display of 90 (fig.), 95 
entries 91,94 
exchanging 91 
fo rwarding port in 91 
freezing display of 95 
hops in 91 
increasing size of 25 
information in 91-92 
internal 91 
maximum number of entries in 25-26 
in Network Information window 

90-91 (fig.), 93 , 94, 95 
network number or range in 81, 91 
network-number remapping and 91 
next router in 91 
numeric display format of 93 
paths to destination networks 91 
preventing display update of 95 
problems with 

maximum size exceeded 100, 117 
networks not listed in 100 
overflow 100 
unknown networks in 125 



routing distance in 91 
routing information in 90 (fig.), 

91-92,94-95 
size of 

default 25 
increasing 25 
memOlyand 26 
reducing 25 
specifying maxim um 25-26 

sorting 94-95 (fig.) 
sumn1alY view of 93 
updating 91,95, 113 
view of, choosing 90 
zone name or list in 82,91 

Routing Table Entries text box 26 
Routing Table Overflow error 100 
routing traffic 65 

s 
Save As command 156 
Save command 78, 156 
saving, changes to setup document 78 
seed port 

configuring 32,34,35- 37,39-42,82, 
83,118 

conflicting port information for 117 
deactivated because of conflicting port 

information 117 
general 32-33 (fig.) 

seed router 
changing network number or range on 

82 
changing zone name or list on 83 
configuring router as 32-34 (fig. ), 36, 

39,82,83 
conflicting network number or range 

on 34,116 
defined 32 
exchanging routing tables and 91 
more than one for network 32,82,83 
none on network 118, 136 
obtaining network information from 

36,39,91 

serial port. See modem p0l1; printer port 
servers 144, 148-149, 152 
Set Password command 27,87, 158 
Set Startup command 23,24,25,158 
Set Startup dialog box 23, 24, 25, 26 
setup document. See also setup window; 

startup document 
access methods in 19- 20 (fig.) 
canceling save if error in setu p 22 
can't save, no access ptivileges 133-134 
configuring ports in 20,21, 35-37, 

38-42,48-55,78 
corrupted 132, 135 
created on different router Macintosh 

132 
creating 

error messages displayed when 130, 
131-134 

general 2, 17-22,79, 132, 135 
multiple 85 

defined 18 
designating as 17, 23-24, 79, 85, 127, 

134 
information in 18 (fig.), 19 
locked 133 
modifying 

general 27,77, 79,80-84 
hidden devices, removing device 

from list 83 
hidden networks, removing network 

from list 84 
network number or range, changing 

81- 82 
not possible when router is running 29 
port configuration, adding or 

changing 80 
port configuration, removing 84 
stopping router and 75,79 
zone name or list, changing 82-83 

name of 20 
opening 18, 77, 80 
port status in 

changing 78 
display of 18 (fig.), 19 

preventing others from changing 27 
removing port configuration from 135 
Router 2.0 as 12 
saving changes to 78 
selecting, as startup document 17, 

23-24,79 
unlocking 133 
in Windows menu 159 

setup window. See also setup document 
configuring ports in 20,21,35-37, 

38-42,48-55,78 
creating setup document in 18 (fig.), 

19-22 
customizing view of 85- 86, 157 
detailed view of 85-86, 157 
modifying setup document in 80-83 
numeric display format for 86, 157 
opening 89 
printing information in 103 
removing port configuration in 84 
summalY view of 85-86, 157 

shutting down router Macintosh 13, 29, 126 
Simple Network Management Protocol 

(SNMP) 89 
"Sort by" pop-up menu 94 (fig.) 
sort direction 95 
sort key 94-95 
starting router. See also router startup; 

startup document 
error messages when 134-137 
errors that prevent 111 
general 16,17, 23 ,28- 29,75, 126 
at system startup 9, 24 

Start Router command 28, 79, 158 
startup disk 7- 9, 10-11, 11-12,27, 125, 

129, 134 
startup document. See also setup 

document; starting router; startup 
document 

current settings for each configured 
port in 19 

current status of each configured port 
in 19 

defined 19, 23 
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startup document (continued) 
designating setup document as 17, 

23-24,79, 85, 127, 134 
information in 19 
modifying 79,112 
opening with Router Manager 19 
opening setup window for 89 
port description in 19 
problems with 

deleted from startup disk 134 
router can"t find 134 
wrong setup document designated 

as 127 
at router startup 24 
selecting 17, 23-24, 79,85, 127, 134 
in Windows menu 159 

startup options for router, specifying 
22-26 (fig.), 75, 77, 85 

statistics. See port statistics; router statistics 
stopping router 

and clearing routing information 83, 
113,124 

general 75, 79, 81, 158 
resetting statistics and 98 
to increase network range 151 
to solve problems with 112, 126 

Stop Router command 28,79, 158 
Summary command 86, 93, 157 
summary view 85--86 (fig.), 93 
system requirements for router software 6 
system software version 7.0 6,7 
system startup 24 

T 
tab-delimited text 102, 156 
T-connector, termination of 126 
TCP/lP network 2,57 
text documents 102, 112, 156 
thin coaxial cable 126 
Throughput pop-up menu 98 
time statistics last reset 96, 101 
Token Ring network 13, 33, 145, 150, 151 
Token Ring port 

access methods for 18 
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activating 40 
AppleTalk/lP Wide Area Extension and 

2, 18 
Basic Connectivity Package and 2 
configuring 21,38-42 
deactivating 40 
defau lt zone for 42 
as forwarding port 92 
hiding devices on 43-46 (fig.) 
IP Tunnel access method for 2, 18 
as nonseed port 39 
port description for 39 
Port Info dialog box for 38-42 
as seed port 39 
TokenTalk access method for 18, 38-42 
TokenTalk connection for 6, 10, 15 
zone list for 41-42 
zone names for 40, 41-42 

TokenTalk access method 18, 21 , 38-42 
TokenTalk network. See Token Ring 

network 
TokenTalk port 38-42, 92. See also 

Token Ring port 
TokenTalk Port Info dialog box 

adding zone name to zone list in 40,41 
assigning network range in 39 
changing network range in 81 
changing zone list in 82-83 
configuring TokenTalk port in 38-42 

(fig.) 
deSignating port as 

nonseed POtt 39 
seed port 39-42 

removing zone name from zone list in 
40,42 

renaming zone in 40, 41 
setting default zone in 40, 42 

TokenTalk version 6 
tone dialing 50-51 (fig.) , 55 
topology 

of AppleTalk network 142 
change 109, 114, 119, 120, 123, 124 
check 107, 125 
connecting networks with different 142 

layouts of 
backbone networks 146 (fig.) 
internets 142-149 (fig.) 
networks 144, 146, 147 

location of router, in internet 115, 
118, 142-144 (fig.), 149 

and routing distances 146, 147 
traffic. See also network activiry 

balancing on internet 144, 149 
broadcasting routing tables and 65 
clustering remapped networks and 65 
cross-network, avoiding 144, 149, 153 
current level of 149 
display of 

as bar graph 96, 97 
as line graph 96, 97-98 

evaluating levels of 148- 149 
excessive 107, 110, 122, 142, 144, 149 
high levels of, on router 6 
incoming 99-100, 101 
isolating, on network 142, 143, 153 
minimizing 

between zones 142 
on slow half-routing link or tunnel 

69-71 
monitoring 96-98, 99-100, 149 
outgoing 99-100, 101 
redUCing, on slow half-routing or 

tunnel port 70-71 
on redundant path 70 
router placement and 149 
routing traffic 65 
rypes of 148 
volume of 101, 148 

troubleshooting. See also error messages 
hardware problems 106, 107 
internet problems 112-119 
network hiding 116,119, 120, 123 
network-number remapping 116, 119, 

120, 123, 125 
network problems 106, 107, 108-110 
Router Log and 107, 111- 112 (fig.) 
router problems 107, 111- 112 (fig.), 

125-128 



stopping the router when 112 deactivated when router is running to Using the AppleTalk/X25 Wide Area 
strategy 106-107 prevent loop 62-63, 119, 120, Extension 3, 47,80, 112, 119, 128 
wide area internet problems 119-125 124, 148 

tunnel 58 (fig.) , 59-60 (fig.) deactivating V 
allowing routing distance greater than backup path 124 

view. See detailed view; summalY view 15 hops on 115, 118 to force reclustering 123, 125 
View menu 85- 86 (fig.), 95 (fig.), 157 as backbone network 145 to reestablish primary path 124 
virus-protection program 110 built on defined 21 

foreign network system 57, 92,145 designating as backup path 69- 70 
TCP;IP network 2, 57 eliminating redundant paths on 148 W 

connecting different organization's foreign network system and 21 WANs. See wide area networks 
internets 62 as fOlwarding port 92 wide area internet problems 

defined 58 hiding networks on 72-74 fOlwarding port not half-routing or 
exterior routers and 58-60 (fig.) hop-count reduction and 67-68 tunneling porr 119 
fully connected tunnels 59-60 (fig.) increasing routing distance through inaccessible zone in Chooser 123 
minimizing traffic on 69 69, 70-71 no zones or devices across half-routing 
paltially connected tunnels 59-60 (fig.) is not fOlwarding porr 119 link in Chooser on networks 
problems with minimizing traffic on slow 69-71 connected to router 121 

no zones or devices across, in not activated at router startup 123 no zones or devices across tunnel in 
Chooser 120 problems with 115,116, 119, 124, 125 Chooser on networks connected 

remapping network numbers on 116 remapping remote network numbers to exterior router 120 
routing distances and 68, 116 on 62-67, 124, 125, 148 router continues sending packets over 
using instead of half-routing link 122 resolving network-numbering conflicts backup path when primary path 

tunneling on 62-67 accessible 124 
AppleTalk;IP Wide Area Extension and 2 specifying a remapping range for 62 routing tables contain network 
defined 57 using redundant paths on 69-71 numbers for unknown networks 
exterior routers and 58 (fig.), 59- 60 with same zone names 125 
foreign network system and 57-60 U tunneling port not activating when 
fu lly connected tunnel and 59- 60 (fig.) 

Unknown Network error 100 starting router 124 
partially connected tunnel and 59-60 

upgrading from AppleTalk Internet zones or devices across half-routing 
(fig.) link in Chooser intermittently on 

routing distances and 68 Router version 2.0 11- 12 
network connected to router 122 

tunneling port. See also half-routing POrt user port 
zones or devices on hidden network in 

activating at router startup 62 AppleTalk connection as 
Chooser on network from which default 14 allowing routing distances greater than 

deSignating 14-16 hidden 123 
15 hops on 67-68, 115, 118 

other than LocalTalk 15- 16,76 wide area networks (WANs) 43,50,62,72 
avoiding redundant paths on, when 

wrong, designated as user port 113 wide area routing options 
remapping network numbers 62, backup paths 69- 70 
148 

configuring 20 
clustering 65- 67 (fig.) 

clustering remapped networks and deactivating 78 
increasing routing distance through .,r--..., defined 14 65- 67 

selecting zone for 15-16, 76 port 70-71 
configuring network hiding 72- 74 (fig.) 
deactivated at router startup to Using the AppleTalk/IP Wide Area 

network-number remapping 62- 64 
prevent loop 62-63 Extension 2, 57, 80, 92, 112, 119, 

redundant paths 69- 71 128 
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wide area routing options (continued) 

routing distances greater than 15 hops, 
allowing 67-68 (fig.) 

wildcard characters in AppleTalk 36, 131, 
132, 133 

windows 
opening multiple 89 
selecting 159 

Windows menu 159 

X,Y 
X.25 access method 3 
X25 port 22 

z 
zones 

AppleTalk internets and 151- 153 
for AppleTalk network, defining 34, 

36, 37,40,41-42, 151 
assigning devices to 34, 151 
associated with cluster 65 
balancing network services and 152 
changing for routers 76 
clustering remapped networks and 65, 

67 
default 16,42, 137, 151 
defined 151 
for device, selecting 113 
devices in 152 
devices on same or different networks 

in 152 
facilitating departmental work and 142, 

152-153 
internet, dividing into 151-153 (fig. ) 
isolating traffic and 153 
for LocalTalk network 34 
maximum number of 34 
merging two existing 82 
minimizing traffic between 142 
network, dividing into 142 
for network, defining 34 
number of, on internet 90 
obtaining from seed router 32, 36 
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problems with 
across half-routing link in Chooser 

intermittently 122 
computer that can't access, on 

hidden network 120 
default , different from actual 137 
devices in wrong, in Chooser 113 
devices not in same 113 
duplicate device names in 114 
in hidden networks 120 
in hidden networks in Chooser on 

computers in network from which 
hidden 123 

in inaccessible network in Chooser 
123 

in networks more than 15 hops away 
120 

none across half-routing link in 
Chooser 121 

none across tunnel in Chooser on 
exterior router 120 

none on part of internet in Chooser 
127 

not in Network Information window 
117-119 

number of, in internet, exceeds 
maximum size of zone table 117 

only zones in network found first on 
Chooser's search displayed 116 

users can't access 108 
wrong, selected 113 

renaming 41 
for router Macintosh 14, 15- 16,76 
routing information for each, in 

routing table 91,93 
selecting from list of connected zones 37 
shared network selvices and 142, 152 

zone information 
clearing obsolete 113 
conflicting 138 

zone list 
adding zone name to 40,41,130 
for AppleTalk network 34 
assigning to network 34 

changing 82-83 
in Chooser 82, 125,151 
defined 34 
in detailed view 93 
displayed after remapping and clustering 

networks on tunneling ports 91 
for Ethernet network 39,40, 151 
maximum zones in 34 
Name Lookups Out and 100 
in networking applications 151 
obtaining from seed router 32,39 
problems with 

incomplete 117 
incorrect 137, 138 
insufficient memOlY to add all zone 

names to 130 
router can't start, specified different 

from actual 137 
router can't start, specified doesn't 

contain zone name in actual 137 
removing zone name from 42 
renaming zone in 41 
in routing table 82, 91 
for Token Ring network 39,40, 151 

zone name 
adding 40,41,130 
assigning to network 34,36, 40,151 
changing 82-83, 113 
in Chooser 82, 125, 151 
for destination network 91 
for LocalTalk network 34, 35, 36, 151 
Name Lookups Out and 100 
obtaining from seed router 32,36 
problems with 

incorrect 113,136,137, 138 
insufficient memory to add all to 

zone list 130 
none obtained from current 

AppleTalk connection 133 
router can't start, specified different 

from actual 137 
router can't start, specified not in 

actual zone list 137 
removing from zone list 42 



renaming 41 
in routing table 82, 91 , 93 
selecting from list of connected zones 37 
sorting routing table by 94 (fig.) 
specifying 36, 132 
in summary view 93 
in zone list, at least one 34 

Zone Name text box 36,40, 41 , 42 
zone table 

maximum number of entries in 26 
size of 

default 26 
increasing 26, 117 
maximum, exceeded 117 
memOtyand 26 
reducing 26 
specifying maximum 26 

Zone Table Entries text box 26 
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The Apple Publishidg System 

The Apple Internet Router Administrator's Guide was 
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publishing system using Apple Macintosh computers, 
an AppleTalk network system, Microsoft Word, and 
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